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	Tdoc #
	Source
	Title
	Summary
	Proposed Conclusion

	S2-032805
	S1-030621
	Reply LS on review of TR “Study into Applicability of GALILEO in LCS” (S2-031577)
	To: SA2 (Cc: GERAN, RAN)

SA1 would like to thank SA2 for the report on the applicability of GALILEO in LCS. SA1 LCS sub-working group has seen the TR.

SA1 envisages that no changes are required to TS 22.071 for assisted GALILEO, except for addition of new terminology. SA1 believes that such changes will be beyond Rel-6.

SA2 Actions: none
	Noted

	S2-032806
	S1-030832
	Reply to Liaison Statement on “Emergency Services Routing Based on Interim Position”
	To: T1P1, TSG SA2, TSG CN4
SA1 would like to thank T1P1 for their liaison statements on Emergency Services Routing Based on Interim Position. 
SA1 discussed this issue and agreed to include a requirement (see attached change request) in the LCS Stage 1 TS 22.071. The change request is initially for Release 6 and the goal is to generate mirror change requests back to Release 99.

Actions to SA2 and CN4: 

Action 1: Please expedite the corresponding stage 2 and stage 3 changes.

Action 2: Please comment on the feasibility to make this effective back to Release 99.
	Open

	S2-032807
	S1-030858
	Draft Response LS on Network Sharing Requirements for Rel-6
	To: SA2, CN1

SA1 thanks CN1 for their liaison statement on Network Sharing in TDoc N1-030815 (reply to S1-030533) and is delighted to hear that the new requirements regarding PLMN selection has been well received.

The working assumptions made by CN1 is from an SA1 perspective rather technical and SA1 wishes therefore forward them to SA2, which should tell whether they are according to existing network sharing requirements or not.

SA2 Action: Check if the working assumptions made by CN1 are capable of satisfying all the existing stage 1 Networking Sharing Requirements.
	Open

	S2-032808
	S1-030870
	Reply to Liaison Statement on “MBMS Codec Requirements
	To: SA4 (Cc: SA2, SA3, RAN2, RAN3)
SA1 would like to thank SA4 for their liaison statements on MBMS Codec Requirements.

MBMS is defined as a bearer service only which means that the content and media formats are not standardised. SA1 would like to confirm SA4 view that there will be many different MBMS services using various application transport protocols on top of the MBMS network transport protocol.

The MBMS stage 1 TS 22.146 shows the MBMS bearer service to be service agnostic:

Types of services


The multicast mode shall be independent of the type of service being transmitted, will support a number of services, and permit support of all data types e.g. Audio, Data, Video or combinations thereof.  A minimum number of data types may need to be identified to enable interoperability

Example MBMS applications which may be used to optimise bearer characteristics are defined in table in MBMS stage 1 (3GPP TS 22.146) annex A, which contains a non-exhaustive list of some applications and media types. 
Following agreements at SA#20 a new “MBMS Teleservice” will be defined in a new SA1 document. SA1 will keep SA4 informed of the progress of this work.

SA2 Actions: None
	Forward to MBMS

	S2-032809
	S1-030912
	LS on requirements on security for the Mt reference point
	To: SA3 (Cc: SA2)
In its LS (S1-030690 = S3-030301 - on requirements on security for the Mt reference point) SA3 asked SA1 and SA2 whether they see problems with SA3's assumptions for basing a solution for the secure of HTTP over the Mt reference point.

SA1 believe that the assumptions stated by SA3 should be addressed by SA2, however SA1 would like to make the following comment:

· As we understand the Mt reference point (which to our knowledge has in the meantime been renamed to Ut) is meant to allow IMS subscribers to manage their data on application servers, it is required that the IMS subscriber is unambiguously identified prior to usage.

SA2 Actions: none
	Noted

	S2-032810
	S1-030920
	Reply to LS on Additional Questions from LS on Query, Cancel of activated location requests for the Target
	To: SA2
SA1 thanks SA2 for their LS response on Query, Cancel of activated location requests for the Target UE.  SA1 has considered the issues during SA1#21 and the outcome is described below. On the specific points raised within SA2:

Q. Whether or not SA1 supports the requirement that “the Target UE may at any time query the LCS server about any valid requests activated against that target UE, and/or cancel the request?” 
A. The requirement exists and will not be removed. Changing privacy settings may be a way to provide cancellation but SA1 does not offer solutions.

Q. If SA1 reiterates that the requirement is valid or should be treated as optional, whether or not the requirement should be worked on by SA2?

A. SA1 kindly requests SA2 to encourage contributions so as to complete the stage 2 work.

Q. Whether or not it is feasible to support this requirement?

A. The requirement is Release 6 and it is desirable to keep it as such.

Q. Where would development of a target UE interface best be done?

A. SA1 recommends that SA2 liaise with OMA on this issue. 

SA2 Actions: none
	Noted

	S2-032811
	S1-030922
	LS on MMS as a Bearer for USAT
	To: TSG-T (Cc: T3, SA2, T2)

SA1 have considered the LS from TSG T on the use of MMS as a bearer for USAT.

SA1 agreed that the principle requirement is to provide a higher bandwidth channel to USAT, than that currently provided by SMS. MMS had been proposed on the basis that it was expected to be widely available on most, if not all, UEs. The meeting was informed that other solutions exist.  It was agreed that it was not the job of SA1 to select the solution, to meet this requirement. 

SA1 note that TSG T has already liased to SA2, T2 and T3 to evaluate the most appropriate technical solution.
SA2 Actions: None
	Noted

	S2-032812
	S1-030935
	LS on TR 22.952, Priority Service Guide – request for review and comment
	To: SA2, SA5, CN, RAN, T, GERAN

Attached draft TR 22.952 provides a “Guide” for Priority Service. The intent of this guide is to describe how existing 3GPP specifications support the high-level requirements identified for Priority Service in TR 22.950 (Priority Service Feasibility Study). Draft TR 22.952 addresses the Service Aspects (Service Description), Network Aspects (Call Flows), and Management Aspects (Operations, Administration, Maintenance, and Provisioning) of Priority Service, based on existing 3GPP specifications.

Priority Service is intended to be used for both Voice and Data. However, TR 22.952 only addresses Circuit Switched Voice Service. Data, multimedia and non-circuit switched aspects of Priority Service have not been addressed and are for further study.

Priority Service is intended to interwork with external circuit-switched networks to provide an end-to-end service.

As TR 22.952 addresses a variety of aspects of Priority Service, review and comment by groups with the relevant expertise is requested.

SA2 ACTION: SA1 asks SA2 to review and comment on aspects of draft TR 22.952 relevant to SA2.
	Open

	S2-032813
	S1-030955
	Reply to Liaison Statement on Bearer Level Charging
	To: SA2

SA1 would like to thank SA2 for their liaison statement on Bearer Level Charging.

SA1 have discussed this issue and provide the following initial use cases as requested. Addition use cases may be provided in the future. SA1 regrets the delay in not providing this information by SA2#32 as requested.

Use Cases

(a)
A service provider wishes to offer subsidized access to their website/service over a particular PLMN. Access to that website/service is then charged at zero rate, or reduced rate, to the user, with the balance being paid by the service provider.

(b)
As above in (a), but only for users who have subscribed to the service.

(c) 
As above in (a), but only the first X megabytes per month/week/day are free/reduced rate.

(d) A user has a prepaid account with their mobile operator. The user browses the operator portal, selects a music merchant and buys a music video. The charge for such service could as follows:

1. User browses a mobile operator portal with prepaid terminal. This is charged at volume rate or flat rate (e.g., $1 per x MB or per hour).
2. User selects an operator partner music merchant. The user is charged at reduced rate, as it is subsidised by the merchant. 


3. User b
uys a music video for $10 (flat rate). The downloading of the music is charged by the commerce platform. The transport cost is zero-rated (i.e., the music merchant (content provider) pays the network oprator for the transport cost).

4. User 
receives a personalised MMS that their favourite band has released a new tour video. Delivery of the MM is charged at premium rate.
Note: SA1 is not sure, whether bearer-level charging applies in this case.

5. User r
equests to see the trailer for the video. The download of the trailer is free for the user, the advertisement partner pays for this.
6. User has no additional credit left and cannot access/start any new service. The user can keep using the services that he has already started in step 1 and 2 until they are completed, if the service was charged in advance

7. Upon credit exhaustion, no more services are available to the user, the user is only allowed to access zero-rated content, like the operator recharge web page. An upper bound to the time the user enjoys free content upon credit exhaustion should be enforceable. 

(e)
A service provider charges MMS per event. Transport of MMS is zero-rated to the user. (e.g. a sports service provider sends an MM to the user each time a goal in a football game is scored. This service is charged per football game.) Browsing of websites is charged full tariff. 

SA2 Actions: None
	Noted

	S2-032814
	S1-030957
	Reply to LS on Implementability of MBMS Requirements and Architecture, (GP031730)
	To: TSG GERAN (Cc: TSG RAN, TSG SA4, TSG SA2)
TSG SA1 thanks TSG GERAN for the LS. 

SA1 is producing a new TS on MBMS scenarios and Teleservice Requirements which is due to be presented to TSG SA for information in September 2003..

On some of the specific points raised:

Error-free delivery cannot be guaranteed (due to the lack of acknowledgments over the radio interface). 

Packet acknowledgements shall not be required from every UE, however SA1 is considering the following two issues

· For charging, should it be possible for the network to request a service delivery acknowledgment of the correct reception of the contents to the multicast group?

· For QoS monitoring, should it be possible for the network to request the UE statistical data of the MBMS delivery (e.g. average throughput, delay, handovers)?

High data rates cannot be offered. 
TS 22.146 does not contain requirements, but only examples for specific data rates. Requirements, and separation of requirements for RATs, are being considered in the new TS.

SA2 Actions: None at this stage.
	Forward to MBMS

	S2-032815
	S1-030958
	Reply LS on “Security issues regarding multiple PDP contexts in GPRS”
	To: SA2, SA3
SA1 has been considering the service implications of limiting simultaneous PDP contexts or simultaneous network connections (e.g. CS, WLAN and GPRS). SA1 feels that simultaneous connections are essential feature for 3GPP networks and requests the SA3 to address the security threats with simultaneous network connections (e.g. CS, WLAN and GPRS). 

SA1 recognises that today’s firewall and VPN technology in corporate accesses is evolving all the time in the IT world and it could be reused to mitigate security risks with simultaneous connections to a manageable / acceptable level.
Actions to SA2 and SA3: SA1 asks SA2 and SA3 to take into account the stage 1 simultaneous network access requirements while considering the architecture and security implementations.
	Open

	S2-032816
	S1-030966
	Reply LS on WLAN Interworking requirements for SIM and USIM
	To: SA3, T3 (Cc: SA2, EP SCP)

SA1 thanks SA3 and T3 for their guidance thus far on the impacts to UICC applications for WLAN interworking. SA3 and T3 have both asked SA1 to clarify and/or reaffirm the service requirements for (U)SIM authentication of I-WLAN subscribers.  Further, T3 have identified three technical solutions that they feel meet the current SA1, SA2, SA3 requirements: 

1)
EAP-SIM (using a legacy SIM): possible consequences are:

-
no need to change 2G HLR nor SIMs

-
security threats as identified by SA3

-
impact on T3 specs: none (all mechanisms in S3 specs)

2)
Secured EAP-SIM (using an enhanced SIM): possible consequences are:

-
no need to change the 2G HLR

-
need to replace or upgrade the SIM

-
impact on T3 specs : yes, and there is the issue that the SIM specification (TS 51.011) is frozen.

-
Some non-security related additions could be useful: provisioning files, etc…

3)
EAP-AKA (using a USIM): possible consequences are:
-
need a 3G HSS/HLR (might be necessary anyway in Rel-5, because Rel-5 GSM terminals support USIM)

-
this could work with legacy USIMs (R99 to Rel-5), some enhancement might also be proposed (Rel‑6)

-
impact on T3 specs : none if existing USIM (R99 to Rel-5) is used

-
Some non-security related additions could be useful: provisioning files, etc…

SA1 have discussed these 3 technical solutions and have reached the following consensus on each.

EAP-SIM (using a legacy SIM): There is strong support for specification of authentication in I-WLAN using SIM.  SA1 are aware of the potential security risks associated with this solution however there is significant interest in providing SIM based authentication with the current generation of SIMs and HLR/AuC without upgrades.

Secured EAP-SIM (using an enhanced SIM): There is currently not enough support for an enhanced SIM specification for authentication of I-WLAN. Operators are not inclined to standardize an enhanced version of SIM in 3GPP at this time.

EAP-AKA (using a USIM): Specification of I-WLAN authentication using USIM must be included in 3GPP Release 6. We fully expect that operators will evolve I-WLANs from SIM to USIM and we encourage T3 to leverage USIM advanced capabilities for WLAN Interworking.

SA1 hopes that our position on each of these technical solutions fully articulates the service requirements to SA3 and T3 for SIM and USIM WLAN Interworking.

Actions: Note previous comments for I-WLAN.
	Noted

	S2-032817
	S1-030967
	Re: LS on SMS/MMS Interworking from WLANs
	To: T2, SA2, CN1, OMA MAG Push (Cc: CN4, OMA MAG, OMA MAG MMSG)

SA1 would like to thank T2 for their LS regarding Interworking between 3GPP systems and WLANs.

SA1 has studied the LS from T2 and would like to point out that while the support of SMS over I-WLAN is a mandatory service, the mechanism by which SMS is delivered over I-WLAN is out of SA1’s scope.  

SA1 believes that the transport mechanism for SMS over I-WLAN is an architecture issue and should be decided in the architecture group (i.e., SA2). 

In addition to pursuing interworking of SMS with WLAN, SA1 would also like to ensure that SMS subscribers operating over GPRS and GSM should be able to send and receive SMS services over I-WLAN despite their lack of MMS and or IMS (SIP) capabilities. 

SA2 Actions:

· To study the different options for the transport of SMS over I-WLAN, ensuring that SMS subscribers whose capability does not include MMS and/or IMS (SIP) can receive the same SMS service over I-WLAN. 

· Further, that SA2 inform SA1 of issues potentially impacting the subscriber’s experience and network for further discussion in SA1. 

· Finally, we would greatly appreciate it if SA2 could treat this issue with a high priority for WLAN Release 6.
	Noted

	S2-032818
	S3-030444
	LS on Security Implications of Gq interface
	To: SA WG2
SA3 would like to inform SA2 that NDS/IP (TS 33.210) is likely able to provide the necessary security functionality. The NDS/IP specification provides a generic security framework for network layer security and can provide confidentiality and integrity protection. 

In the SA2 Ls S2-032745 (S3-030432) it is mentioned that: "TR 23.917 introduces a new interface (Gq) from an application function to the PDF. The Gq interface may be inter- or intra-operator, or to a third party. "

SA3 like to inform SA2 that NDS/IP by definition only provides interfaces within and between 3GPP operator domains. This has the implications that NDS/IP formally cannot provide protection to "external" parties. SA3 point this out since it is not clear to SA3 whether the "third party" mentioned in Ls S2-032745 (S3-030432) is considered to by within a 3GPP domain or not.  Should the "third party" by located outside any 3GPP domain, NDS/IP cannot by definition protect the communication. SA3 like to point out that this is a question of definition and not a technical constraint.

SA2 Actions:

TSG SA3 kindly asks TSG SA2 to consider using NDS/IP to solve the security requirements of the Gq interface for inter- or intra-operator, or to a third party.

SA3 also asks SA2 to check whether the "third party" is considered to be within a 3GPP domain or not, and if applicable to provide advise to SA3 on whether to extend the scope of NDS/IP for Release 6.

	Open

	S2-032819
	S3-030467
	Response to LS on clarification of USIM-based access to IMS
	To: SA2 (CC : SA1, T3)

SA3 thanks SA2 for the reply LS regarding the issue of “USIM-based access to IMS”. In the LS SA2 referred to the CR to TS 33.203 which was attached to the original LS on this topic from SA3 and subsequently approved at SA#20. The CR made the following change:

“For the purposes of this document the ISIM is a term that indicates the collection of IMS security data and functions on a UICC. The following implementation options are permitted:

-
Use of a distinct ISIM application on a UICC which does not share security functions with the USIM;

-
Use of a distinct ISIM application on a UICC which does share security functions with the USIM;

-
Use of a USIM application on a UICC.
NOTE:
For later releases other implementations of ISIM are foreseen to be permitted.”

SA2 explained that by removing the relation to R99/Rel-4, the last point may lead to different interpretations. It was explained that SA2’s understanding is that the last bullet represents the following case:

-
Use of a USIM application on a UICC without ISIM.

SA3 was kindly asked to consider this as a possible clarification to TS 33.203.

SA3 would like to point out that the following sentence immediately follows the bulleted list in the specification:

“If there is an ISIM and a USIM application on a UICC, then the ISIM application shall always be used for IMS authentication.”

This sentence makes it clear that “Use of a USIM application on a UICC” refers to a UICC without an ISIM application. Therefore the specific clarification suggested by SA2 is not considered to be necessary. 

SA2 Actions: None
	Noted

	S2-032820
	S3-030468
	LS on Profiling of RFC3325 for IMS
	To: SA2, CN1 (Cc: SA1)

Attachments:
S3-030372, S3-030456, S3-030377
SA3 has within the work item for Presence Security progressed the work on profiling the RFC3325. SA3 has discussed the possibility to include a profile into TS33.203 for Release 6. The attached documents were discussed in deep and it was concluded that more feedback from CN1 and SA2 is required before approval of the CRs.

SA3 is aware of that CN1 has profiled RFC3325 for Release 5 already. There were concerns expressed at SA3#29 that the in the CR S3-030377 included priv-value types which are not yet supported in CN1 specifications could cause unnecessary workload on CN1.

Following an email discussion on the openness of the IMS for Release 6 at the SA3 reflector the definition of a SPEC(T) defined in RFC3325 for IMS was discussed in SA3-030372 where for our purposes T:=3GPP-IMS. The attached CR S3-030456 was postponed since SA3 agrees that at this point of time it is necessary to get standpoints on this issue from SA2 and CN1. In particular bullet point 4. of the SPEC(T) highlight some potential alternatives for implementation where it is important for SA3 to get more guidance in particular from SA2 on their requirements related to Internet-based SIP entities. Based on the information from SA2 and CN1 SA3 will take a decision on what standardisation effort is required and in particular evaluate if the S3-030456 shall be captured in an Informative Annex which is the current working hypothesis of SA3.

Actions to SA2 and CN1: Study the attached documents and provide with comments to SA3 on which SA3 can take a decision what standardization effort is required from a security point of view.
	Open

	S2-032821
	S3-030470
	Response to LS on transport of unknown SIP signalling elements
	To: CN1 (Cc: SA WG2, SA WG5)

SA3 thanks CN1 for the LS in N1-030896 (S2-030323) on Transport of Unknown SIP Signalling Elements.
From a security point of view, SA3 sees the need for, and finds no problems with, CN1’s proposal.

For CN1’s information, SA3 would like to add that:

In accordance with TS 33.203 “Access security for IP-based services” all SIP signalling elements that fail integrity protection as specified in RFC 2406 are dropped rather than being passed through transparently. 
The transparent passage of unknown SIP signalling elements will not forbid the use of SIP-aware firewalls.

SA2 Actions: None.
	Noted

	S2-032822
	S3-030471
	LS on new interface names
	To: SA2 (Cc: CN1, CN4)

SA3 are currently considering naming the interfaces defined in the draft TS of support for subscriber certificates. The current draft TS specifies interfaces, which are currently named A, B, C, and D. The proposed interface names for them are Ub, Ua, Bb, and Ba respectively (see figure below). The attached contribution (S3-030348) contains further details on reasoning selecting the corresponding names.

Note: The current draft TS is not ready and it is possible that some of the names might be released due to architecture changes.
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SA2 Actions: SA3 kindly ask SA2 to review the attached contribution and comment on the suitability of the selected interface names.
	Open

	S2-032823
	S4-030549
	Liaison Statement on Discard Timer
	To: RAN WG3 (Cc: SA WG2, RAN WG2 and TSG GERAN WG2)
SA4 would like to thank RAN3 for their LS on discard timer contained in document R3-030914. Before addressing the specific questions in the LS, SA4 would like to communicate to RAN3 the attached LS response (S4-030464) received from SA2 containing a CR to 23.107 which clarifies the meaning of transfer delay and its relation to discard/dropping of packets.

The CR text states that:

· The current definition for transfer delay refers to the arrival time for 95% of the SDUs. However, its definition is often misused as a ”maximum delay”.

· Equipment that discards packets after the transfer delay has expired will provide unacceptable conversational and streaming QoS.

· The actual delay suffered by applications is a complex function of the transfer delay attribute.

The received liaison confirms the SA4 understanding of transfer delay. Further to this, SA4 would like to communicate its understanding of the relationship between transfer delay, de-jitter buffers and the use of discard in the network.

Consider an example probability distribution of transfer delay:
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In this example the application has signalled and negotiated a transfer delay which is smaller than its de-jitter buffer size (in time), in order that more of the delay distribution is captured by the de-jitter buffer (in this example, 4% more).  Packets that arrive later than the de-jitter buffer size might be considered too late to use (and therefore ‘lost’); 

This understanding was included in a previous liaison (S4-030361) with the sentence:

“We therefore believe that the transfer delay requested by the application is a function of the de-jitter delay in the application and the percentage of packets that might be considered lost because they arrive outside the de-jitter delay allowed in the application.”

Clearly any network discard (such as RLC discard) cannot possibly happen before the transfer delay.  Thus the transfer delay is the absolute minimum for any discard.  In addition, any application requiring better than the 95% guarantee offered by the transfer delay will want to capture more of the distribution, by using a de-jitter buffer duration greater than the requested transfer delay (as shown).

Regarding the LS on discard timer, SA4 has the following understanding and comments:

· The lower bound on transfer delay for the streaming traffic class is 280 ms (as specified by TS 23.107). The upper bound is not explicitly defined in the same specification.

· The Node B discard timer is smaller than the retransmission timer at RLC layer, for Interactive and Background traffic classes

· There should be no relation between the Node B discard timer and the TCP retransmission timer, for Interactive and Background traffic classes.

Based on the above understanding, SA4 will answer the RAN3 question:

 ‘Whether they foresee possible issues with some applications if the persistence on the radio retransmissions in the Node B is upper-bounded to 2 seconds.’

SA4 does not have an opinion on the persistence on the radio retransmissions in the Node B as it is difficult to derive its impact to the overall transfer delay and SDU error ratio. 

However, SA4 agree that any network discard (i.e., discards at any protocol layer that translates to application SDU losses) that happens within the de-jitter interval is unhelpful, because the network would discard packets the application was willing to buffer and use. 

How the network best meets the negotiated QoS contract (particularly transfer delay and SDU error ratio) is outside the scope of SA4

SA2 Action: None
	Noted

	S2-032824
	S4-030558
	Reply to LS on Core Network Provision of separate flows for P2P and P2M radio Transmission
	To: SA1, SA2, CN1, CN4, RAN1, RAN2, GERAN1, GERAN2
SA4 would like to thank all the relevant WGs for including us in the LS communication.

Based on the new work item on “Definition of teleservice using MBMS (SP-030347R)”, SA4 has started the work of the “definition of a set of media codecs, formats and transport/application protocols.”
In LS communications, we noticed that there are discussions on retransmission in MBMS, for example, RAN2 commented that:

Regarding retransmissions, RAN WG2 would like to make the following comments to SA2:

· Means to make the radio more robust should be handled by RAN e.g. by using RRM techniques, such as Forward Error Correction, quick repetition, etc. Quick retransmission made in upper layers e.g. the BM-SC, should be avoided, since this is very sub-optimal from a radio standpoint compared to RAN techniques. Also, since it is proposed that it is transparent to RAN, the aggregate bit rate including retransmissions may be increased by the repetition factor, and would therefore require a higher UE capability and radio channel.

· RAN WG2 understands that there can also be slow replays e.g. repetition every few minutes. However, it is not clear how a separate PTP flow could make things better, since a UE can change status e.g. PTP to/from PTM within less than a few minutes, change RNC etc. However, it is true that the repetition may be delivered several times, in PTP and PTM, to a UE if this kind of repetition is transparent to RAN.

SA4 feels that the use of ‘retransmission’ and ‘repetition’ are misleading in the above communications. SA4’s understanding is that ‘repetition’ is a technique that simply transmits the data repeatedly, while ‘retransmission’ requires feedback for controlling retransmission and therefore requires an uplink communications path. SA4 also feels that application level retransmission/repetition may have some advantages, and will investigate the possibility of application level retransmission/repetition within the work for defining the transport/application protocols of MBMS teleservice.

SA4 will keep all the relevant WGs informed about our progress on this WI.

SA2 Actions: Take into account the possible SA4 activities on application level retransmission.
	Forward to MBMS


	Actions: SA5 ask CN1, CN2, CN3, CN4, CN5, SA1 and SA2 to react to the proposals outlined above, and to respond so that SA5 can report back to SA#21 (22-25 September 2003).

See also LS for more information
	Open

	S2-032826
	S5-034447
	LS reply on Rel-5 transport of unknown SIP signalling elements
	To: CN1 (Cc: SA2, SA3)

SA5 would like to thank CN1 for the liaison statement on transport of unknown SIP signalling elements. 
SA5 don’t see any problems for charging on unknown SIP elements. Generally, charging is triggered only on known SIP elements (messages) and therefore the charging function will not receive any unknown SIP elements. Only known SIP elements are mapped into ACRs sent to CCF.

As an exception, online charging on the S-CSCF deviates from the above principle. Thus SA5 are considering updates to TS 32.225 to assure that the Session Charging Function can handle the reception of unknown SIP elements via the ISC interface.

SA2 Actions: None.
	Noted

	S2-032827
	S5-034448
	LS reply on Rel-6 IMS Session Hold and Resume stage 2 and 3 descriptions
	To: CN3 (Cc: SA2, CN1)

SA5 would like to thank CN3 for their liaison statement on IMS Session Hold and Resume. 
SA5 don’t see a need for a new charging model as the CS charging model should be used. When a UE performs a hold, resources will still be allocated and charging will continue as for a normal session in the same way as it is done in CS domain. The CS domain indicates hold and resume in the CDRs and these indications are also needed in IMS. IMS charging provides the capability to use either of the SDP attributes discussed in S5-034415/N3-030413 for that purpose.

SA2 Actions: None.
	Noted

	S2-032828
	S5-034449
	LS reply on sending the SGSNs MNC and MCC to the GGSN and service node
	To: CN4 (Cc: SA1, SA2, CN3, T2, GSMA BARG CPWP)
SA5 thank CN4 for their liaison reply regarding the inclusion of the SGSN MCC/MNC in the GTP protocol definition so that it can be included in the CDRs generated by the GGSN and Service nodes.

In line with previous LS S5-034249 (attached), SA5 agrees that specifying the MCC/MNC to be mandatory in the GTP protocol definition would cause inter-operability problems. SA5 believes that nevertheless a more strict presence requirement of the RAI in GPRS messages and MCC/MNC in RADIUS than currently specified is needed.

The request of SA5 is to define the addition of this information in the relevant GTP and RADIUS messages so that while the information parameters are not mandatory in the protocol message descriptions, the accompanying behaviour description for the parameter makes it clear under what conditions they shall be included. These conditions from SA5 perspective are described in the attachment.

The Charging Characteristic parameter is an example of such a description in TS 29.060.

SA2 Action: None 
	Noted

	S2-032829
	S5-038444
	LS reply on Rel-6 Subscriber and Equipment Trace impacts to the Core Network
	To: CN1, CN4 (Cc: SA2, RAN3)
Attachments:
TS 32.421 v6.1.0 

1. Overall Description:

SA5 SWG-D would like to thank CN1 and CN4 for their reply LSs concerning the Subscriber and Equipment Trace impacts.

SA5 SWG-D would like to provide the detailed requirements to CN1 and CN4 on Subscriber and Equipment Trace. 

1.1
Rationale for Trace

The basic rationale for Trace in general is that it is an additional source of information to Performance Measurements providing very detailed information at call/session level on one or more specific mobile(s) and thus allows going further in monitoring and optimisation operations. As such it plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end to end UMTS procedure validation.

1.2 Signalling/Management activation

…..

For more information see LS.

Actions for SA2: None
	Noted
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