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Introduction

CN #20 approved the Technical Report 29.962: "Signalling interworking between the 3GPP profile of the Session Initiation Protocol (SIP) and non-3GPP SIP usage". 

The report is received by SA2 together with an LS S2-032317 from CN3 asking for guidance and architectural decisions.

Discussion

CN3 has produced the technical Report 29.962: "Signalling interworking between the 3GPP profile of the Session Initiation Protocol (SIP) and non-3GPP SIP usage". The report discusses the problems of interworking between SIP implementations that conform to the 3GPP stage 3 profile (defined in 3GPP TS 24.229) and regular off-the-shelf SIP implementations that do not implement all the 3GPP mandated extensions for SIP.

The Technical report analyzes two opposed proposals to solve the mentioned interworking case:

a) A solution based on placing an intermediary in the signalling path, namely a Back-To-Back-User-Agent (B2BUA). The B2BUA will make the 3GPP UE believe that all the required capabilities are supported at the remote party, and will initiate a session towards a remote party without requiring extra capabilities.

b) A solution based on a modified end-to-end call flow. This solution proposes that the UE, upon receiving an indication of unsupported capabilities at the remote party, will relax its requirements for those unsupported SIP capabilities. It must be noticed that SIP provides all the building blocks to discover the supported and unsupported capabilities of the remote party.

Even though neither approaches described in the TR provide a perfect interworking solution, the main goal of this work is to provide higher success rate of session completion without adversely affecting the IMS service goals and requirements.

Analysis of the proposals

The mechanism based on the insertion of the B2BUA provides the following characteristics:

1. The B2BUA breaks the service transparency design goal of IMS. The B2BUA is required to understand all the SIP and SDP headers, parameters and extensions. If a new extension is developed, the B2BUA has to be upgraded to understand such extension, otherwise interworking will fail.

2. As the report has documented, implementation of a B2BUA becomes complicated, because of the large number of use cases to be supported. It seems complicated to represent in a deterministic way the B2BUA functionality.

3. The B2BUA needs to understand, store and keep track of the SDP of both parties.

4. The B2BUA needs to keep different SIP timer supervision on the 3GPP leg and on the non-3GPP leg.

5. As the B2BUA solution requires inserting a new node in the signalling path, it increases the session setup time. Of course the B2BUA could be collocated with other node (e.g., S-CSCF). However, it is not defined how to make a transition between S-CSCF proxy functionality to B2BUA, and due to the complexity to create a deterministic behaviour of the B2BUA, this option seems quite unrealistic.

6. The TR didn't find a solution as for when to dynamically insert a B2BUA. The proposed solution is to insert the B2BUA in the signalling path for all communications. This solution has the disadvantage that it will have a penalty in the session setup time, even for those sessions that do not require any SIP interworking.

7. The solution does not affect interoperability towards Release 5. Consequently, it does not require standardisation of the B2BUA. Any operator may insert, at his own discretion a B2BUA considering all the consequences of having such entity in the path of the call, without requiring the standards to mandate such behaviour.

8. The solution breaks the IETF principles, especially the end-to-end model and the security model. 

The mechanism based on the modified end-to-end call flow provides the following characteristics:

1. It does not break service transparency, because it does not require insertion of a new node that needs to understand all the SIP headers and parameters, SDP, etc.

2. Implementation is simple. In the UE it just requires to follow SIP (RFC 3261) in case a session is not proceeding because of an unsupported SIP extension. That is, the UE should re-attempt the session without mandating support of the SIP extension requirement.

3. The solution has no new setup delay times due to a new node in the signalling path. However, the solution introduces one more end-to-end roundtrip, adding therefore, a delay in the session setup in cases where there is interworking needed. Although this may seem at the first glance a drawback, it is a better compromise than the B2BUA solution. 

a. First, unlike the B2BUA solution, it only affects those sessions that require SIP interworking. 

b. Secondly, because the UE receives an indication of the unsupported capabilities of the remote end, the UE can display a progress message to the user, so that the user is informed  "session setup is progressing".

4. The solution requires minimum standardisation of the UE behaviour

5. It complies with standard SIP implementation, as well as allows addition of SIP extensions based on what the User Agents can support, and not what an intermediate node can recognise and understand.

Problem Scenarios

The following example flows show the 2 problem scenarios, i.e. originating and terminating session initiation between a 3GPP UA and a non 3GPP UA.
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Figure 1. Originating session detection, other SIP end does not support 3GPP headers 
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Figure 2. Terminating session detection, other SIP end does not support 3GPP headers

End-to-end call flow solutions

The following flows show how an end-to-end session flow would be accomplished to resolve the problems described above.  As noted, the current Release 5 architecture  & network elements provide all the mechanism to support the sessions accordingly.

Originating session
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Figure 3. Originating session, other SIP end does not support 3GPP headers, detection phase
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Figure 4a. Originating session, other SIP end does not support 3GPP headers, re-initiate session setup
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Figure 4b. Originating session, other SIP end does not support 3GPP headers, re-initiate session setup

Terminating session
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Figure 5. Terminating session, other SIP end does not support 3GPP headers, detection phase
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Figure 6. Terminating session, other SIP end does not support 3GPP headers, re-initiate session setup

Proposal

Considering all the mention advantages and disadvantages of both solutions, it is proposed that:

1. 3GPP adopts the so-called end-to-end modified flow as the basis for SIP interworking, as shown above via session flows.

2. SA2 sends LS to CN3, CN1, SA3 & SA5, so that the necessary CRs are issued to the relevant specifications in order to provide a solution based on the end-to-end modified flow.

In addition, SA2 should also consider the architecture and interoperability with Release 5 and possibly check the feasibility of the following:

1. Not to endanger the deployment of Rel-5 terminals, the end-to-end modified flow solution should be a strong recommendation for Rel-5 terminals, inline with RFC 3261.
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