3GPP TS 23.228 v5.9.0 (2003-06)
CR page 1

3GPP TSG–SA2 Meeting #33 
Tdoc (S2-032621
Sophia Antipolis, France, 7th to 11th July 2003
	CR-Form-v7

	CHANGE REQUEST

	

	(

	23.228
	CR
	334
	(

rev
	-
	(

Current version:
	6.2.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	UE in a visited network with a P-CSCF located in the Home network

	
	

	Source:
(

	Orange

	
	

	Work item code:
(

	IMS-2
	
	Date: (

	12/06/2003

	
	
	
	
	

	Category:
(

	A 
	
	Release: (

	REL-6

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)

	
	

	Reason for change:
(

	It is stated that "The Proxy-CSCF is located in the same network as the GGSN" (§ 4.2.3 + 5.6) but it is not clear in several procedures that the P-CSCF may be located in the Home network when the UE is in a visited network.

	
	

	Summary of change:
(

	The registration procedures are modified to include the case when the UE is roaming and the P-CSCF is located in the Home network. In that case, the I-CSCF shall select the S-CSCF as the so called "home network contact point".

The mobile initiated de-registration procedure is modified the same way.

The MO#1 and MT#1 procedures are restricted to the case when the UE and the P-CSCF are located in the Visited network.

The MO#2 and MT#2 procedures are extended to the case when the UE is in the visited network and the P-CSCF is located in the Home network.



	
	

	Consequences if 
(

not approved:
	All possible scenarios of roaming case will not be taken into account in the specification text and figures. 

	
	

	Clauses affected:
(

	5.2.2, 5.3.1, 5.6, 5.7

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.3GPP TSG-SA2 Meeting #24 
Tdoc S2-02xxxx

*** FIRST MODIFICATION ***

5.2.2
Registration flows

5.2.2.1
Requirements to consider for registration

The additional requirement for the registration information flow for this section is:

1. A Serving-CSCF is assigned at registration, this does not preclude additional Serving-CSCFs or change of CSCF at a later date. Procedures for use of additional CSCFs are not standardised in this release.

5.2.2.2
Assumptions

The following are considered as assumptions for the registration procedures as described in subclause 5.3.2.3:

1. IP-CAN bearer is already established for signalling and a mechanism exists for the first REGISTER message to be forwarded to the proxy.

2. The I-CSCF shall use a mechanism for determining the Serving-CSCF address based on the required capabilities. The I-CSCF obtains the name of the S-CSCF from its role as an S-CSCF selector (Figure 5-1) for the determination and allocation of the Serving-CSCF during registration.

3. The decision for selecting the S-CSCF for the user in the network is made in the I-CSCF.

4. A role of the I-CSCF is the S-CSCF selection.

In the information flows described in subclauses 5.2.2.3 and 5.2.2.4, there is a mechanism to resolve a name and address. The text in the information flows indicates when the name-address resolution mechanism is utilised. These flows do not take into account security features such as user authentication. The description of the impact of IMS security features is done in [19] 33.203.

5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered

1. After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (public user identity, private user identity, home network domain name, UE IP address). 

2. Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is located (e.g., the P-CSCF network identifier may be the domain name of the P-CSCF network). 

3. The I-CSCF shall send the Cx-Query information flow to the HSS (public user identity, private user identity, P-CSCF network identifier). 

The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P-CSCF network (identified by the P-CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4. Cx-Query Resp is sent from the HSS to the I-CSCF. It shall contain the S-CSCF name, if it is known by the HSS, and the S-CSCF capabilities, if it is necessary to select a new S-CSCF. When the response contains both S-CSCF name and capabilities the I-CSCF may perform a new assignment. When only capabilities are returned the I-CSCF will continue proceeding according to step 5. If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5. If the I-CSCF has not been provided with the name of the S-CSCF then the I-CSCF shall send Cx-Select-Pull (public user identity, private user identity) to the HSS to request the information related to the required S-CSCF capabilities which shall be input into the S-CSCF selection function.

6. On receipt of the Cx-Select-Pull, the HSS shall send Cx-Select-Pull Resp (required S-CSCF capabilities) to the I-CSCF.

7. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. The I-CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. The home network contact point may either be the S-CSCF itself, or a suitable I-CSCF(THIG) in case network configuration hiding is desired. If an I-CSCF(THIG) is chosen as the home network contact point for implementing network configuration hiding, it may be distinct from the I-CSCF that appears in this registration flow, and it shall be capable of deriving the S-CSCF name from the home contact information. In case the UE is located in the Home network or -the UE is in the visited network and the P-CSCF is located in the Home network-, the I-CSCF shall select the S-CSCF as the so called "home network contact point". I-CSCF shall then send the register information flow (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address, I-CSCF(THIG) in case network configuration hiding is desired) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation signalling to the home network.

8. The S-CSCF shall send Cx-Put (public user identity, private user identity, S-CSCF name) to the HSS. The HSS stores the S-CSCF name for that user.

9. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

10. On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (public user identity, private user identity) to the HSS in order to be able to download the relevant information from the user profile to the S-CSCF. The S-CSCF shall store the P-CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to for the UE. The S-CSCF shall store the P-CSCF Network ID information.

11. The HSS shall return the information flow Cx-Pull Resp (user information) to the S-CSCF. The user information passed from the HSS to the S-CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S-CSCF. The S-CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S-CSCF.

12. Based on the filter criteria, the S-CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate. 

13. The S-CSCF shall return the 200 OK information flow (home network contact information) to the I-CSCF. If an I-CSCF is chosen as the home network contact point for implementing network configuration hiding, the I-CSCF shall encrypt the S-CSCF address in the home network contact information.

14. The I-CSCF shall send information flow 200 OK (home network contact information) to the P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

15. The P-CSCF shall store the home network contact information, and shall send information flow 200 OK to the UE.

Note: The encryption mechanism for implementing network configuration hiding is specified in TS 33.203.

5.2.2.4
Re-Registration information flow – User currently registered 

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. Re-registration follows the same process as defined in subclause 5.2.2.3 “Registration Information Flow – User not registered”.  When initiated by the UE, based on the registration time established during the previous registration, the UE shall keep a timer shorter than the registration related timer in the network.

Note: if the UE does not re-register, any active sessions may be deactivated.
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Figure 5.2: Re-registration - user currently registered

1.
Prior to expiry of the agreed registration timer, the UE initiates a re-registration. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (public user identity, private user identity, home network domain name, UE IP address). 

2.
Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is located (e.g., the P-CSCF network identifier may be the domain name of the P-CSCF network). 

3.
The I-CSCF shall send the Cx-Query information flow to the HSS (public user identity, private user identity and P-CSCF network identifier). 

4.
The HSS shall check whether the user is registered already and return an indication indicating that an S-CSCF is assigned. The Cx-Query Resp (indication of entry contact point, e.g. S-CSCF) is sent from the HSS to the I-CSCF. 

5.
The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. The I-CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. The home network contact point may either be the S-CSCF itself, or a suitable I-CSCF(THIG) in case network configuration hiding is desired. If an I-CSCF(THIG) is chosen as the home network contact point for implementing network configuration hiding, it may be distinct from the I-CSCF that appears in this registration flow, and it shall be capable of deriving the S-CSCF name from the home contact information. I-CSCF shall then send the register information flow (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address, I-CSCF(THIG) in case network configuration hiding is desired) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation signalling to the home network.

6.
The S-CSCF shall send Cx-Put (public user identity, private user identity, S-CSCF name) to the HSS. The HSS stores the S-CSCF name for that user. Note: Optionally as an optimisation, the S-CSCF can detect that this is a re-registration and omit the Cx-Put request.

7.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

8.
On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (public user identity, private user identity) to the HSS in order to be able to download the relevant information from the user profile to the S-CSCF. The S-CSCF shall store the P-CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to for the UE. Note: Optionally as an optimisation, the S-CSCF can detect that this a re-registration and omit the Cx-Pull request.

9.
The HSS shall return the information flow Cx-Pull-Resp (user information) to the S-CSCF. The S-CSCF shall store the user information for that indicated user.

10.
Based on the filter criteria, the S-CSCF shall send re-registration information to the service control platform and perform whatever service control procedures are appropriate. 

11.
The S-CSCF shall return the 200 OK information flow (home network contact information) to the I-CSCF. If an I-CSCF is chosen as the home network contact point for implementing network configuration hiding, the I-CSCF shall encrypt the S-CSCF address in the home network contact information.

12.
The I-CSCF shall send information flow 200 OK (home network contact information) to the P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

13.
The P-CSCF shall store the home network contact information, and shall send information flow 200 OK to the UE. 

Note: The encryption mechanism for implementing network configuration hiding is specified in TS 33.203.

5.2.2.5
Stored information.

Table 5.1 provides an indication of the information stored in the indicated nodes during and after the registration process.

Table 5.1 Information Storage before, during and after the registration process

	Node
	Before Registration
	During Registration
	After Registration

	UE - in local network
	Credentials

Home Domain

Proxy Name/Address
	Same as before registration
	Credentials

Home Domain

Proxy Name/Address

Same as before registration

	Proxy-CSCF

- in Home or Visited network
	Routing Function


	Initial Network Entry point

UE Address

Public and Private User IDs


	Final Network Entry point 

UE Address

Public and Private User IDs

	Interrogating-CSCF - in Home network
	HSS or SLF  Address
	Serving-CSCF address/name

P-CSCF Network ID

Home Network contact Information
	No State Information

	HSS
	User Service Profile
	P-CSCF Network ID


	Serving-CSCF address/name\

	Serving-CSCF (Home)
	No state information
	HSS Address/name

User profile (limited – as per network scenario)

Proxy address/name

P-CSCF Network ID

Public/Private User ID

UE IP Address
	May have session state Information

Same as during registration


*** NEXT MODIFICATION ***

5.3.1
Mobile initiated de-registration

When the UE wants to de-register from the IMS then the UE shall perform application level de-registration. De-registration is accomplished by a registration with an expiration time of zero seconds. De-registration follows the same path as defined in subclause 5.2.2.3 “Registration Information Flow – User not registered”.
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Figure 5.3: De-registration - user currently registered

1.
The UE decides to initiate de-registration. To de-register, the UE sends a new REGISTER request with an expiration value of zero seconds. The UE sends the REGISTER information flow to the proxy (public user identity, private user identity, home network domain name, UE IP address). 

2.
Upon receipt of the register information flow, it shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is located (e.g., the P-CSCF network identifier may be the domain name of the P-CSCF network). 

3.
The I-CSCF shall send the Cx-Query information flow to the HSS (public user identity, private user identity, P-CSCF network identifier). 

4.
The HSS shall determine that the public user identityuser is currently registered. The Cx-Query Resp (indication of entry point, e.g. S-CSCF) is sent from the HSS to the I-CSCF.

5.
The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the de-register information flow (P-CSCF addres/name,  public user identity, private user identity, UE IP address, I-CSCF(THIG) in case network configuration hiding is desired) to the S-CSCF.

6. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate. Service control platform removes all subscription information related to this specific public user identity.

7.
Based on operator choice the S-CSCF can send either Cx-Put (public user identity, private user identity, clear S-CSCF name) or Cx-Put (public user identity, private user identity, keep S-CSCF name), and the public user identity is no longer considered registered in the S-CSCF. The HSS then either clears or keeps the S-CSCF name for that public user identity according to request. In both cases the state of the public user identity is stored as unregistered in the HSS. If the S-CSCF name is kept, then the HSS shall be able to clear the serving S-CSCF at any time.

8.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

9.
The S-CSCF shall return the 200 OK information flow to the I-CSCF. The S-CSCF may release all registration information regarding this specific registration of the public user identity after sending information flow 200 OK.

10.
The I-CSCF shall send information flow 200 OK to the P-CSCF. 

11.
The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF releases all registration information regarding this specific registration of the public user identity after sending information flow 200 OK.

*** NEXT MODIFICATION ***

5.6
Origination procedures

This section presents the detailed application level flows to define the Procedures for session originations.

The flows presented in the section assume the use of service-based local policy. 

The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving-CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF performs resource authorisation, and may have additional functions in handling of emergency sessions. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF determines the next hop toward the Serving-CSCF. This next hop is to the S-CSCF in the home network (possibly through an I-CSCF(THIG) to hide the network configuration) (MO#1). These next-hop addresses could be IPv6 addresses, or could be names that are translated via DNS to an IPv6 address.

Sessions originated in the PSTN to a mobile destination are a special case of the Origination procedures. The MGCF uses H.248 [19] to control a Media Gateway, and communicates with the SS7 network. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S-CSCF.

5.6.1
(MO#1) Mobile origination in a visited network with the P-CSCF in the visited network
This origination procedure applies to roaming users with a P-CSCF located in the Visited network.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The P-CSCF is located in the Visited network. The home network advertises either the S-CSCF or an I-CSCF as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF(THIG) (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration). I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1. 
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2. 
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 

This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the name/address of the S-CSCF was provided during registration, and the INVITE request is forwarded directly to the S-CSCF.

(2b)
If the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF(THIG) in the home network was provided during registration, and the INVITE request is forwarded through this I-CSCF(THIG) to the S-CSCF.

(2b1)
P-CSCF forwards the INVITE request to I-CSCF(THIG)

(2b2)
I-CSCF(THIG) forwards the INVITE request to S-CSCF

3. 
S-CSCF validates the service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4. 
S-CSCF forwards the request, as specified by the S-S procedures.

5. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6. 
S-CSCF forwards the Offer Response message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(THIG) (6b1 and 6b2).

7. 
P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

8. 
The Authorization-Token is included in the Offer Response message. P-CSCF forwards the message to the originating endpoint

9. 
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10. After determining the needed resources in step 8, UE initiates the reservation procedures for the resources needed for this session.

11. P-CSCF forwards the Response Confirmation to S-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF. Step 11 may be similar to Step 2 depending on whether or not configuration hiding is used.

12. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15. 
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P-CSCF validates that the resources are allowed to be used. Step 14 may be similar to Step 6 depending on whether or not configuration hiding is used.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation  message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF. Step 17 may be similar to Step 2 depending on whether or not configuration hiding is used.

19-21. The terminating end point responds to the originating end when successful resource reservation has occured. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used. Step 20 may be similar to Step 6 depending on whether or not configuration hiding is used.

22-24. Terminating end point may generate ringing and it is then forwarded via the session path to the UE.

25. 
UE indicates to the originating user that the destination is ringing

26. 
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S-CSCF.

27. 
S-CSCF invokes whatever service logic is appropriate for the completed session setup.

27. 
S-CSCF sends a SIP 200-OK final response along the signalling path back to P-CSCF.  Step 23 may be similar to Step 6 depending on whether or not configuration hiding is used.

28. 
P-CSCF indicates the resources reserved for this session should now be approved for use.

29. 
P-CSCF sends a SIP 200-OK final response to the session originator

30. 
UE starts the media flow(s) for this session

31-33. 
UE responds to the 200 OK with a SIP ACK message sent along the signalling path.  Step 32 may be similar to Step 2 depending on whether or not configuration hiding is used.

5.6.2
(MO#2) Mobile origination, in the home network or in a visited network with the P-CSCF in the home network
This origination procedure applies to users located in their home service area or in a visited network with a P-CSCF located in the Home network.

The UE is located in the home network or in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The P-CSCF is located in the Home network. During registration, the home network allocates an S-CSCF in the home network. 

When registration is complete, P-CSCF knows the name/address of S-CSCF.
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Figure 5.15: Mobile origination procedure - home

Procedure MO#2 is as follows:

1. 
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2. 
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S-CSCF in the home network.

3. 
S-CSCF validates the service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4. 
S-CSCF forwards the request, as specified by the S-S procedures.

5. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6. 
S-CSCF forwards the Offer Response message to P-CSCF

7. 
P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

8. 
The Authorization-Token is included in the Offer Response message. P-CSCF forwards the message to the originating endpoint.

9. 
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10.  UE initiates resource reservation for the offered media.

11.  
P-CSCF forwards this message to S-CSCF

12. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-14. The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the PCSCF authorises the media.

15.  PCSCF forwards the answered media towards the UE.

16-18. 
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF.

19-21. The terminating end point responds to the originating end when successful resource reservation has occured. If the SDP has changed, the P-CSCF again authorizes that the resources are allowed to be used. 

22-24. 
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S-CSCF per the S-S procedure. It is sent from there toward the originating end along the signalling path.

25. 
UE indicates to the originating user that the destination is ringing.

26-27. 
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response along the signalling path to the originating end, as specified by the termination procedures and the S-S procedures, to S-CSCF.

28. 
P-CSCF indicates the resources reserved for this session should now be approved for use.

29. 
P-CSCF passes the 200-OK response back to UE

30. 
UE starts the media flow(s) for this session.

31-33. 
UE responds to the 200 OK with an ACK message which is sent to P-CSCF and passed along the signalling path to the terminating end.

5.6.3
(PSTN-O) PSTN origination 

The MGCF in the IM CN subsystem is a SIP endpoint that initiates requests on behalf of the PSTN and Media Gateway. The subsequent nodes consider the signalling as if it came from a S-CSCF. The MGCF incorporates the network security functionality of the S-CSCF. This MGCF does not invoke Service Control, as this may be carried out in the GSTN or at the terminating S-CSCF. This origination procedure can be used for any of the S-S procedures.

Due to routing of sessions within the PSTN, this origination procedure will only occur in the home network of the destination subscriber. However due to cases of session forwarding and electronic surveillance, the destination of the session through the IM CN subsystem may actually be another PSTN termination.
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Figure 5.16: PSTN origination procedure

The PSTN Origination procedure is as follows:

1. 
The PSTN establishes a bearer path to the MGW, and signals to the MGCF with a IAM message, giving the trunk identity and destination information

2. 
The MGCF initiates a H.248 command, to seize the trunk and an IP port.

3. 
The MGCF initiates a SIP INVITE request, containing an initial SDP, as per the proper S-S procedure.

4. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

5. 
MGCF initiates a H.248 command to modify the connection parameters and instruct the MGW to reserve the resources needed for the session. 

6.   MGCF decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation per the S-S procedures.

7. Terminating end point responds to the Response Confirmation. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response.

8. 
MGW reserves the resources needed for the session

9. 
When the resource reservation is completed, MGCF sends the successful Resource Reservation  message to the terminating endpoint, per the S-S procedures.

10. Terminating end point responds to the successful media resource reservation.

11. 
The destination endpoint may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to MGCF per the S-S procedure.

12. 
If alerting is being performed, the MGCF forwards an ACM message to PSTN

13. 
When the destination party answers, the terminating and S-S procedures result in a SIP 200-OK final response being sent to MGCF

14. 
MGCF forwards an ANM message to to the PSTN

15. 
MGCF initiates a H.248 command to alter the connection at MGW to make it bi-6directional

16. 
MGCF acknowledges the SIP final response with a SIP ACK message

*** NEXT MODIFICATION ***

5.7
Termination procedures

This section presents the detailed application level flows to define the Procedures for session terminations.

The flows presented in the section assume the use of service-based local policy. 

The session termination procedures specify the signalling path between the Serving-CSCF assigned to perform the session termination service and the UE. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration. This signalling path is the reverse of the session initiation signalling path of Section 5.6. Therefore there is a one-to-one correspondence between the origination procedures of section 5.6 and the termination procedures of this section.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF performs resource authorisation for the sessions to the UE. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF knows the address of the UE. The assigned S-CSCF, knows the name/address of the P-CSCF (procedure MT#3, and MT#4, depending on the location of S-CSCF and P-CSCF). If the network operator owning the S-CSCF wants to keep their configuration private, the S-CSCF will have chosen an I-CSCF(THIG) who will perform the configuration hiding and pass messages to the P-CSCF (procedure MT#1).

Sessions destined to the PSTN are a special case of the Termination procedures. The MGCF uses H.248 to control a Media Gateway, and communicates with the SS7 network. The MGCF receives and processes SIP requests, and subsequent nodes consider the signalling as if it came from a S-CSCF.

5.7.1
(MT#1) Mobile termination, in a visited network with the P-CSCF in the visited network
This termination procedure applies to roaming users with a P-CSCF located in the Visited network.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The P-CSCF is located in the Visited network. The home network advertises either the S-CSCF, or an I-CSCF(THIG), as the entry point from the visited network.

When registration is complete, S-CSCF knows the name/address of its next hop in the signalling path, either I-CSCF or P-CSCF, I-CSCF (if it exists) knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE. 
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Figure 5.17: Mobile termination procedure - roaming

Procedure MT#1 is as follows:

1. 
The originating party sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Inter-Serving procedures, to the Serving-CSCF for the terminating users.

2. 
S-CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3. 
S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF in the visited network, possibly through an I-CSCF.

This next hop is either the P-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(3a)
If the home network operator does not desire to keep their network configuration hidden, the INVITE request is forwarded directly to the P-CSCF.

(3b)
If the home network operator desires to keep their network configuration hidden, the INVITE request is forwarded through an I-CSCF(THIG) to the P-CSCF.

(3b1)
S-CSCF forwards the INVITE request to I-CSCF(THIG)

(3b2)
I-CSCF(THIG) forwards the INVITE request to P-CSCF

4. 
The Authorization-Token is generated by the PDFand included in the INVITE message. P-CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE. 

5. 
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P-CSCF.

6. 
P-CSCF authorises the resources necessary for this session.

7. 
P-CSCF forwards the Offer Response message to S-CSCF. Based on the choice made in step #3 above, this may be sent directly to S-CSCF (7a) or may be sent through I-CSCF(THIG) (7b1 and 7b2).

8. 
S-CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9. 
The originating endpoint sends a Response Confirmation via the S-S procedure, to S-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P-CSCF(PDF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 6) again.

10. 
S-CSCF forwards the Response Confirmation to P-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF. Step 10 may be similar to Step 3 depending on whether or not configuration hiding is used.

11. P-CSCF forwards the Response Confirmation to UE.

12.  UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used. 

13. 
UE initiates the reservation procedures for the resources needed for this session.

14-15. PCSCF forwards the Confirmation Ack to the S-CSCF and then to the originating end point via session path. Step 14 may be similar to Step 7 depending on whether or not configuration hiding is used.

16-18. 
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation  message to S-CSCF, via the S-S procedures. The S-CSCF forwards the message toward the terminating endpoint along the signalling path. Step 17 may be similar to Step 3 depending on whether or not configuration hiding is used.

19. 
UE#2 alerts the destination user of an incoming session setup attempt.

20-22. UE#2 responds to the successful resource reservation towards the originating end point. Step 21 may be similar to Step 7 depending on whether or not configuration hiding is used.

23-25. 
UE may alert the user and wait for an indication from the user before completing the session setup. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P-CSCF and along the signalling path to the originating end. Step 24 may be similar to Step 7 depending on whether or not configuration hiding is used.

26. 
When the destination party answers, the UE sends a SIP 200-OK final response to P-CSCF.

27. 
P-CSCF indicates the resources reserved for this session should now be committed.

28. 
UE starts the media flow(s) for this session

29-30. 
P-CSCF sends a SIP 200-OK final response along the signalling path back to the S-CSCF
 Step 29 may be similar to Step 7 depending on whether or not configuration hiding is used.

31-33. 
The originating party responds to the 200-OK final response with a SIP ACK message that is sent to S-CSCF via the S-S procedure and forwarded to the terminating end along the signalling path. Step 32 may be similar to Step 3 depending on whether or not configuration hiding is used.

5.7.2 (MT#2) Mobile termination, home network or in a visited network with the P-CSCF in the home network

This termination procedure applies to users located in their home service area or in a visited network with a P-CSCF located in the Home network.

The UE is located in the home network or in a visited network, and determines the P-CSCF via the CSCF discovery procedures described in section 5.1.1. The P-CSCF is located in the Home network.
When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Figure 5.18: Mobile termination procedure - home

Procedure MT#2 is as follows:

1. 
UE#1 sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Serving to Serving-CSCF procedures, to the Serving-CSCF for the terminating user.

2. 
S-CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3. 
S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF in the home network.

4. 
The Authorization-Token is generated by the PDF and included in the INVITE message. P-CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE. 

5. 
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P-CSCF.

6. 
P-CSCF authorises the resources necessary for this session.

7. 
P-CSCF forwards the Offer Response message to S-CSCF. 

8. 
S-CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9. 
The originating endpoint sends a Response Confirmation via the S-S procedure, to S-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P-CSCF(PDF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 6) again.

10. 
S-CSCF forwards the Response Confirmation to P-CSCF. 

11. 
P-CSCF forwards the Response Confirmation to UE.

12. UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used.

13. 
UE initiates the reservation procedures for the resources needed for this session.

14-15. The response is forwarded to the originating end point.

16-18. 
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation  message to S-CSCF, via the S-S procedures. The S-CSCF forwards the message toward the terminating endpoint along the signalling path.

19. 
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.  UE#2 responds to the successful resource reservation and the message is forwarded to the originating end.

23-25. 
UE may alert the user and wait for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P-CSCF and along the signalling path to the originating end.

26. 
When the destination party answers, UE sends a SIP 200-OK final response to P-CSCF.

27. 
P-CSCF indicates the resources reserved for this session should now be committed.

28. 
UE starts the media flow(s) for this session.

29-30. 
P-CSCF forwards the 200-OK to S-CSCF, following the signaling path.

31-33. 
The session originator responds to the 200-OK by sending the ACK message to S-CSCF via the S-S procedure and it is forwarded to the terminating end along the signalling path..

5.7.2a
(MT#3) Mobile termination, CS Domain roaming 

This termination procedure applies to a user registered for CS services, either in the home network or in a visited network. The user has both IMS and CS subscriptions but is unregistered for IMS services
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Figure 5.18a: Mobile Terminating procedures to a user that is unregistered for IMS services but is registered for CS services

1. In case the terminating user does not have an S-CSCF allocated, the session attempt is routed according to the section 5.12.1 (Mobile Terminating procedures to unregistered IMS user that has services related to unregistered state).

2. S-CSCF invokes service control appropriate for this session setup attempt, which may result in e.g. re-routing the session to a messaging service, or continued routing towards the user’s CS domain termination address (e.g. E.164).

3. S-CSCF performs whatever further actions are appropriate for this session setup attempt. In case of routing towards the user’s CS domain termination address, the S-CSCF performs an analysis of this address. From the analysis of the destination address, S-CSCF determines that this is for the CS domain, and passes the request to the BGCF.

4. The BGCF forwards the SIP INVITE message to the appropriate MGCF in the home network, or to a BGCF in another network. This depends on the PSTN interworking configuration of the IMS network. Eventually, the session initiation arrives to an MGCF.

5. Normal session setup continues according to PSTN-T flow as described in Section 5.7.3


5.7.3
(PSTN-T) PSTN termination 

The MGCF in the IM CN subsystem is a SIP endpoint that initiates and receives requests on behalf of the PSTN and Media Gateway (MGW).Other nodes consider the signalling as if it came from a S-CSCF. The MGCF incorporates the network security functionality of the S-CSCF.

PSTN termination may be done in the same operator’s network as the S-CSCF of the session originator. Therefore, the location of the MGCF/MGW are given only as “Terminating Network” rather than “Home Network” or “Visited Network.”

Further, agreements between network operators may allow PSTN termination in a network other than the originator’s visited network or home network. This may be done, for example, to avoid long distance or international tariffs.

This termination procedure can be used for any of the inter-serving procedures, in place of the S-CSCF.
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Figure 5.19: PSTN termination procedure

The PSTN termination procedure is as follows:

1. 
MGCF receives an INVITE request, containing an initial SDP, through one of the origination procedures and via one of the inter-serving procedures.

2. 
MGCF initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

3. 
MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. This response is sent via the S-S procedure.

4. 
The originating endpoint sends a Response Confirmation. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 3 or a subset. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. 

5. 
MGCF initiates a H.248 interaction to modify the connection established in step #2 and instruct MGW to reserve the resources necessary for the media streams.

6. MGCF responds to the offered media towards the originating party.

7. 
MGW reserved the resources necessary for the media streams.

8. 
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation  message to MGCF, via the S-S procedures.

9. 
MGCF sends an IAM message to the PSTN

10. MGCF sends response to the successful resource reservation towards originating end.

11. The PSTN establishes the path to the destination. It may optionally alert the destination user before completing the session. If so, it responds with an ACM message.

12. 
If the PSTN is alerting the destination user, MGCF indicates this to the originating party by a provisional response indicating Ringing. This message is sent via the S-S procedures.

13. 
When the destination party answers, the PSTN sends an ANM message to MGCF

14. 
MGCF initiates a H.248 interaction to make the connection in the MGW bi-directional.

15. 
MGCF sends a SIP 200-OK final response along the signalling path back to the session originator

16. 
The Originating party acknowledges the final response with a SIP ACK message

*** END OF MODIFICATION ***
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