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Introduction

TR 23.917 v0.8.0 contains a section 8.3.2 on the bearer establishment part of the authorization of QoS resources procedure. 

We think that the following aspects in the bearer establishment call flow need to be corrected or added:

· The AF could only provide general session information (e.g. of session level QoS information like the SDP bandwidth attribute) but no concrete IP level QoS or filter information. It is the task of the PDF to map the session information to detailed authorization information (consisting of IP level QoS and filter information).

· Step 4 is reworded to clarify that session information is either received in step 3 or during previous PDF interaction with that AF.

· The indication of a successful bearer establishment is added (as described in 7.4.7).

· The transfer of GPRS charging information to the AF is added (as required in 7.4.2).

Proposed Changes

Start of modified section

8.3.2 Authorisation of QoS resources, bearer establishment

At bearer establishment, the PDF can contact the AF. This may be done in the case that the previous interaction at session establishment requested this, or when the previous interaction did not include QoS information for authorisation at that time. This further step is used for confirmation of reservation as required by the AF.
The following flow shows the authorisation of the QoS resources at bearer establishment.
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Figure 4:  Authorize QoS resources, bearer establishment

1) A COPS-PR REQ is received over the Go interface at the PDF. 

2) A PDF generated authorization token enables the PDF to identify the authorisation status information. If the previous PDF interaction with that AF had requested this, or if the previous interaction with the AF did not include QoS information, the PDF sends an authorisation message to that Application Function.

3) The AF sends the session information to the PDF. 

4) The PDF shall authorize the required QoS resources for the session and install the IP bearer level policy in its internal database. This is based on session information from the AF received in step 3 or during previous PDF interaction with that AF.

5) The PDF sends further Go messaging.

6) A COPS-PR RPT is received over the Go interface at the PDF containing the GPRS charging information.
7) The PDF shall send an indication for the successful bearer establishment, which contains the received GPRS charging information, to the AF.
End of modified section
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