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Background

The investigation performed for Gq has so far focused on reflecting the basic Go functionalities to the Gq interface. There has been little consideration of the detail of the data information that must be supported across the interface. This contribution is aimed to start addressing this deficiency.

Discussion

The Gq interface is aimed to allow the Go policy controls to be used in the future by other application functions. The Go interface is well defined in terms of the data that it supports. Sequences for Gq have been defined to support the sequences over the Go interface, but the actual data that is needed to support the sequence has not been identified.

For session establishment, and for session modification, information must be exchanged over the Gq interface to support the policy decisions. The extent of this information must be examined. The inputs to the policy decisions as defined for release 5 are identified in TS 29.208. According to TS 29.208, the input data from the AF consists of:

· Direction (e.g. send/receive/both)

· Bandwidth information

· Type of media (e.g. video, audio, application, data)

Apart from this information which is directly identified in the TS mapping tables, there is additional information that is required for the decision. There is also information that may be required for the decision in the future, where the policy decision is not necessarily restricted by the rules currently defined in TS 29.208.

For example, the decision applies to the media streams that are indicated by the UE. Thus, the PDF must be able to relate the stream information received above to the binding information. Thus, the flow specification for the media stream (i.e. protocol number, source and destination IP address, source and destination port number) must also be provided.

The information indicated above would provide sufficient information for each media stream for a decision for that individual media stream. However, the application function may have restrictions on the way that streams can be used. For example, certain streams or even groups of streams may be mutually exclusive. Certain streams may be allowed to be grouped together within a PDP context, or may be required to be grouped together. On the other hand, certain groupings may be disallowed. The way that media streams can be combined or not must be considered.

On the other hand, instead of having restrictions on what media streams may co-exist, there may be restrictions on the bandwidth that is applicable for a set of media streams. For example, there may be two separate media streams which are related. These streams are both permitted, but only one of them is expected to be in use at any one time, although the user may switch between the two frequently. In such cases, the bandwidth allowance for the combination of the two streams is the maximum of the bandwidth allowance of the individual streams, rather than the sum of the allowance.

The existing policy decision uses the data available from the IMS function, which is received in the SDP. However, it should be noted that SDP is the protocol currently used for SIP, and is thus quite specific for the IMS as it stands today. Since the aim with the Gq protocol is to open up the policy control function to support it’s use by other application functions, the data input over Gq should not be restricted to SDP, and data necessary for other application functions should be considered. For example, future application functions are likely to use the next generation SDP, rather than being the current SDP which has several significant limitations. Other applications may use different protocols to express the data. The important point is to define the data structure over Gq in a manner that the current SDP information and other information sources can all be supported. That said, it is obviously recommended that such definition should try to leverage of existing data definitions as much as possible.

The TR also proposes that there are situations where the AF would also be involved in the policy decision. In such cases, all of the information indicated above to allow the policy decision to be made would not be required. Instead, a different subset of the information would be required to allow the AF to provide input to the final policy decision.

Similarly, the TR also specifies that there is a RESULT sent from the PDF to the AF from the bearer establishment request. It is not identified what information the result is supposed to carry. Is the RESULT a success/failure indication? Does the AF only need to be informed when the bearer establishment is successful, (e.g. no RESULT sent to the AF for failure), and if so, should this not be an INDICATION rather than a RESULT. Is the RESULT only sent if the AF has requested to be involved in the decision?

Proposal

Since the main aim of the stage 3 work is to develop the Gq interface, it is necessary that proper direction is given to the stage 3 regarding the required functionality of the nodes, and the relevant data that must be transferred. Without this level of information, the stage 3 work cannot progress, since it has insufficient information to make the necessary informed decisions. 

The data required for the Gq interface is to be considered in the light of the functions to be performed by the different nodes. New sections are proposed to be introduced into TR 23.917 to capture the data requirements on Gq for each inidividual function as shown below. Proposals for the data over Gq can then be the subject of future contributions in order to complete the work on the TR.

First changed section

7.4.1
Authorise service

There may be links between the AF and PDF policies to authorise the service.

The AF provides the service determined decision information.

The PDF provides the final policy decision controlling the allocated QoS resources for the authorized media stream to the GGSN.

When the AF requests the token from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation.

The Authorise service function can be invoked between PDF and AF at session establishment and/or at bearer establishment.

The UE decides whether to aggregate or separate flows. The total QoS authorised may depend on which flows the UE decides to multiplex. Depending on the flows and the application, there may be some multiplexing gain (e.g. it may be that some flows never transmit at the same time).
As the AF can request to be contacted at UE resource reservation, it can interact with the PDF so that the PDF enforces downgraded bandwidth usage if the UE has asked for more bandwidth than the AF allows.

Further, the AF may provide information to the PDF in order for the PDF to authorise aggregate of flows.

In the case the AF does not request to be contacted at UE resource reservation, and that no additional information is available at the PDF, the PDF authorisation will be based on the addition of bandwidth of flows proposed by the UE.

For some services, the authorisation decision may be time dependent (e.g. a different authorisation is applicable at a different time). Further, different services may make the authorisation decision for the flow at the AF at the time the flow is identified, and others may make this authorisation decision at the AF at the time the bearer is established. If a time dependent decision at the AF needs to be made at bearer establishment, the AF shall request the PDF to contact the AF at UE resource reservation. 

7.4.1.x
Gq Data exchange

Next changed section

7.4.2
Exchange of information for charging correlation

IMS charging information is available from the P-CSCF for the PDF which is required to transfer it to the GGSN.

GPRS charging info available in the PDF is required to be transferred to the AF.

7.4.2.x
Gq Data exchange

Next changed section

7.4.3
Enable flow

The AF determines when a flow is to be enabled to pass through the access network. 

The PDF opens the gate in the GGSN when ordered from the AF.

7.4.3.x
Gq Data exchange

Next changed section

7.4.4
Disable flow

The AF determines when a flow is to be disabled from passing through the access network. 

The PDF closes the gate in the GGSN when ordered from the AF.

7.4.4.x
Gq Data exchanged

Next changed section

7.4.5
Revoke authorisation

The AF determines when a previous authorisation decision is no longer approved, and orders the removal of the previously authorised resources.

The PDF revokes the QoS resources when ordered by the AF. This results in removing the allocated resources in the GGSN.

The authorisation can be revoked altogether i.e. revoke the token and all related authorisations. An example trigger for this is a session release message received at the AF.

If the session changes at the Application Function, an update of the previous authorisation may be given to the PDF.
7.4.5.x
Gq Data exchanged

Next changed section

7.4.6
Indicate bearer release/failure

Information available at the PDF on the bearer resource release or failure is passed through to the AF.

7.4.6.x
Gq Data exchange

Next changed section

7.4.7
Confirm bearer reservation

The PDF may forward bearer reservation indications to the AF which confirms whether the previous resource authorisation should still be applicable.

7.4.7.x
Gq Data exchange

