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Background

The investigation performed for Gq has so far focused on reflecting the basic Go functionalities to the Gq interface. There has been little or no consideration of other “system” type requirements on Gq. This contribution is aimed to start addressing this deficiency.

Discussion

The Gq interface is aimed to allow the Go policy controls to be used in the future by other application functions. Hence, it is not limited in use to the IMS. In fact, the future use of the Gq protocol is not expected to be limited to functions that are defined within 3gpp. Rather, the Gq interface enables functions specified or developed external to 3gpp to be supported. 

To aid in the rapid deployment and take up of such future services, the implementation of the Gq protocol must be as simple and straightforward as possible. The implementation can be simplified by selecting a simple protocol/API, or by selecting a protocol that is expected to be typically already available in such applications. This aspect must be considered when selecting the protocol for Gq.

The policy control node is an intermediate node between the AF and the GGSN. The COPS protocol used for the Go interface between the GGSN and the PDF supports a capability for failover from one node to another. The GGSN function cannot be transferred to another node (no failover capability is applicable for this device), but the PDF node is not specifically tied in to the application session or media flow. Hence, there is no reason that a PDF failover could not be supported. 

However, the failover capability must also be considered in a manner to allow simple implementations. The failover functionality should be considered in different levels. For example, it is likely that some applications would not benefit from any failover capability at all, and would be best served by a restart of the application. Meanwhile, other applications may only require a limited failover capability, such as to support sessions which have reached a particular state (e.g. the active state for a telephony session) and other applications may support a full failover capability for all sessions. 

In a similar manner, failover capabilities may also be required for the AF node, and a similar range of options may exist there.

In addition, the Gq interface can support both operator provided application functions, as well as third party application functions. Thus, the Gq interface is an external interface for the operator. It is necessary to investigate and identify the relevant security issues that apply to this interface.
Proposal

Based on the above, the following changes are proposed to TR 23.917 to consider the system aspects for the Gq interface.
It is also proposed to send an LS to SA3 to examine the security implications for the operator of providing the Gq interface.
First amended section

6
Objectives

Opening the interface between the PDF and the P-CSCF may greatly simplify introduction of new services and enable operators to leverage their ownership of the access network by introducing opportunities for service-based control of the access for a whole range of services (potentially including third party services) in an operator controlled manner.

Decoupling of the PDF & P-CSCF could:

· Enable service based local policy control over IP bearer resources and SIP services to evolve separately.

· Facilitate future application of service based local policy control over IP bearer resources for non-SIP services (e.g., streaming services, etc.) that the operator will want to deploy.

· Improve network scalability/stability by allowing the decoupled functions to be scaled/upgraded independently according to network requirements. 

· Encourage more flexibility in engineering and policy control of IP bearer resources. This means that policy control mechanisms for IP bearer resources related to SIP- & non-SIP-based services, as well as their related IP bearer resources, can be controlled either together or separately.

· The interface should support quick development and implementation in new application functions to enable fast deployment. New applications do not require 3gpp standardisation.
In order to obtain all these benefits related to distributed policies, a generic protocol should be used allowing any service domain to provide session authorization to their customers in a particular access network.

Figure 2 shows the IM Subsystem as well as other services, in relation to the UMTS Core Network. Decoupling of the PDF from the P-CSCF enables policy control to be applied for other services than SIP IMS services. 
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 Figure 2: Policy applied to IMS and other services, also showing an integrated P-CSCF/PDF
The benefit of the service-based policy control for services including the following will be investigated in this technical report.

· Services not related to IMS 

· 3GPP PSS based streaming services

· Services related to IMS 

· IMS signalling bearer 

· IMS emergency sessions

Next amended section

7.5
Description of interfaces

The Rel6 policy control makes usage of:

· The interface between the GGSN and the PDF (Go interface) for service based local policy control.

The Go interface ensures that the PDF policy decisions are applied at the GGSN over the UMTS PS domain/GPRS and over the Gi interface.

· The interface between the Application Function (e.g. P-CSCF for the IM Subsystem) and the PDF (Gq interface) for service-based policy control.

The Gq interface ensures that the PDF policy decisions are applied for the service requesting access to IP bearer resources.

Gq interface may be intra- or inter-domain.  Gq shall support relevant protection mechanisms for an inter-operator or third party interface. The exact mechanisms required are FFS.
Next amended section

9
Function Requirements

This section identifies the requirements for support of the architecture:

General Requirements

1. Regardless of how the architecture evolves, the release 5 solution with a Go interface between the PDF/P-CSCF and GGSN must be retained for backwards compatibility. Development of the Go protocol is out of scope of this TR.

2. The Gq protocol should be service agnostic. 

Service Requirements

1. The Gq interface must enable simple implementation in the application functions (e.g. simple lightweight interface, or re-use existing protocols readily available in such applications).

2. The Gq interface should offer multiple levels of failover support for both the application function, and the PDF.

Additional requirements are FFS.
_1104705668.doc


GGSN







PDF







P-CSCF/PDF







Service 2







Service 1







P-CSCF







I-CSCF







S-CSCF







HSS







IMS







PDF







GGSN







GGSN







GGSN







Core Network







P-CSCF












