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1 Introduction and Problem

In TS 22.071 [1], it is stated that the APN may used for identification of LCS Client in clause 6.4.3 within the context of call/session related privacy class:
“each LCS Client, service or group of LCS Clients is identified by a unique international identification, e.g. E.164, number, service ID or Access Point Name (APN) that currently has a temporary association with the Target UE in the form of an established voice, data call or PS session originated by the Target UE”

However, in TS 23.003 [2] an APN is defined as:

“In the GPRS backbone, an Access Point Name (APN) is a reference to a GGSN”
Also in TS 23.271 APN-Network Identifier (APN-NI), a field that makes up the APN, is the only field used to make the association between an incoming location request from an LCS Client with already active PS sessions of a target UE. The APN-NI is defined in TS 23.003 [2] as:

“The APN Network Identifier; this defines to which external network the GGSN is connected and optionally a requested service by the MS. This part of the APN is mandatory.”

As the concept of an APN is specific to 3GPP and is used to identify external networks connected to GGSNs, it is only meaningful within the PS domain of network operators. Also as LCS Clients are typically at the edge of a 3GPP compliant domain or outside the 3GPP domain, the use of APNs as an identification mechanism for themselves may not be appropriate. The APN does however uniquely identify a network/service platform that is directly connected to a GGSN to help packet routeing at the GGSN. It should be noted that APN may be a sufficient identification mechanism, if the service/LCS Client is accessed via a single dedicated APN only. However, if LCS Clients, services, or groups of LCS Clients do not use a dedicated APN, it will not be possible to identify them.

2 Example of Failure
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Figure 1. Diagram Showing 2 UEs Accessing the Same Service via 2 different APNs

It can be seen from Figure 1 that in the case of a service resident within an operator, the service may be accessed by 2 different subscribers of that operator via different APNs. For UE 1, a PDP context is active using APN-NI = LCS, while for UE 2, a PDP context is active using APN-NI = WAP. Both UEs can request the same service from the LCS Client and the LCS Client issues a Mobile Terminated Location Request giving details of LCS Client Id, Client Name, and a known APN-NI. The APN-NI of the LCS Client is likely to be pre-configured, but there is the remote option of the UE transferring the APN-NI in the request as this will require logic in the software controlling the UE or logic in the UE user. 

Therefore if a Requestor or LCS Client can be accessed by two or more different APNs (belonging to the same operator or not), the use of APN-NI will not suffice for correlating an incoming MT-LR to active PDP contexts for a particular UE at the SGSN.

3 Proposal/Conclusion

It is necessary to determine an additional identification/association mechanism for LCS Clients for session related class within privacy or a new correlation procedure needs to be devised.
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