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1. Introduction

In TS23.234 v1.10.0, the tunnelling mechanisms are discussed under the section of “5.6 IP Network Selection”.  Three types of tunnelling mechanisms are introduced, and they are: No Tunnelling, UE transparent Tunnelling, and UE initiated Tunnelling.  Two of these schemes, No Tunnelling and UE transparent Tunnelling has nothing in common with the IP Network Selection scheme introduced above in section 5.6. Especially, the “No tunnelling” scheme is only for supporting of scenario 2 UEs, and involves no IP Network Selection procedures. Also, as described, the IP network Selection should be part of the tunnel establishment procedure from the UE to the WAG/PDG. Therefore, these tunnelling scheme discussions should not be placed under the “IP Network Selection” section. 

While for the start note for the section 5.6, it says “ This type of IP Network Selection is only applicable in scenario 3. Scenrio 2 offers direct connection from the WLAN network to Internet/Intranet”.  It would be more proper to place the “IP Network Selection” under the section 5.5, which is titled “Service Authorization Principles for scenario 3”.

2. Changes

5.5.3 IP Network Selection

Note that this type of IP Network Selection is only applicable in scenario 3. Scenario 2 offers direct connection from the WLAN network to Internet/Intranet.

The UE can connect to different IP networks, including the Internet, an operator’s IP network or an external IP network such as a corporate IP network. The user may indicate a preferred IP network with a requested WLAN Access Point Name (W-APN). The Requested W-APN may also indicated a point of connection to the IP network (i.e. WAG or PDG).

A W-APN is indicated by the UE in the tunnel establishment procedure between the UE and an initial WAG or PDG (whether the request is sent to the WAG or to the PDG is FFS). It is then forwarded to the 3GPP AAA server  (whether this request is routed via the 3GPP AAA Proxy is FFS). 

Since scenario 3 mandates that some additional functionality exists in the VPLMN, in scenario 3 the VPLMN shall be able to communicate with the HPLMN across the Ws reference point whether it can support the various tunnelling options.

The home network decides the type of IP connectivity based on e.g. the requested W-APN, user’s subscription information and VPLMN information and may determine an alternative W-APN, the Selected W-APN indicating the same network, but a different point of interconnection. 
1. 
2. 

The 3GPP Home Network may also determine that the user should be given access to the same IP Network but via a different point of interconnection. 

Editor’s note: compatibility between scenario 2 and scenario 3 functional elements requires further study. 


5.6 Tunneling
For the tunnelling setup, the home network’s choices are:

3. No tunnelling, for supporting a scenario 2 WLAN UE
4. UE-transparent tunneling
5. UE-initiated tunnelling
These cases are described below.
5.6.1. IP Connectivity without Tunnelling

When no tunnelling is used, the 3GPP AAA server does not include any tunnel attribute in Wr signalling. 

3. Proposal

Apply the changes outlined in section 2 to the TS23.234 v1.10.0
