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1. Introduction

As subclause 5.9.12 of the TS specifies, an advertisement mechanism is necessary for providing network selection information. 
This document provides mechanisms for delivering the network advertisement information:
1. EAP-REQUEST/NOTIFICATION for delivering the network advertisement information
Once the WLAN AN determines from the EAP-Responset/identity a user entity is invalid or the realm have no direct roaming relationship with WLAN AN, one or more EAP-REQUEST/NOTIFICATION messages with the necessary network advertisement information are sent to the user.
If WLAN AN can not perform the routeing determination based on NAI function and the network information advertisement, a WLAN AAA proxy or an AAA proxy in a 3GPP VPLMN may set as the default AAA proxy. When the WLAN AN can not recognize the VPLMN indicated by the UE, the AAA signalling of the UE is routed to the default AAA proxy.  If the default AAA or WLAN AN determines that the VPLMN indicated by a UE is not connected to the WLAN AN, the network advertisement information or authentication error shall be sent to UE by EAP notification. 

As an implementation option, the advertisement information may be conveyed directly in the EAP-Request/Notification. Alternatively, if only a PLMN selection error message is sent to the UE invoking it to select a VPLMN network, the UE shall get an authentication failure with PLMN selection error and may start a network information retrieve procedure to obtain the network information. For example, the UE can obtain PLMN information and select a PLMN by TBD EAP signalling or portal mechanism. 

2. It is necessary that the UE is selected or preconfigured to initiate a network information search by sending a search network information request to select a better PLMN in new hotspot, even though the previously selected PLMN may still work in this hotspot. 
The UE may initiate the network information search by sending a search network information request using EAP messaging or portal mechanism, before EAP-Request/identity is sent from WLAN AN or before response to the EAP-Request/identity. , or by responding to EAP-Request/identity with a specially defined NAI, for example a NAI only include the NAI realm name or a null NAI.
(1)UE can initiate the network information search by response to EAP-Request/identity with a specially defined NAI, for example a NAI only include the NAI realm name or a null NAI.
 (2)The UE initiated search can be  performed after the association, by sending a new EAP signalling  or by portal mechanism to get the network information, or by portal interaction with WLAN AN.  After the new PLMN is selected, send an EAPOL-Start to initiate the EAP authentication procedure.  
The search can also be performed after receive the EAP-Request/identity from the WLAN AN, by EAP or portal mechanism and responding to it with the newly selected PLMN indicated in the NAI.
2. Proposal
It is proposed to:
1. revise the WLAN PLMN selection principle
2. include a new section in the TS to specify the procedure of WLAN PLMN selection
------------------------Beginning of  first change------------------------

5.9.1.2
Network Advertisement

Network advertisement information shall be provided by a TBD mechanism enumerating the roaming partners and associated NAI realms.  This information shall be delivered to the WLAN UE via a FFS EAP based mechanism or portal mechanism and shall be provided to the WLAN UE when the WLAN has no direct roaming relationship with the subscribers HPLMN or when the UE initiates a request for the network information .

5.9.1.3
Network Selection

In the case of IEEE 802.11 WLANs, the WLAN network name is provided in WLAN beacon signal in so-called SSID (Service Set ID) information element. There is also the possibility for a UE to actively solicit support for specific SSIDs  by sending a probe request message and receive a reply if the access point does support the solicited SSID. [IEEE 802.11-01/659r0]

Support for 3GPP interworking by a WLAN may be indicated by the support of a well-known SSID value by the WLAN. This SSID may either be the Broadcast SSID or will be probed for by the UE.

If the Broadcast SSID doesn’t contain the well-known value the 3GPP WLAN UE client shall probe for it. If this well-known SSID is not available, the client shall select the available Broadcast SSID instead.

The well-known SSID value for 3GPP interworking WLANs is defined in TS xx.yyy 

Editors note: the TS number is to be replaced by reference to appropriate Stage 3 specification.

Once the availability of one of the preferred SSIDs is confirmed either in the beacon or in a probe response message, the WLAN UE performs association with the particular access point using the selected preferred SSID.   

The WLAN UE shall provide an initial NAI in response to the EAP-Request/Identity. If the WLAN AN recognizes the realm of the initial NAI (i.e. has a direct roaming relationship with that operator), then no special processing for network advertisement/selection is needed. 

If the WLAN AN has no direct roaming relationship with the initial realm, or the NAI indicates UE requesting the network advertisement information, the WLAN AN shall deliver the network advertisement information to the UE.  The UE processes this information according to its internal roaming preference policies or prompts the user to select a VPLMN preference.  It uses the result to determine how to construct a new NAI indicating the selected VPLMN.

Note: the manner in which the selected VPLMN is indicated in the new NAI is ffs.

After the network advertisement information is delivered, the WLAN AN may initiate a second EAP-Request/Identity message.  The UE responds to this message with the new NAI determined in the prior step.

If the EAP process stoped, the WLAN UE may initiate a second EAP process, after new NAI determined in the prior step.
The WLAN AAA proxy shall use the NAI to route the EAP traffic to the appropriate VPLMN AAA Proxy.

-------------------------Beginning of  second change--------------------
7.X WLAN PLMN Selection Procedure

7.x.1 WLAN VPLMN selection procedure- PLMN information send in case of invalid realm
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Figure 7. x.1 WLAN VPLMN selection procedure- PLMN information send in case of invalid realm
1.
After WLAN connection establishment, Extensible Authentication Protocol is started with a Wireless LAN technology specific procedure (out of scope for 3GPP). 

2.
The WLAN sends an EAP Request/Identity to the WLAN-UE.

3.
The WLAN-UE starts the EAP authentication procedure by sending an EAP Response/Identity message. The NAI may contain a VPLMN selection from a previous authentication or, in the case of first authentication, the initial NAI without VPLMN information. If UE is configured or selected to get the network information first it may send the default home NAI or a special defined string in the NAI, such as fill the NAI field with only the NAI realm name—HPLMN realm name, or null. 

4. The 3GPP AAA Server is chosen based on the NAI. 
5. If WLAN AN can not perform this function or it can not find the route to the 3GPP AAA Server indicated by the NAI, it may transmit the message to a default AAA proxy (e.g. a WLAN AAA proxy in the WLAN AN or a 3GPP AAA Server/Proxy outside the WLAN AN).

Note: diameter/radius proxy chaining and/or diameter referral can be used to find the AAA server.
6. If the WLAN AN has no direct roaming relationship with the initial realm, or the NAI indicates UE requesting the network advertisement information, the default AAA proxy or WLAN AN shall deliver the network advertisement information to the UE in the EAP-Request/Notification. 

Note：As a implementation option, the advertisement information may only include the VPLMNs that has direct roaming relationship with the home realm of the user if the home realm can be resolved from the initial NAI.
7.
The UE processes this information according to its internal roaming preference policies or prompts the user to select a VPLMN preference. It uses the result to determine how to construct a new NAI indicating the selected VPLMN.
Note: If it is necessary to prompt to user to select a VPLMN preference, UE should only prompt the information of VPLMNs that have roaming relationship with the home realm of subscriber.
8.
 Once the VPLMN is selected, the WLAN UE initiates a second EAP procedure by sending an “EAPOL-Start” or by other Wireless LAN technology specific procedure (out of scope for 3GPP). 

9.
The WLAN sends an EAP Request/Identity to the WLAN-UE.

10. The WLAN-UE responds with the EAP Response/Identity message. The WLAN-UE sends its new NAI indicating the selected VPLMN.

11. The WLAN AN or default AAA proxy use the NAI to route the EAP traffic to the appropriate VPLMN AAA Proxy.

Note: 
As an implementation option, if WLAN AN can not perform this function, it will transmit the message to a default AAA proxy. Then the default AAA proxy will send the message to the VPLMN 3GPP AAA Proxy.
The VPLMN 3GPP AAA proxy may delete the VPLMN indicated in the NAI and send it to the HPLMN 3GPP AAA Server.
7.x.2 WLAN VPLMN selection procedure-WLAN UE searches PLMN information
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Figure 7. x.2 WLAN VPLMN selection procedure-WLAN UE searches PLMN information
1.
The WLAN UE establishes wireless connection with the WLAN AN, e.g. associated. 

2.
The WLAN UE sends a search network information request before it sends the optional EAPOL-START, or before or after the network sends the EAP-REQUEST.

3.
The WLAN AN responds to the UE search network information request with network information.

Note: Steps 2 and 3 can be achieved using a new EAP mechanism or by using the current portal mechanism, which requires a temp IP address to be allocated for the UE.

4. The 3GPP AAA Server is chosen based on the NAI. 
5. [Optional] The UE can start the EAP procedure with an EAPOL-start or respond to the previous network EAP-REQUEST with an EAP-RESPONSE.

6. The WLAN sends an EAP Request/Identity to the WLAN-UE.

7. The WLAN-UE responds with the EAP Response/Identity message. The WLAN-UE sends its new NAI indicating the selected VPLMN.

8. The WLAN AN or default AAA proxy uses the NAI to route the EAP traffic to the appropriate VPLMN AAA Proxy.
































































































_1118685444.vsd

