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1 Introduction

The WLAN Session in SA2 has chosen to support only “UE-Initiated” tunnel solution for Release6.  There are two different architectures under study that comply with this requirement, the End-to-End solution and the Tunnel Switching solution.  This analyses the PROS and CONS both architectural options for Scenario 3.

2 End-to-End tunnelling solution

In the End-to-End tunnelling, the tunnel endpoints are UE and the PDG from where the UE gets access to the Wi interface.
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The following picture shows the basic process in order to support Scenario 3 with the End-to-End tunnel solution.

Figure 1. End-to-End tunnel solution. Only User Plane entities are shown. Tunnel is depicted to HPDG in this case, but nothing prevents to access to VPDG. 

It is beneficial to list the PROS and CONS of this option.

2.1 End-to-End Tunnel Solution PROs

· Follows the VPN logic: tunnel is established between the UE and the GW providing the service.

· Fast deployment in the network and the WLAN UEs, as there is no need of long standardisation time.  An off-shelf VPN client could be utilised.

· Fast time to market is a must for WLAN-3GPP IW to success, as WLAN ISPs are already offering very advanced and attractive services to the users

· If necessary, per-user charging can be generated in VPLMN even when services are provided in HPLMN(PDG)

· Provide means to perform the same kind of charging that VPLMN provides currently in GPRS

· End-to-End solution simplifies GPRS/WLAN IP mobility when evolving to higher scenarios(scenario 3 onwards)

· Mobility IP is simplified with the end-to-end architecture

· Home operators do not require all roaming partners to have Scenario 3 type of architecture deployed to provide Scenario 3 type of services to users that are roaming

· VPLMN(WAG) complexity is reduced

2.2 End-to-End Tunnel Solution CONs

· UE-Initiated tunnel encryption can be enabled or disabled. If this is enabled, user data in VPLMN is encrypted. 

3 Tunnel Switching solution

In the Tunnel Switching solution, the UE-Initiated tunnel endpoints are UE and WAG. WAG establishes another tunnel between the WAG and PDG from where the UE gets access to the Wi interface.

The following picture shows the basic process in order to support Tunnel Switching solution for Scenario 3.
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Figure 2. Tunnel switching solution. Only User Plane entities are shown. Tunnel is depicted to HPDG in this case, but nothing prevents to access to VPDG. 

A PROs and CONs analyse of this option follows:

3.1 Tunnel Switching Solution PROs

· Similarity to GPRS in the sense of having a tunnel breakpoint in the VPLMN when the user is roaming

· User data in VPLMN(WAG) is not encrypted

3.2 Tunnel Switching Solutions CONs

· Home Operator requires all roaming partners to have Scenario 3 type of architecture deployed to provide Scenario 3 type of services to its users when roaming

· The VPLMN has to support the establishment of the tunnel between the WAG and PDG 

· This will slow down the commercial realization of the WLAN-3GPP IW system. Users getting scenario 3 type of services, will not get such kind of services when roaming to roaming partners with architecture only supporting Scenario 2.  Very bad user experience

· Increased VPLMN(WAG) complexity

· In GPRS, VPLMN plays a vital role controlling the UMTS radio and that is one of the mayor reasons for SGSN existence. But such complexity is not needed in WLAN-3GPP IW as the WLAN radio is nearly stand-alone radio from the core perspective

4 Conclusion

It is necessary to consider the PROs and CONs of both options in order to choose the most appropriate Scenario 3 architecture, taking into consideration the feasibility, flexibility and time to market requirements for 3GPP-WLAN IW. 

After analysing PROS and CONs in both options, it seems that the Tunnel Swithching PROs are fair, but still there are very strong CONs in this option, like the problems in roaming situations when the roaming partners have deployed only Scenario 2 architecture. On the other hand, the End-to-End solution PROs are very strong, whereas the CONs are not so crucial.

It is desirable to have only one architectural solution for Scenario 3 for Rel6 and the analysis shows that the End-to-End solution is more appropriated for Rel6.
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