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1. Introduction

Network selection is a difficult topic in WLAN.  The existing WLAN standards are generally very weak in this area, and rely on extensive user knowledge.  Additionally, use of a VPLMN in the 3G network requires even more information be supplied to the UE.  The subscriber should normally not be involved in this processing unless the subscriber wishes to override some decision.  It would also be preferable to not impact the WLAN or even the VPLMN if possible. 

One solution to this problem that has not been formally considered is one that is impossible in the GPRS or GSM networks: contacting the home network directly.  This contribution explores this approach.

2.  Analysis
GPRS or GSM systems often require the use of a VPLMN to offer service to their roaming subscribers.  It is not feasible to have a network everywhere a subscriber could roam.  Hence, a lot of standards have been built on how a mobile is to find and select a VPLMN if more than one is available.   This system works fairly well in these domains.

This, however, is not the situation faced by a WLAN subscriber.   EAP-SIM and DIAMETER verification (or other methods) allows a subscriber to receive access from the WLAN to the Internet.  Then, literally, it is possible for a subscriber to send and receive information from anywhere in the world back to their home network directly, with no VPLMN involvement.

This is not to say that VPLMN involvement may not be desired or necessary.  Using the VPLMN may be required to obtain QoS enabled services, or local services that are desired.  It is also possible that an existing business relationship would require the use of the VPLMN.  It is certainly true that the 3G WLAN systems must allow for the use of a VPLMN.

Selection of a VPLMN is a difficult task if the UE must make a selection based only on the information it contains, or can read from the “immediate” environment.  A GPRS mobile is able to do this by scanning predetermined frequencies and looking at broadcast information that must exist on any GPRS system.  This information is designed to give the mobile all the information required for the VPLMN selection process. This is not the case in the WLAN.   No standards exist for the broadcast of this sort of information, and, indeed, isn’t required for a vast number of WLAN installations.  The WLAN standards do not care if some of the traffic they support is for 3G purposes, and would not be eager to change just for that reason.

Some WLAN systems do have the capability to provide XML data, as has been presented in other contributions, and existing databases (such as the DNS Server) could be queried for information.  None of these systems have been designed with this problem in mind, however, and all require a large provisioning effort to maintain.  A new business deal between two carriers could force thousands of WLANs worldwide to change provisioning.

There is another approach.  The UE, once access has been granted, could send a query to the home network to determine what action it should take.  The address to send the query would be provisioned in the handset, and could consist of a short list of values to allow service in case one of the servers was down.  The query would contain identification information of the UE, and any information the UE can supply to help in the selection of the network.  This could include the SSID of the WLAN, geographic information from a GPS system, local time and date, last known country, etc.  

Once received, the HPLMN could do additional processing to determine the UE’s next action.  The HPLMN may do a “Trace Route” , for instance, to find the path to the subscriber.  This information, along with the information from the user and subscription information from the 3G AAA server could be used in a database lookup the address of an appropriate connection point.   A message with the results would be sent back to the UE.  The message would contain the WAG address to use (which could be in any VPLMN or the HPLMN), and any other information (such as a connection token) which would be used in communicating with the WAG.  The UE would then connect to the WAG, and processing would continue.

The HPLMN would also store off the results of this decision, and make sure it is enforced.  If the UE decided not to use the specified WAG, but to use another WAG (perhaps from a previous session), the network could make sure that only the specified WAG will accept the UE request, and all others will refuse.  The UE would not gain any advantage from having a HPLMN address since the HPLMN would also refuse to give the UE service from any source other than the VPLMN.

It should be noted that at any point in this processing, the subscriber may wish to override decisions that made on their behalf.  The subscriber may wish to select a new WLAN, a new VPLMN, or even a new HPLMN.  A new HPLMN request would be treated like the initial HPLMN request, and a new query for a WAG would be sent.  A request for a new WLAN or VPLMN may be controlled by the HPLMN, which would show the allowable choices to the subscriber and allow them to choose an option.  This may be a subset of the available networks, at the discretion of the HPLMN. 

This approach overcomes many limitations of the “environmental” approach.  Instead of having to rely on a finding an address, the UE has a set of IP addresses ready to use.  The HPLMN then controls all the data supplied to the UE, instead of relying on the data provisioned by a WLAN or a VPLMN.  The data is entirely controlled by the HPLMN, which can change it at will. Modifications to the data could take place immediately, and would not wait for “propagation” to other systems as would occur with DNS approaches.

3. Conclusions and Recommendations

Forcing a UE to choose a network connection based only on information it can collect from the immediate environment is a difficult problem.  The problem is greatly simplified if the UE is allowed to communicate directly back to the home network even if service is provided elsewhere in the network.  This allows the simplest solution to many difficult questions of provisioning and control of the UE actions. 

It is recommended to use this approach in TS 23.234.   HP offers to do the editing necessary to document this capability.



































































