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1. Introduction

At this point, it is clear that TS 23.234 (WLAN System Description) is not at a point where it could be used to deploy a functional system for Scenario 3 (Authorization and Accounting).  It is important to identify the work remaining so that may be managed. 

Several approaches could be used, but this paper focuses on comparing TS 23.234 to TS 23.060 (GPRS Stage Two).  TS 23.060 is a well understood document which has existed in several releases, and covers GPRS service for the existing system.  Topics that exist in 23.060 are certainly a candidate to be covered in TS 23.234.  This will help scope the remaining work for TS 23.234. 

Additional topics may need to be added which are WLAN specific, so this list should be considered as conservative. 

2. TS 23.060 Comparison

Comparing the existing 23.234 to 23.060 is a bit of a challenge, since the Table of Contents of 23.060 is six pages long by itself!   Using less than the entire table, however, may lead to missing an important topic.  Because of this, the Table of Contents is considered in several parts, with smaller tables used where appropriate.

A topic in 23.060 may already be considered in 23.234, and this is noted in the comments if this is believed to be true.  Some topics are also very specific to the GPRS radio interfaces, and are should not be covered in 23.234 (they should be covered in the related WLAN radio interface specifications).   The relevance of some topics are a matter of interpretation (such as if “GPRS attach/detach” is the same as “EAP Authentication” in the WLAN), but comments should hopefully make any such issues clear.

The following sections cover each section of 23.060 in detail.  A Summary section uses this information to summarize the impacts to TS 23.234.

2.1 Front Sections:

The initial sections of 23.060 include: 

Foreword

1
Scope


2
References


3
Definitions, abbreviations and symbols


3.1
Definitions


3.2
Abbreviations


3.3
Symbols


4
Main Concept


These are exactly the same in 23.234.

2.2 Section 5: General GPRS Architecture and Transmission Mechanism

This section in 23.060 serves the purpose of laying out a high level overview of the GPRS system.  It is helpful to consider this separately, even though the details will also be covered in later chapters.

This table attempts to summarize the applicability of the paragraph to a WLAN specification. 

	23.060 

Para. No.
	23.060 Para. Name
	Applies to WLAN?
	WLAN Scenario No.
	Comment

	5.1
	GPRS Access Interfaces and Reference Points
	Yes
	All
	Existing network map should work.

	5.2
	Network Interworking
	May
	
	

	5.2.1
	Internet (IP) Interworking
	Yes
	All
	Existing text should support.

	5.3
	High-Level Functions
	Yes
	
	

	5.3.1
	Network Access Control Functions
	Yes
	See Below
	

	5.3.1.1
	Registration Function
	Yes
	3
	Not yet covered

	5.3.1.2
	Authentication and Authorization Function
	Yes
	2 and 3
	Authentication covered, 

Authorization in work.

	5.3.1.3
	Admission Control Function
	Maybe
	4
	Concerns QoS setup inside the network.  

	5.3.1.4
	Message Screening Function
	Yes
	2/3
	Concerned with “firewalls”, but leaves to carriers.  23.234 may need more details.

	5.3.1.5
	Packet Terminal Adaptation Function
	No
	
	“adapts data packets for transport”.  WLAN specific specs cover this.

	5.3.1.6
	Charging Data Collection Function
	Yes
	3
	In work.  SA5 will do the details.

	5.3.1.7
	Operator Determined Barring Function
	Maybe
	3
	Not yet covered.

	5.3.2
	Packet Routeing and Transfer Functions
	Yes
	
	See details below.

	5.3.2.1
	Relay Function
	Yes
	3
	In work under tunneling.

	5.3.2.2
	Routeing Function
	Yes
	3
	In work under tunneling.

	5.3.2.3
	Address Translation and Mapping Function
	Yes
	3
	In work under tunneling.

	5.3.2.4
	Encapsulation Function
	Maybe
	3
	Have not covered if we support X.25 in WLAN.

	5.3.2.5
	Tunnelling Function
	Yes
	3
	In work under tunneling.

	5.3.2.6
	Compression Function
	Maybe
	3
	For Radio compression in 23.060.  May be reapplied to transmission compression in WLAN.

	5.3.2.7
	Ciphering Function
	Maybe
	3
	For Radio security in 23.060.  May be re-applied in WLAN.

	5.3.2.8
	Domain Name Server Function
	Yes
	3
	May not be used in the same way as 23.060.

	5.3.3
	Mobility Management Functions
	Yes
	3
	See Mobility Management in Section 6.

	5.3.4
	Logical Link Management Functions (A/Gb mode)
	No
	
	Applies only to GPRS Radio interfaces.

	5.3.4.1
	Logical Link Establishment Function
	No


	
	See above

	5.3.4.2
	Logical Link Maintenance Functions
	No
	
	See above

	5.3.4.3
	Logical Link Release Function
	No
	
	See above



	5.3.5
	Radio Resource Management Functions
	No
	
	Applies only to GRPS Radio Interfaces

	5.3.6
	Network Management Functions
	Yes
	2/3?
	Not covered yet.  Supplies O&M functions.

	5.4 to 5.4.7
	Logical Architecture
	Yes
	All
	Equivalent section exists in 23.234.

	5.5
	Assignment of Functions to General Logical Architecture
	Yes
	All
	Not yet done.  

	5.6
	User and Control Planes
	Yes
	All 
	Not yet done

	5.6.1 – 5.6.3.8.2
	GPRS specific paragraphs. 
	No
	
	Equivalents needed, but not these specific entries.

	5.7
	Functionality Needed for Mobile IP Using IPv4
	Yes
	All
	3G WLAN should support Mobile IP both IPv4 and IPv6. 

	5.8
	Functionality for Intra Domain Connection of RAN Nodes to Multiple CN Nodes
	No
	
	Specific to GPRS Radio concepts. 


2.3 Section 6: Mobility Management Functionality
This section of 23.060 covers a lot of mobility issues, some of which will impact the WLAN in later scenarios.  Several issues, however, still need to be addressed in Scenarios 2 and 3.

	23.060 

Para. No.
	23.060 Para. Name
	Applies to WLAN?
	WLAN Scenario No.
	Comment

	6.1
	Definition of Mobility Management States
	Yes
	All
	Not yet covered.  This is a detail which should be covered later.

	6.1.1-6.1.2.4.1
	Paragraphs on states in A/GB and Iu Modes
	No
	
	Specific to GPRS.

	6.2
	Mobility Management Timer Functions
	Yes
	
	Not yet covered, but probably needed.

	6.2.1
	READY Timer Function (A/Gb mode)
	No

GPRS 

Specific
	
	

	6.2.2
	Periodic RA Update Timer Function
	Yes
	
	Not yet covered, but may need. 

	6.2.3
	Mobile Reachable Timer Function
	Yes
	
	Not yet covered, but may need.

	6.3-6.3.7
	Interactions Between SGSN and MSC/VLR
	Yes
	6
	Future Work.

	6.4
	MM Procedures
	No
	
	Covers GPRS specific use of radio.  

	6.5 – 6.5.3
	GPRS Attach Function
	Maybe
	3
	May be considered part of tunneling.

	6.6
	Detach Function
	Maybe
	3
	May be considered part of tunneling. “Tunnel teardown” work still needs to be covered.

	6.6.1
	MS-Initiated Detach Procedure
	Yes
	3
	Valid case for WLAN.

	6.6.2
	Network-Initiated Detach Procedure
	Yes
	3
	Valid case for WLAN.

	6.6.2.1
	SGSN-Initiated Detach Procedure
	Yes
	3
	WAG/PDG both may need this.

	6.6.2.2
	HLR-Initiated Detach Procedure
	Yes
	3
	3G AAA may need to do this.

	6.7
	Purge Function
	Maybe
	3
	We may or may not need this function.

	6.8
	Security Function
	Yes
	2/3
	

	6.8.1
	Authentication
	Yes
	2
	Covered already.

	6.8.1.1
	GSM Authentication procedure
	Yes
	2
	Covered already.

	6.8.1.2
	UMTS Authentication procedure
	Yes
	2
	Covered already.

	6.8.2 -6.8.2.4
	User Identity Confidentiality
	Yes
	3
	Not yet covered.  Probably desired.

	6.8.3-6.8.3.3
	User Data and GMM/SM Signalling Confidentiality
	Yes
	2/3
	Not yet covered.

	6.8.4
	Identity Check Procedures
	Yes
	3
	Not yet covered.

	6.8.5
	Data Integrity Procedure (Iu mode)
	No
	
	GPRS Radio specific. 

	6.9-6.9.3
	Location Management Function
	Yes
	4 and beyond.
	Assumed any WLAN mobility is Scenario 4 and beyond.

	6.10- 6.10.2
	Tunnelling of non-GSM Signalling Messages Function (A/Gb mode)
	Yes
	6
	Future work.

	6.11
	Subscriber Management Function
	Yes
	3
	Not yet covered.  

	6.11.1
	Subscriber Management Procedures
	Yes
	3
	Not yet covered

	6.11.1.1
	Insert Subscriber Data Procedure
	Yes
	3
	Not yet covered.  Needs to cover provisioning changes in WLAN data. 

	6.11.1.2
	Delete Subscriber Data Procedure
	Yes
	3
	Not yet covered.  Needs to cover provisioning changes in WLAN data.

	6.12
	Service Request Procedure (Iu mode)
	Yes
	3
	Not yet covered.  May correspond to “registration”.

	6.12.1
	MS Initiated Service Request Procedure
	Yes
	3
	Not yet covered.

	6.12.2
	Network Initiated Service Request Procedure
	Maybe
	3
	Need to consider.

	6.13-6.13.2.2
	Intersystem Change
	No
	
	GPRS Radio networks specific.

	6.14-6.14.2
	Classmark Handling
	Maybe
	3 and beyond
	We have already had some classmark contributions.  May be necessary if different UE and networks emerge. 


2.4 Section 7: Network Management Functionality

This will be needed for WLAN also, but 23.060 gives no details.  It simply says it offers support to the O&M functions of GPRS.

2.5 Section 8: Radio Resource Functionality

This section is specific to the GPRS radio network.  Some concepts (such as passing radio network capabilities) may be needed in scenarios beyond 3, but are not needed for this release of 23.234.   Because of this, this section is skipped.

2.6 Section 9: Packet Routing and Transfer Functionality

	23.060 

Para. No.
	23.060 Para. Name
	Applies to WLAN?
	WLAN Scenario No.
	Comment

	9.1
	Definition of Packet Data Protocol States
	Yes
	3
	May apply to tunnels instead of PDP context.

	9.1.1
	INACTIVE State
	Yes
	3
	Not yet covered.

	9.1.2
	ACTIVE State
	Yes
	3
	Not yet covered.

	9.2
	PDP Context Activation, Modification, Deactivation, and Preservation Functions
	Yes
	3
	Not yet covered.

	9.2.1
	Static and Dynamic PDP Addresses
	Yes
	3
	Not yet covered.

	9.2.1.1
	Dynamic IPv6 Address Allocation
	Yes
	3
	Not yet covered.

	9.2.2
	Activation Procedures
	Yes
	3
	Not yet covered.

	9.2.2.1
	PDP Context Activation Procedure
	Yes
	3
	Not yet covered.

	9.2.2.1.1
	Secondary PDP Context Activation Procedure
	Yes
	3
	Not yet covered.

	9.2.2.2
	Network-Requested PDP Context Activation Procedure
	Yes
	3
	Not yet covered.

	9.2.2.2.1
	Successful Network-Requested PDP Context Activation Procedure
	Yes
	3
	Not yet covered.

	9.2.2.2.2
	Unsuccessful Network-Requested PDP Context Activation Procedure
	Yes
	3
	Not yet covered.

	9.2.3
	Modification Procedures
	Yes
	3
	Not yet covered.

	9.2.3.1
	SGSN-Initiated PDP Context Modification Procedure
	Yes
	3
	Not yet covered. Should be for WAG.

	9.2.3.2
	GGSN-Initiated PDP Context Modification Procedure
	Yes
	3
	Not yet covered.  Should be for PDG.

	9.2.3.3
	MS-Initiated PDP Context Modification Procedure
	Yes
	3
	Not yet covered.

	9.2.3.4
	RNC-Initiated PDP Context Modification Procedure
	No
	
	Radio Specific

	9.2.3.5
	RAB Release-Initiated Local PDP Context Modification Procedure
	No
	
	Radio Specific

	9.2.3.6
	RAN-initiated RAB Modification Procedure (Iu mode)
	No
	
	Radio Specific.

	9.2.4
	Deactivation Procedures
	Yes
	3
	Not yet covered.

	9.2.4.1
	MS Initiated PDP Context Deactivation Procedure
	Yes
	3
	Not yet covered.

	9.2.4.2
	SGSN-initiated PDP Context Deactivation Procedure
	Yes
	3
	Not yet covered. Should be for WAG

	9.2.4.3
	GGSN-initiated PDP Context Deactivation Procedure
	Yes
	3
	Not yet covered.  Should be for PDG

	9.2.5-9.2.5.2
	Preservation Procedures
	No
	
	Radio Specific.

	9.3
	Packet Routeing and Transfer Function
	Yes
	3
	May be part of Tunneling

	9.4
	Relay Function
	Yes
	3
	May be part of Tunneling

	9.5
	Packet Terminal Adaptation Function
	No
	
	Inherent in WLAN processing.

	9.6
	Encapsulation Function
	Yes
	3
	May be part of Tunneling

	9.6.1
	Encapsulation Between GSNs
	Yes
	3
	May be part of Tunneling

	9.6.2-9.6.4
	Encapsulation Between SGSN and RAN in Iu mode
	No
	
	Radio Specific


2.6.1 Section 10: Message Screening Functionality

This is mentioned in 23.060, but is stated to be outside the scope.  23.234 may take this approach, or may make some comments on the level of acceptable “firewalls”.

2.6.2 Section 11: Compatibility Issues

23.234 should take note of any release dependent issues for interactions (e.g. Release 98 authentication vectors may not be able to be used in WLAN applications).  This will also serve as a place holder section for WLAN release dependent issues, if any arise. 

2.7 Section 12: Transmission

This section concerns Radio Specific aspects of GPRS and QoS.  This should be handled via each separate WLAN radio standard. 

2.8 Section 13: Information Storage

This section covers the different elements and the data which they contain.  In the case of TS 23.234 the WAG should be considered instead of the SGSN, and the PDG should be considered instead of the GGSN.

	23.060 

Para. No.
	23.060 Para. Name
	Applies to WLAN?
	WLAN Scenario No.
	Comment

	13.1
	HLR
	Yes
	2
	Not yet covered.

	13.2
	SGSN
	Yes
	3
	As WAG.  Not yet covered.

	13.3
	GGSN
	Yes
	3
	As PDG.  Not yet covered.

	13.4
	MS
	Yes
	2
	As UE.  

	13.5
	MSC/VLR
	Yes
	6
	Future work.

	13.6
	BSS in A/Gb mode
	No
	
	Radio Specific.

	13.7
	RNC/BSC for Iu mode
	No
	
	Radio Specific.

	13.8
	Recovery and Restoration Procedures
	Yes
	2
	Not yet covered.



	13.8.1
	HLR Failure
	Yes
	2
	Not yet covered.

	13.8.2
	SGSN Failure
	Yes
	3
	As WAG.  Not yet covered.

	13.8.3
	GGSN Failure
	Yes
	3
	As PDG.  Not yet covered.

	13.8.4
	VLR Failure
	Yes
	6
	Future work.

	13.8.5
	BSS Failure (A/Gb mode)
	No
	
	Radio Specific.

	13.8.6
	RNC/BSC Failure (Iu mode)
	No
	
	Radio Specific.


2.9 Section 14: Identities

This section may not need to be considered separately, but it was obvious a help in GPRS to be able to define the various values in isolation.  This may also prove true for TS 23.234.

	23.060 

Para. No.
	23.060 Para. Name
	Applies to WLAN?
	WLAN Scenario No.
	Comment

	14.1
	IMSI
	Yes
	3
	May be used for VoIP/ SMS

	14.2
	Packet TMSI
	Yes
	4
	For interworking at least.

	14.3
	NSAPI and TLLI for A/Gb mode
	Yes
	4
	Interworking.  May also be a re-used concept for PDG selection.

	14.4
	NSAPI, RB Identity, and RAB ID for Iu mode
	No
	
	Radio Specific

	14.5
	PDP Address
	Yes
	3
	May be modified for WLAN.

	14.6
	TEID
	Yes
	3
	May be modified for WLAN.

	14.7
	Routeing Area Identity
	No
	
	Radio Specific.  May eventually need to be understood for Scenario 4 interworking.

	14.8
	RAN Registration Area Identity (Iu mode)
	No
	
	Radio Specific.

	14.9
	Cell Identity
	Yes
	3
	Will be the Access Point Address

	14.10
	Service Area Identity (Iu mode)
	Maybe
	3
	May be used to store the address of the serving WLAN system.

	14.11
	GSN Addresses
	Yes
	3
	Will need the various node addresses

	14.11.1
	GSN Address
	Yes
	3
	Being covered by tunneling.

	14.11.2
	GSN Number
	No
	
	Used for SS7 message routing, and shouldn’t be needed for WLAN.

	14.12
	RNC/BSC Addresses (Iu mode)
	No
	
	Radio Specific.

	14.12.1
	RNC/BSC Address
	No
	
	Radio Specific.

	14.12.2
	RNC/BSC Number
	No
	
	Radio Specific.

	14.13
	Access Point Name
	Yes
	3
	Should be the PDG address.  Covered under tunneling.


2.10 Section 15: Operational Aspects

This section serves as a good check list for items like charging, reverse charging, and other items already discussed within GPRS which apply equally in WLAN. 

	23.060 

Para. No.
	23.060 Para. Name
	Applies to WLAN?
	WLAN Scenario No.
	Comment

	15.1
	Charging
	Yes
	3
	May be covered by SA5.

	15.1.1
	Charging Information
	Yes
	3
	

	15.1.2
	Reverse Charging
	Maybe
	3
	Odd requirement, but should be addressed.

	15.2
	Quality of Service Profile
	Yes
	3
	May only need to say the WLAN has limited support.

	15.2.1
	Radio Priority Levels (A/Gb mode)
	No
	
	Radio Specific.

	15.3
	Traffic Flow Template
	Yes
	3
	Used for charging.  Has not been covered.  

	15.3.1
	Rules for Operations on TFTs
	Yes
	3
	Has not been covered.

	15.3.2
	Packet Filter Attributes
	Yes
	3
	Has not been covered.

	15.3.2.1
	Source Address and Subnet Mask
	Yes
	3
	Has not been covered.

	15.3.2.2
	Protocol Number / Next Header
	Yes
	3
	Has not been covered.

	15.3.2.3
	Port Numbers
	Yes
	3
	Has not been covered.

	15.3.2.4
	IPSec Security Parameter Index
	Yes
	3
	Has not been covered.

	15.3.2.5
	Type of Service / Traffic Class and Mask
	Yes
	3
	Has not been covered.

	15.3.2.6
	Flow Label
	Yes
	3
	Has not been covered.

	15.3.3
	Example Usage of Packet Filters
	Yes
	3
	Has not been covered.

	15.3.3.1
	IPv4 Multi-field Classification
	Yes
	3
	Has not been covered.

	15.3.3.2
	IPv4 TOS-based Classification
	Yes
	3
	Has not been covered.

	15.3.3.3
	IPv4 Multi-field Classification for IPSec Traffic
	Yes
	3
	Has not been covered.


2.11 Section 16: Interactions with Other Services

This may only require a quick note in TS 23.234, but would align the information in both 23.060 and 23.234.

	23.060 

Para. No.
	23.060 Para. Name
	Applies to WLAN?
	WLAN Scenario No.
	Comment

	16.1-16.1.2
	Point-to-point Short Message Service
	Yes
	4
	Has not been covered.  All the sub cases in these paragraphs will need to be covered at some time if the capability is supported.

	16.2-16.2.2
	Circuit-switched Services (A/Gb mode)
	Yes
	6
	Future Work

	16.3
	Supplementary Services
	Yes
	3 and beyond
	Need same statement as here: Service not supported.

	16.4
	CAMEL Services
	Yes
	3 and beyond
	Need same statement as here: Service not supported.


2.12 Annex A (normative): APN and GGSN Selection


This section contains two subsections: 

A.1
Definitions


A.2
Selection Rules


A section like this will be needed by WLAN, but is probably covered under the existing tunneling work.

2.13 Remaining Annex:

The remaining annex for 23.060 are: 

Annex B (informative): Figures

Annex C (informative): Tables

Annex D (informative): Change History


These will be used as necessary in 23.234, and do not impact the gap analysis. 

3. Summary of Gaps from 23.060:

Based on the analysis above, the following is the “short list” of topics that exist in GPRS that need to be addressed in WLAN:

Major Issues:

1. Registration processing

2. Network Management issues (may be deferred to SA 5)

3. Mobility Management for Scenario 3.  This may be covered by Registration only, or we may need to add Periodic Registration.

4. Subscriber Management (propagating provisioning changes to the rest of the system)

5. Network based “PDP-Context Activation”

6. Data storage on each element (HLR, 3G AAA, UE, PDG, WAG).

7. Interaction with other services (SMS/ SS/ Camel/ etc.)

There is also a list of other topics that are either minor in nature, be noted as not applying in WLAN.    An example of this is “Operator Determined Barring” which could only apply to calls or to SMS service being offered, and may not apply at all in WLAN cases.  A statement to this effect may be useful in 23.234. 

1. Authorization details (in work)

2. QoS support (document limitations if nothing else)

3. Message Screening (may need more than is in GPRS)

4. Operator Determined Barring (trivial?) 

5. Encapsulation (will we support anything other than IP?)

6. Compression (will we need this at all?)

7. User and Control Planes Descriptions (straightforward after other discussions).

8. Functionality in order support MIP v4 and MIP v6 (e.g. place Foreign Agent in Packet Data Gateway).

9. Mobility Management States (Trivial)

10. Mobility Management Timers (i.e. Periodic registration)

11. Attach/detach equivalent- (Does this exist in WLAN?  It could be considered to be the “EAP Authorization” step… ramifications would need to be considered).

12. Purge function (part of Subscriber Management Issues)

13. User ID confidentiality (beyond current scope?)

14. User data and signaling confidentiality. (beyond current scope)?

15. Address allocation at the PDG (duplicates GGSN?). 

16. Deactivation/modification of a tunnel by an involved element (UE/WAG/PDG).

17. Identity definitions (IMSI, TMSI, etc).

18. Operational Aspects (Charging, Reverse Charging, TFT support)

19. Definition of APN in WLAN (Appendix A).

4. Conclusion

The purpose of this paper has been to help isolate topics remaining to be worked in TS 23.234 based on the contents of TS 23.060.  Several major topics appear to remain to be worked, with several other minor issues that probably should be included in TS 23.234 because of the inevitable comparisons to 23.060.

This list of topics is not complete since it does not include WLAN specific issues (such as system selection issues based on SSID information), but helps place a lower bound on the work.  Because of this, other approaches will be required to generate the entire set of required work for TS 23.234.

