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Introduction

In San Diego the group agreed on the difference between Access Authorization and Service Authorization. It was also agreed that Access Authorization was coupled with Authentication.

This contribution aims at updating the TS 23.234 according to this agreement.

Proposal
*** Start of 1st change ***

3.1
Definitions

[…]

Service Authorization: Authorization for a user to access the requested service according to the user's subscription.

[…]

*** End of 1st change ***

***Start of 2nd change ***

5.1
Access Control Requirements

[…]

· WLAN Access Authorization (i.e. opening of the port) shall occur upon the success of the authentication procedure.
· It shall be possible to indicate to the user of the results of WLAN Access Authorization requests.

· 
· Results of WLAN Access Authorization requests shall be indicated to the WLAN, so that the WLAN can take appropriate action. 

· The WLAN Access Authorization mechanism shall be able to inform the user and WLAN immediately of any change in service provision.

· This TS proposes solutions for operators who want to interwork their WLAN with an existing pre-R6 HLR/HSS.

Additional access control requirements for scenario 3:

· Service Authorization shall occur after the WLAN Access Authentication procedure.

· It shall be possible to indicate to the user any conditions for use of an authorized service.

· Policy control applies to the services authorized for the user.

· Access to 3GPP PS based services shall be provided via WLAN. 3GPP PS based services supported shall include IMS based services including Presence and IMS Messaging services, location based services, MBMS and services built upon combinations of these. Among these services, prioritization is given for information in Annex C.

· Access to PS based services normally provided by the 3GPP PS Core Network shall be provided via WLAN. These PS based services shall include support of private addressing schemes, external address allocation, secure tunneling to private external network, ability to provide addresses of DNS and NetBios servers specific to a private external network. End to end Quality of Service shall be supported when accessing these services via WLAN.

Note: some limitations may exist because of the WLAN AN.

· A scenario 3 WLAN inter-working system shall be able to support WLAN UEs operating in scenario 2, e.g. according to subscription.

· A scenario 2 WLAN inter-working system shall be able to indicate in the reject cause for access from a scenario 3 WLAN UE that only scenario 2 is supported.

· A scenario 3 WLAN inter-working system shall be able to mandate all flows to be routed to the HPLMN, e.g., according to subscription. This routing enforcement shall not rely on the WLAN UE client.

Note: This may mandate additional functionality existing in the WLAN AN.

*** End of 2nd Change ***

*** Start of 3rd Change ***

5.2 Access Control Principles

End to End Authentication :  WLAN Authentication signaling is executed between WLAN UE and 3GPP AAA Server for the purpose of authenticating the end-user and authorizing the access to the WLAN and 3GPP network.
[…]

3GPP WLAN attach: The WLAN-attach status indicates whether the WLAN UE is now being served by the 3GPP WLAN IW network.
A UE is “WLAN-attached” after successful authentication and WLAN Access Authorization.
A UE is “WLAN-detached” in 3GPP network after its disconnection, or its authentication or WLAN Access Authorization being cancelled.
The WLAN-attach status is maintained by the 3GPP AAA server. 
The UE’s WLAN attach status should be obtained from the AAA Server directly or through the HSS, by other entities in the 3GPP or 3GPP connected network. Other entities in the 3GPP network obtain the UE’s WLAN-attach status directly from the AAA Server or through the HSS.

The description of the corresponding status in the UE is out of the scope of this TS.

[…]
*** End of 3rd Change ***
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