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Introduction

TR 23.917 v0.8.0 describes the interactions between the PDF and the AF. However, it is sometimes not clear how the PDF functions are controlled and in which way the information between both entities is exchanged.

We think these aspects need to be discussed further. Therefore, we propose to clarify that:

· the AF shall be able to instruct the PDF how to act in case of certain events related to SBLP, and

· the Gq reference point shall be able to work on a higher granularity of information exchange than the Go reference point with regard to service description as well as service control.

Discussion

To provide a homogeneous service perception, even in roaming scenarios, an identical policy control mechanism in different operator networks is very important. We therefore think, that the AF is responsible for controlling and instructing the PDF, because only the AF knows which policy control functions are really needed for the service. Such relationship is the only way to ensure a similar policy control mechanism in different networks. 

This is especially of importance for the PDF initiated revoke of authorization. Without control from the AF, a PDF could easily interrupt services due to some PDF internal policies. Nevertheless, PDF internal policies could be applied but have to already influence the service setup. This would enforce PDF internal policies and at the same time prevent any later impact on the service. Furthermore the AF could explicitly allow the PDF to revoke the authorization for certain services autonomously.

Furthermore, the granularity for the information exchange on the Gq reference point should be appropriate to the service. Therefore, the AF should control the granularity, since only the AF knows the details of the service. On the one hand, the information describing the service should make use of a format similar to the SDP session and media description - even for services that do not use SDP. On the other hand, the control of the service and the indications the PDF has to forward could also vary for different services. An IMS service may want to receive all indications for the media components while another service may be only interested to know when there is no bearer existing anymore.

Proposed Changes

Start of modified section

7.3  Relationship between functional entities

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:

There are multiple instances of the Application Functions, GGSNs and PDFs.

The GGSN and the associated PDFs exist within the same operator’s network and are provisioned to know about each other (e.g., configured with a list of allowed names/addresses).

The AF and the PDF need not exist within the same operator’s network. They may be provisioned to know about each other or one may discover the other and establish a secure relationship.

The GGSN, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the GGSN and the PDF.

Further, the following rules apply:

· One GGSN may get policy information from multiple PDFs. Different PDFs do not take decisions on the same resources of a single GGSN.

· A given PDF may give policy information to a number of GGSNs

· One PDF shall be able to serve more than one Application Function

· For IMS services which PDF the GGSN needs to go to is identified by the authorization token

· The GGSN knows which PDFs are part of its network. This is for security reasons. The GGSN must have a list of valid PDFs to prevent a UE from tampering with the authorization token in order to redirect the GGSN to a fake PDF.

· A given Application Function may interact with a number of PDFs, although on a per-session basis, it shall interact with only a single PDF.

For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

· A given PDF may interact with a number of P-CSCFs

For service based policy control, the AF does not interact with the GGSN directly; instead, it interacts with the PDF and the PDF acts on certain events as instructed by the AF. For certain events related to SBLP, the AF shall be able to give instructions to the PDF to act on its own, i.e. based on the service information currently available. The following events are subject to instructions from the AF:
· The authorization of the bearer establishment or modification.
· The revoke of authorization.
· The gate control.
· The forwarding of indications.
End of modified section
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9  Functional Requirements

This section identifies the requirements for support of the architecture:

General Requirements

1. Regardless of how the architecture evolves, the release 5 solution with a Go interface between the PDF/P-CSCF and GGSN must be retained for backwards compatibility. Development of the Go protocol is out of scope of this TR.

2. The Gq protocol should be service agnostic. 

3. The AF shall be able to give instructions to the PDF on how to act on certain events related to SBLP.
Service Requirements


1. The Gq reference point shall be able to work on a higher granularity of description information exchange than the Go reference point. The AF sends service description information while the PDF converts this information to the next lower level, i.e. media component (in case SDP is used by the service) or IP flow description information.
End of modified section







