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This document proposes to resolve points noted for further work in TR 23.917 and to review the progress of the work item.

Proposals to resolve current open points in the TR:

1. Remove reference to emergency and IMS signalling. Emergency is dealt with in the emergency TR, and IMS signalling issues have been resolved in rel5.

2. Resolve FFS on service requirements by adding generic requirements for services that may want to access the IP bearer resources network (e.g. UMTS PS domain)

3. Reword text in “Example of rel6 policy control usage with a PSS application” to clarify that the points raised are not to be resolved in this TR (there are more from an application function ie PSS server point of view to note)

4. Follow current recommendation in TR to enable the use of the authorised QoS resources for PSS, when those are authorised (no need to wait for resources commit), and remove other possibility which is FFS

Review and proposals for the progress of the work item:

We recommend that SA2 should plan to have the TR sent for information at the next SA meeting in September 2003. The functions needed for this work have now been identified and described at least partially. The stage 2 impacts are taken care of by the new S2 work item for Gq, and the stage 3 work is being taken care of by CN3.

Proposed changes for resolution of FFS items in 23.917:


6 Objectives

Opening the interface between the PDF and the P-CSCF may greatly simplify introduction of new services and enable operators to leverage their ownership of the access network by introducing opportunities for service-based control of the access for a whole range of services (potentially including third party services) in an operator controlled manner.

Decoupling of the PDF & P-CSCF could:

· Enable service based local policy control over IP bearer resources and SIP services to evolve separately.

· Facilitate future application of service based local policy control over IP bearer resources for non-SIP services (e.g., streaming services, etc.) that the operator will want to deploy.

· Improve network scalability/stability by allowing the decoupled functions to be scaled/upgraded independently according to network requirements. 

· Encourage more flexibility in engineering and policy control of IP bearer resources. This means that policy control mechanisms for IP bearer resources related to SIP- & non-SIP-based services, as well as their related IP bearer resources, can be controlled either together or separately.

In order to obtain all these benefits related to distributed policies, a generic protocol should be used allowing any service domain to provide session authorization to their customers in a particular access network.

Figure 2 shows the IM Subsystem as well as other services, in relation to the UMTS Core Network. Decoupling of the PDF from the P-CSCF enables policy control to be applied for other services than SIP IMS services. 
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 Figure 2: Policy applied to IMS and other services, also showing an integrated P-CSCF/PDF
The benefit of the service-based policy control for IMS and non IMS services will be investigated in this technical report. One example of non IMS service standardised by 3GPP is PSS based streaming services, for which rel6 policy control usage is evaluated. It is expected that other services (not necessarily standardised by 3GPP) may also use the evolved policy control in order to control access to the IP bearer resources (e.g. UMTS PS domain/GPRS domain resources).
· 
· 
· 
· 
· 
Next modified section

7 Function Requirements

This section identifies the requirements for support of the architecture:

General Requirements

1. Regardless of how the architecture evolves, the release 5 solution with a Go interface between the PDF/P-CSCF and GGSN must be retained for backwards compatibility. Development of the Go protocol is out of scope of this TR.

2. The Gq protocol should be service agnostic. 

Service Requirements


There are many different services that can be provided over the IP bearer resources (e.g. UMTS PS domain/GPRS domain resources). The general requirements for policy control, which should be common to most services requiring SBLP, include the following:

The Application Function needs to be able to:
1. Authorise request for access to the IP bearer resources

2. Provide service determined policy information

3. Indicate characteristics/needs of service

4. Exchange charging correlation information to the IP bearer resources network.
5. Control usage of authorised IP bearer resources (gating)
6. Be informed of particular IP bearer resources network situations

7. 
Next modified section

8 Example of rel6 policy control usage with a PSS application
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An RTSP session to the PSS server constitutes the signalling, with a separate bearer set up for the media stream(s) which may utilise RTP/RTCP but which may be some other protocol, dependent on the source and the media type.

When the UE makes a session request in the PS domain (i.e. a PDP context request) the GGSN requests authorisation from the PDF via the Go interface, using the authorisation token that the UE included in the PDP context request. 

The PDF informs the GGSN of the agreed session parameters and the GGSN will allow, decline or negotiate down the request after cross checking this with the parameters requested by the UE.

The scenario described here for PSS services would require the PSS server to support the Gq interface, and the UE to support passing the authorisation token, which are mechanisms not supported in the existing PSS application. Existing PSS services are defined in TS 26.233 and do not use the PDF. To support SBLP control which uses the PDF, PSS servers would need to support the Gq interface in addition to the requirements from TS 26.233. 

Existing (not using additional -rel6 functionality as described in this TR) PSS services can be created (including support for 3GPP users) to access streaming services including services outside of the operator’s domain (currently available in the Internet today). These services do not control the access of the IP bearer resources via the PDF 
Application of policies beyond an operator domain is subject to roaming agreements. If we use the PDF for PSS, a PSS server outside of the operator’s domain, requires either access to the PDF of the operator's domain, or access to an AF in that domain. Hence user experience in the roaming scenario can vary if proper roaming agreements and SLAs are not in place.
It is necessary to avoid widely different policies within different operators, as this will likely cause service disruption towards user experience due to frequent changes in the service-QoS mapping table in the UE when roaming.

Applying policy requires an added authorization mechanism (compared to when always allowing any PSS, where this authorization mechanism does not happen).

SDP usage for a streaming service may not be available to the PSS server, in such cases using SBLP is only possible when there is some other means to provide the PSS server with information about the media. 
The flows for PSS system are shown below.  The flows assume that GGSN, PSS & PDF are all aware of each other’s existence and within an operator’s domain. The session release flows shown below show a UE initiated session release.

It should also be noted that the PSS server in the current PSS service scenarios does not initiate session release towards the terminals, sessions are either abruptly terminated or terminated via redirection towards a message service.

For radio loss, the GGSN can report the change in the network conditions, via the procedure described in 23.917 8.6 Indication of network resources events
10.1 Resource reservation

The GGSN, when receiving a request for a PDP context activation will, via the Go interface, request authorisation from the PDF. The authorisation token is used as the mechanism to enable the GGSN to contact the PDF that generated it. 

The signalling flow is shown below. In this scenario the PSS server has not required further interaction from the PDF at resource reservation, and had also requested opening of the gate at authorisation.
Note that the SGSN is involved in the PDP Context signalling but is not shown in the diagram for simplicity.
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PSS Resource Reservation

1) GGSN receives the Secondary PDP Context Activate request. It should be noted that more than one Secondary PDP Context may be requested dependent on the media streams that are part of the service.  

2) GGSN requests the PDF to authorise the resources. The Media authorisation token received in the PDP context activation is used to identify the session and end point for the COPS request. 

3) PDF authorises the resources. The PDF sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g., enable the use of the authorised QoS resources. 

4) GGSN sends COPS RPT message(s) back to the PDF.

5) GGSN confirms the PDP context is accepted
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