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Introduction

TR 23.917 v0.8.0 contains a section 8.3.2 on the bearer establishment part of the authorization of QoS resources procedure. 

We think that the following aspects in the bearer establishment call flow need to be corrected or added:

· The AF could only provide general information (e.g. of session level QoS information like the SDP bandwidth attribute) but no concrete IP level QoS or filter information. It is the task of the PDF to map the general information to detailed authorization information (consisting of IP level QoS and filter information).

· Step 4 is reworded to clarify that session information is either received in step 3 or during previous PDF interaction with that AF.

· The indication of a successful bearer establishment is added (as described in 7.4.7).

· The transfer of GPRS charging information to the AF is added (as required in 7.4.2).

The corresponding sections describing the call flows for the IMS and the PSS scenarios are aligned.

Proposed Changes

Start of modified section

8.3.2 Authorisation of QoS resources, bearer establishment, and exchange of information for charging correlation
At bearer establishment, the PDF can contact the AF. This may be done in the case that the previous interaction at session establishment requested this, or when the previous interaction did not include QoS information for authorisation at that time. This further step is used for confirmation of reservation as required by the AF.
The following flow shows the authorisation of the QoS resources at bearer establishment and the exchange of information for charging correlation.
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Figure 4:  Authorize QoS resources, bearer establishment, and exchange of information for charging correlation
1) A COPS-PR REQ is received over the Go interface at the PDF. 

2) A PDF generated authorization token enables the PDF to identify the authorisation status information. If the previous PDF interaction with that AF had requested this, or if the previous interaction with the AF did not include QoS information, the PDF sends an authorisation message to that Application Function.

3) The AF sends the authorisation information to the PDF. 

4) The PDF shall authorize the required QoS resources for the session and install the IP bearer level policy in its internal database. This is based on session information from the AF received in step 3 or during previous PDF interaction with that AF.

5) The PDF sends further Go messaging.

6) A COPS-PR RPT is received over the Go interface at the PDF containing the GPRS charging information.
7) The PDF shall send an indication for the successful bearer establishment, which contains the received GPRS charging information, to the AF.
8.3.3  Example of authorisation of QoS resources and exchange of information for charging correlation, P-CSCF is Application Function

One example of usage of the authorisation flow above is at IMS session setup. This scenario is shown below:
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Figure 5: Example Information flow for IMS session set-up

The P-CSCF sends an authorisation request message to the PDF to request an authorisation token. The message may include SDP information. All possible interactions between P-CSCF and PDF at this stage are not shown in this call flow. The P-CSCF may provide sufficient information to enable the PDF to make authorization decisions.

The PDF uses the information received from the P-CSCF in order to authorize the necessary QoS resources.

An authorisation token is generated by the PDF. The authorisation token is a globally unique value. This authorisation token includes the PDF identifier. The PDF identifier ensures that the GGSN knows which PDF to contact for Go interface flows.

The PDF sends an acknowledgement message to the P-CSCF containing the Authorisation Token.

If the P-CSCF had requested to be instructed at resources setup, the PDF further interacts with the P-CSCF on bearer establishment. The P-CSCF makes an IMS decision on the authorisation and sends authorisation information to the PDF. The PDF makes an authorisation decision which is communicated to the GGSN. The successful installation of the decision is reported to the P-CSCF together with the GPRS charging information received. 
End of modified section

Start of next modified section

10.2  Resource reservation

The GGSN, when receiving a request for a PDP context activation will, via the Go interface, request authorisation from the PDF. The authorisation token is used as the mechanism to enable the GGSN to contact the PDF that generated it. 

The signalling flow is shown below. In this scenario the PSS server has not required further interaction from the PDF at resource reservation.

Note that the SGSN is involved in the PDP Context signalling but is not shown in the diagram for simplicity.
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PSS Resource Reservation

1) GGSN receives the Secondary PDP Context Activate request. It should be noted that more than one Secondary PDP Context may be requested dependent on the media streams that are part of the service.  

2) GGSN requests the PDF to authorise the resources. The Media authorisation token received in the PDP context activation is used to identify the session and end point for the COPS request. 

3) PDF authorises the resources. It is FFS whether it is at this stage that the PDF sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g., enable the use of the authorised QoS resources, or whether this is done later at resources commit.  

Note: The Go protocol (and thus presumably also the Gq protocol) permits the commit authorisation to be included with the authorisation decision. Since the traffic flow itself is controlled from a trusted network server rather than an untrusted end user, it is unclear under what circumstances the AF would not authorise the commit in conjunction with the initial authorisation data. How does the PSS server know that it must interact further with the PDF to commit the resources needs to be addressed.

4) GGSN sends COPS RPT message(s) back to the PDF.

5) GGSN confirms the PDP context is accepted.

6) PDF sends an indication for the successful bearer establishment, which contains the received GPRS charging information, to the AF.

End of next modified section
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