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<< First changed clause >>
5.3.1
External Location Client Function (LCF)

The Location Client Function (LCF) provides a logical interface between the LCS client and the LCS server.

This function is responsible for requesting location information for one or more UEs, with a specified "QoS" and receiving a response, which contains either location information or a failure indicator.


<< Next changed clause >>
6.2
Allocation of LCS functions to network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these entities should be allocated to the UE.

LCS is logically implemented on the network structure through the addition of one network node, the Mobile Location Center (MLC). It is necessary to name a number of new interfaces. The LCS generic architecture can be combined to produce LCS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services

	Funct.
Group
	Functional component
	Full name of Functional Block
	Abbrev.

	Loc. Client
	Location Client 

Component
	(External) Location Client Function
	LCF

	
	
	Internal Location Client Function
	LCF 

-internal

	
	
	
	

	LCS Server in PLMN
	Client handling component
	Location Client Control Function
	LCCF

	
	
	Location Client Authorization Function
	LCAF

	
	System handling component
	Location System Control Function
	LSCF

	
	
	Location System Billing Function
	LSBF

	
	
	Location System Operations Function
	LSOF

	
	Subscr. handling component
	Location Subscriber Authorization Function
	LSAF

	
	
	Location Subscriber Privacy function
	LSPF

	
	Positioning component
	Positioning Radio Control Function
	PRCF

	
	
	Positioning Calculation Function
	PCF

	
	
	Positioning Signal Measurement Function
	PSMF

	
	
	Positioning Radio Resource Management
	PRRM


Table 6.2 and figure 6.2 illustrate the allocation of functional entities in the reference configuration of LCS. It is assumed that the CS and PS have either their own independent mobility management or use the joint mobility management through the optional Gs interface.

It is also seen that LCS may take benefit of the Iur interface between RNCs, when uplink radio information and measurement results are collected.

The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted, and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.

Table 6.2: Allocation of LCS functional entities to network elements

	
	UE
	RAN
	GMLC
	SGSN
	MSC/MSC Server
	HLR
	Client

	Location client functions

	LCF
	X
	
	
	X
	X
	
	X

	LCF
Internal
	
	X
	
	
	
	
	

	Client handling functions

	LCCTF
	
	
	X
	
	
	
	

	LCCF
	
	
	X
	
	
	
	

	LCAF
	
	
	X
	
	
	
	

	System handling functions

	
	
	
	
	
	
	
	

	LSCF
	
	X
	
	X
	X
	
	

	
	
	
	
	
	
	
	

	LSBF
	
	
	X
	X
	X
	
	

	LSOF
	X
	X
	X
	X
	X
	
	

	Subscriber handling functions

	LSAF
	
	
	
	X
	X
	
	

	LSPF
	
	
	
	X
	X
	X
	

	Positioning functions

	PRCF
	
	X
	
	
	
	
	

	PCF
	X
	X
	
	
	
	
	

	PSMF
	X
	X
	
	
	
	
	

	PRRM
	
	X
	
	
	
	
	

	
	UE
	RAN
	GMLC
	SGSN
	MSC/MSC Server
	
	Client


<< Next changed clause >>
7.2
Um and Uu Interfaces


The Um and Uu interfaces are used to communicate among the LCS entities associated with the BSC and RNC, the UE and the stand-alone Location Measurement Units (LMU). The Um and Uuinterfaces are also used to communicate between the LCS entities in the core network and the UE.

The Um/Uu interfaces may pass measurement requests and results to and from UE or the stand-alone LMU.

The Um/Uu interfaces may also pass location requests from internal or external LCS Clients (Applications) at the UE. Note that these requests may require the services of the LCS entities associated with the core network to authenticate clients and subscriber subscriptions to aspects of the LCS.

The Um/Uu interfaces may also be used for broadcast of information that may be used by the UE or stand-alone LMU for their LCS operations. This may, for example, include timing information about nearby Node-B/BTS transmissions that may assist the UE or LMU in making their measurements. In UTRAN code information may be included.

The Um and Uu interfaces may also pass messages relating to changes or reporting of the data associated with the Location System Operations Function (LSOF) in the UE or the remote LMU.

UTRAN Stage 2 specification TS 25.305 [1] specifies LCS signaling over the Uu interface and GERAN Stage 2 specification TS 43.059 [16] over the Um interface correspondingly.

Message segmentation is specified in GERAN LCS Stage 2, TS 43.059 [16].
<< Next changed clause >>
8.2
State description for VMSC and MSC Server

8.2.1
VMSC and MSC Server States


<< Next changed clause >>
9.1
Mobile Terminating Location Request
It is noted that GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain.
9.1.1
MT-LR routing procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR

1)
An external LCS client requests the current location of a target UE from a GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related  location request, the GMLC obtains and authenticates the called party number of the LCS client. For a session related location request, the GMLC obtains and authenticates the APN-NI of the LCS client. If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.

2)
If the GMLC already knows both the VMSC/MSC server or SGSN (Note: only applicable to 3G-SGSN in Rel-4) location and IMSI for the particular MSISDN, (e.g. from a previous location request), this step and step 3 may be skipped. Otherwise, the GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR of the target UE to be located with the IMSI or MSISDN of this UE. 

3)
The HLR verifies that the calling party SCCP address of the GMLC corresponds to a known GSM/UMTS network element that is authorized to request UE location information. The HLR then returns one or several of the addresses, the current SGSN and/or VMSC/MSC server and whichever of the IMSI and MSISDN was not provided in step (2) for the particular UE.
Note: HLR may prioritize between the MSC/VLR or SGSN address sent to GMLC. The priority criteria are for further study.

4)
In case GMLC receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure only shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (ex. MS available) in requested PS/CS-MT-LR, see 9.1.8.

NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HLRor information already stored in the GMLC (e.g. obtained from previous location requests).

5)
GMLC sends the location service response to the LCS client. If the LCS client requires it, the GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.

The detailed CS-MT-LR and PS-MT-LR procedures in step 4 of figure 9.1 are described in 9.1.2 and 9.1.6.

The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.

<< Next changed clause >>
9.1.2.1
Location Preparation Procedure

1)
Common PS and CS MT-LR procedure as described in 9.1.1.

2)
The GMLC sends a PROVIDE_ SUBSCRIBER _LOCATION message to the MSC/MSC server indicated by the HLR. This message carries the type of location information requested (e.g. current location), the UE subscriber's IMSI, LCS QoS information (e.g. accuracy, response time) and an indication of whether the LCS client has the override capability. For a call related location request, the message also carries the LCS client's called party number. For a value added LCS client, the message shall carry the client name and the external identity of the LCS client. For a PLMN operator LCS client, the message shall carry the internal identity of the LCS client.
3)
If the GMLC is located in another PLMN or another country, the VMSC/MSC server first authenticates that a location request is allowed from this PLMN or from this country. If not, an error response is returned. The VMSC/MSC server then verifies LCS barring restrictions in the UE user's subscription profile in the MSC server. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If LCS is to be barred without notifying the target UE and a LCS client accessing a GMLC in the same country does not have the override capability, an error response is returned to the GMLC. Otherwise, if the UE is in idle mode, the Core Network performs paging, authentication and ciphering. The MSC will page a GPRS attached UE either through A/Iu or Gs interface, depending on the presence of the Gs interface (see Note 2). The UE will inform the network about its LCS capabilities, as described in chapter 6.3.4.. If the UE is instead in dedicated mode, the VMSC/MSC server will already have UE classmark information. In GSM this is supported by controlled early classmark sending.

Note 1:
In GSM, if the target UE has an established circuit call other than speech, the location request may be denied and an error response is then returned to the GMLC. If the location request is allowed for a non-speech circuit call, it shall be up to RAN to decide, on the basis of the applicable position methods and requested QoS, whether positioning is possible. 
Note 2: 
In some network mode of operation, a GPRS capable UE may not receive the CS paging. In addition, upon receipt of a CS paging, a GPRS capable UE may immediately answer to the Paging Request or delay the answer, as defined in 3GPP TS 22.060 and 23.060. A GPRS UE in class B mode may also suspend its GPRS traffic, sending a GPRS Suspension Request to the network.

4)
If the location request comes from a value added LCS client and the UE subscription profile indicates that the UE must either be notified or notified with privacy verification and the UE supports notification of LCS (according to the UE Capability information), an LCS Location Notification Invoke message is sent to the target UE indicating the type of location request (e.g. current location) and the identity of the LCS client and whether privacy verification is required. Optionally, the VMSC/MSC server may after sending the LCS Location Notification Invoke message continue in parallel the location process, i.e. continue to step 6 without waiting for a LCS Location Notification Return Result message in step 5.


NOTE 3:
It is for further study, if all available client identities are to be included in the Privacy Notification message to be shown to the end-user.
5)
The target UE notifies the UE user of the location request. If privacy verification was requested, the target UE indicates to the UE user whether the location request will be allowed or not allowed in the absence of a response and waits for the user to grant or withhold permission. The UE then returns an LCS Location Notification Return Result to the VMSC/MSC server indicating, if privacy verification was requested, whether permission is granted or denied. Optionally, the LCS Location Notification Return Result message can be returned some time after step 4, but before step 9. If the UE user does not respond after a predetermined time period, the VMSC/MSC server shall infer a "no response" condition. The VMSC/MSC server shall return an error response to the GMLC if privacy verification was requested and either the UE user denies permission or there is no response with the UE subscription profile indicating barring of the location request in the absence of a response. 

6)
The MSC/MSC server sends a Location Request message to RAN. This message includes the type of location information requested and requested QoS and, in GSM, the UE's location capabilities. 

<< Next changed clause >>
9.1.5.3
Location Calculation and Release Procedure

6)
When a location estimate best satisfying the requested QoS has been obtained, RAN returns it to the VMSC/MSC server. If a location estimate could not be obtained, the RAN returns a location response containing a failure cause and no location estimate.
7)
Depending on local regulatory requirements, the VMSC/MSC server may send a MAP Subscriber Location report to a GMLC associated with the emergency services provider to which the emergency call has been or will be sent. This message shall carry any location estimate returned in step 6, the age of this estimate and may carry the MSISDN, IMSI and IMEI of the calling UE. In North America, any NA-ESRD and any NA-ESRK that may have been assigned by the VMSC/MSC server shall be included. The message shall also indicate the event that triggered the location report. If location failed (i.e. an error result was returned by RAN in step 6), an indication of failure rather than a location estimate may be sent to the GMLC: the indication of failure is conveyed by not including a location estimate in the MAP Subscriber Location Report.

8)
The GMLC acknowledges receipt of the location information. For a North American Emergency Services call, the GMLC shall store the location information for later retrieval by the emergency services LCS client. 

9)
The GMLC may optionally forward the information received in step 8 to the emergency services LCS client. For a North American emergency services call the client is expected to obtain the location information by requesting it from the GMLC.
10)
At some later time, the emergency services call is released.
11)
For a North American Emergency Services call, the MSC/MSC server sends another MAP Subscriber Location Report to the GMLC. This message may include the same parameters as before except that there is no position estimate and an indication of emergency call termination is included.
12)
The GMLC acknowledges the MSC/MSC server notification and may then release all information previously stored for the emergency call.

<< Next changed clause >>
9.1.6
Packet Switched Mobile Terminating Location Request
(PS-MT-LR)

Figure 9.5 illustrates the general network positioning for LCS clients external to the PLMN for packet switched services. In this scenario, it is assumed that the target UE is identified using an MSISDN or IMSI.

[image: image2.wmf] 9.Location Report

UE

HLR/

HSS

GMLC

RAN

Client

SGSN

 7. Location Request

 4. Security procedures

 11. LCS Service Response

 2. Provide Subscriber Location

8. Messages for individual positioning methods

 10.  Provide Subscriber Location ack.

 5. LCS Location Notification Invoke

 6. LCS Location Notification Return Result

 3. UE Paging

 1. Common procedure for PS and CS MT-LR


Figure 9.5: General Network Positioning for Packet Switched MT-LR

9.1.6.1
Location Preparation Procedure

1)
Common PS and CS MT-LR procedure as described in 9.1.1.

2)
GMLC sends a Provide Subscriber Location message to the SGSN indicated by the HLR. This message carries the type of location information requested (e.g. current location), the UE subscriber's IMSI, LCS QoS information (e.g. accuracy, response time) and an indication of whether the LCS client has the override capability. For a session related location request, the message also carries the APN-NI to which the user has established the session. For a value added LCS client, the message shall carry the client name and the external identity of the LCS client. For a PLMN operator LCS client, the message shall carry the internal identity of the LCS client.
3)
If the GMLC is located in another PLMN or another country, the SGSN first authenticates that a location request is allowed from this PLMN or from this country. If not, an error response is returned. The SGSN then verifies LCS barring restrictions in the UE user's subscription profile in the SGSN. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If LCS is to be barred without notifying the target UE and a LCS client accessing a GMLC in the same country does not have the override capability, an error response is returned to the GMLC. 
Otherwise, if the UE is in idle mode, the SGSN performs paging. The paging procedure is defined in TS 23.060[15].


4)
Security functions may be executed. These procedures are defined in TS 23.060 [15].

5)
If the location request comes from a value added LCS client and the UE subscription profile indicates that the UE must either be notified or notified with privacy verification and the UE supports notification of LCS, a notification invoke message is sent to the target UE indicating the type of location request (e.g. current location) and the identity of the LCS client and whether privacy verification is required. Optionally, the SGSN may after sending the LCS Location Notification Invoke message continue in parallel the location process, i.e. continue to step 7 without waiting for a LCS Location Notification Return Result message in step 6.

6)
The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the user to grant or withhold permission. The UE then returns a notification result to the SGSN indicating, if privacy verification was requested, whether permission is granted or denied. Optionally, this message can be returned some time after step 5, but before step 10. If the UE user does not respond after a predetermined time period, the SGSN shall infer a "no response" condition. The SGSN shall return an error response to the GMLC if privacy verification was requested and either the UE user denies permission or there is no response with the UE subscription profile indicating barring of the location request.

7)
The SGSN sends a Location Request message to the RAN. This message includes the type of location information requested, the requested QoS and any other location information received in paging response.

<< Next changed clause >>
9.1.7.2
Location Calculation and Release Procedure

3)
When a location estimate best satisfying the requested QoS has been obtained , the RAN returns a Location Report to the SGSN. This message carries the location estimate that was obtained. If a location estimate was not succesfully obtained , a failure cause is included in the Location Report.

4)
The SGSN shall send a MAP Subscriber Location Report to the GMLC obtained in step 1 carrying the MSISDN of the UE, the identity of the LCS client, the event causing the location estimate (NI‑LR-PS) and the location estimate and its age.

5)
The GMLC shall acknowledge receipt of the location estimate provided that it serves the identified LCS client and the client is accessible.

6)
The GMLC may transfer the location information to the LCS client either immediately or upon request from the client.

<< Next changed clause >>
9.1.8.2
Location Report Procedure

5)
Immediately following step 3, the SGSN/MSC shall verify if the requested event is already satisfied (e.g. UE available inferred from a current transaction) or can be invoked immediately  (e.g. by paging the UE and receiving a page response). If requested event is not existing the SGSN/MSC waits until it has occurred or until some maximum time has expired. 

In case the SGSN/MSC receives an indication that the UE has moved to another SGSN/MSC while it is waiting for the requested event to happen, a Subscriber Location Report is directly sent to the GMLC with the reference number that was included in the Provide Subscriber Location and the information that MT-LR must be re-initiated against the new SGSN/MSC. The adress of the new SGSN/MSC is included in Subscriber Location Report if available. (If new SGSN/MSC adress was included, the GMLC continues at step 1 above, otherwise it continues with an interrogation against HLR as described in 9.1.1.)

6)
When the requested event is detected, the SGSN/MSC will proceed with the location request as described in 9.1.2/9.1.6. 

If either security or privacy check related actions fail, a Subscriber Location Report with the reference number that was included in the Provide Subscriber Location is returned with appropriate error cause indicating termination of the deferred location request.

7)
When location information has been obtained from the RAN, the SGSN/MSC returns the Subscriber Location Report. The report shall include the reference number that was included in the Provide Subscriber Location and an indication that this is a response to a previously sent deferred location request.

If the location information could not be obtained, or the SGSN/MSC for some other reason decides to not wait any longer for the requested event to occur (ex. timer expires), the Subscriber Location Report with the reference number that was included in the Provide Subscriber Location will be returned with an appropriate error cause indicating termination of the deferred location request.

8)
GMLC then returns the LCS Service Response to the LCS Client as in 9.1.2/9.1.6.

<< Next changed clause >>
10.5
Interworking with pre-Rel'4 LCS

This clause describes possible scenarios for interworking with a node which support only pre-Rel'4 LCS features and functions. It is noted that LCS is only supported in A-mode and Iu-mode in the CS domain in Rel-99. LCS is supported in A-mode and in Iu-mode in the CS and PS domains for UTRAN in Rel-4. Since LCS service performed in PS domain was introduced in Rel-4, there is no Pre-Rel-4 interworking issue for PS domain.

The concept of LCS capability set is introduced in Rel4 so that it doesn’t appear in the specifications for R98 and R99 LCS.
10.5.1
Interworking with the VLR supporting only pre-Rel'4 LCS

The VLR that supports only pre-Rel'4 LCS cannot handle the extended privacy control for call-related/call-unrelated class of the Rel'4 LCS. That is, the VLR cannot provide the extended call-related/call-unrelated class service to the user who subscribes to the Rel'4 LCS. Therefore HLR does not send the subscriber data on call-related/call-unrelated class for users who subscribe to the call-related class of Rel'4 LCS to the VLR that supports only pre-Rel'4 LCS. The HLR is notified whether the VLR supports Rel'4 LCS or not by an indication , which indicates all the LCS core network signalling capabilities the VLR supports, from the VLR during location update procedure. The following two LCS core network signalling capabilities are identified in the current version of this specification. 

-
LCS core network signalling capability set 1:
R98 and R99 LCS (pre-Rel’4 LCS)

-
LCS core network signalling capability set 2:
Rel’4 or later LCS

The serving node, which notified the HLR that it supports LCS core network signalling capability set 2, shall be able to handle the extended LCS Client list and LCS Client List for call-related class from the HLR.
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