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Introduction

Properly solving IPV4-IPV6 interworking is important for the success of IMS as IMS users are likely to be often engaged in SIP sessions involving peer SIP users (outside IMS) which are likely not to use IPV6.

Discussion

When looking at IPv6-IPv4 interworking solutions we can distinguish two types of solutions. The first one being based on interworking in the terminals, the most well known solution here is DSTM (Dual Stack Transition Mechanism). The second one relies on interworking capabilities of the network (e.g. NAT-PT).

The DSTM based solution is advantageous due to the fact that it doesn’t break the end-to-end paradigm of the internet.  

The DSTM solution doesn’t require any NAT-PT box in the path. 

The advantages of DSTM based solution are:

· DSTM as opposed to NAT allows end-to-end ciphering even though the protocol inside the user plane data flow contains IP @ in the payload of the IP packets. Classical example of such protocol is ftp.
· Easier support of end-to-end QoS. Insertion of middleware boxes complicates end-to-end QoS, resources have to be reserved towards the NAT-PT box and from the NAT-PT box to the other end.
· Avoids NAT-PT boxes, which are a single point of failure.

· Avoids bottlenecks in the network introduced by NAT-PT boxes. 

· No ALGs (application level gateways) required as the end-to-end paradigm is respected.

· Supports all current and future applications without impacting the network. In the NAT-PT solutions a specific ALG  is required for every application carrying IP @ in the payload.

· No need for an additional protocol/interface between IMS control elements and NAT-PT boxes.

· Applications like SIP that have a separate control and data flow are very hard to support using NAT-PT.

· It is very realistic that IPv6 stack will automatically also support IPv4.

· IPv6 has been elected to avoid NAT. If we choose NAT solutions for IPv6-IPv4 interworking we have a bit lost the claimed benefit from IPv6

· Investment in NAT-PT boxes is lost as more and more users migrate towards IPv6. 

The weight of such benefits explains why Alcatel proposes by this contribution to step back from the use of NAT-PT.

Solution

The proposed solution is based on the split of the SIP signalling and data path: SIP signaling can be sent on IPV6 while data path is sent on IPV4.

The proposed DSTM-based transition mechanism relies on the following characteristics of the SIP protocol:

· Independence between the SIP layer and the transport stack; this means that a SIP message can be carried unchanged either on top of an IPv4 transport stack or on top of an IPv6 transport stack;

· It is possible to use different IP addresses for the control plane (e.g. for the SIP signalling) and for the data plane (e.g. for the RTP payloads);

· The SIP signalling messages are transmitted hop-by-hop from the transmitter to the SIP proxies to the recipient.

The main idea of the transition mechanism presented in this contribution is to use those characteristics to transport, for a single communication between an IMS client and an IPv4 only multimedia client, the SIP signalling over the usual IPv6 PDP Context for signalling and the user data over an IPv4 PDP Context. This means that a V4 PDP context is activated (and an IP @ allocated to the IMS user using DSTM interworking) but only for the duration of the sip session.

Applying the DSTM based solution brings following advantage:

1) No transition mechanisms are used during the multimedia call. The transition mechanism is only used during the call establishment phase;

2) The QoS can be handled end-to-end and the transition mechanism does not impact the overall performance (no impact on jitter nor on the delay);

3) The security can be handled end-to-end;

4) The traffic is not concentrated in translation equipment. This solution is scalable;
5) Operator can easily track the user/IP address correspondence;

6) The routing is optimized since data payloads are directly routed to the end-host without having to go through the UE home network first. This is particularly appreciable in roaming situation;

7) At last it must be underlined that 3GPP has not defined yet how the S-CSCF decides to trigger IPv4/IPv6 translation mechanism for a particular call with a NAT transition mechanism for instance. The solution proposed in this paper introduces a way to detect that the end-host only supports IPv4.

Outgoing call example

An Example of a Call flow for an outgoing multimedia call involving the SIP-based IPv4/IPv6 transition mechanism is given hereafter.
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Figure 2. Call flow for an IMS outgoing call towards an IPv4 only External Network

1:   The UE sends to the P-CSCF the SIP INVITE message ( transported on an IPv6 stack). The SDP field includes the UE IPv6 address.

3:   The P-CSCF forwards the message to the S-CSCF where the UE is registered. 

4:   The S-CSCF forwards the SIP INVITE towards the called party. If this message has to be sent to (external) networks supporting IPV4 then a dual stack SIP proxy is used in the forwarding of SIP signaling. The called party (being IPV4 only) answers with an SDP containing its IP V4 @ for the user plane. 

Note that a dual stack SIP proxy is used in the forwarding of SIP signaling to the external network. The possible IPV4-IPV6 interworking (dual stack SIP proxy ) does NOT need to modify the SIP or SDP. 

5:   Receiving a SIP message indicating that the IP version used by the peer for its user plane is IPv4, the UE activates an IPv4 PDP Context and fetches an IPv4 address. 

6:   The UE sends to the P-CSCF a re- INVITE message. The SDP field then includes the UE IPv4 address that was given by the GGSN at IPv4 PDP Context Activation. Within the UMTS Packet Domain, this message is still transported by the IPv6 PDP Context for signalling.

8:   The P-CSCF forwards the message to the S-CSCF where the UE is registered. Note that this SIP message is still transported on an IPv6 stack.

10: The S-CSCF, modifies the INVITE message (e.g.. it includes its own alias in the Via and record Route fields) and forwards it to the Dual Stack SIP Proxy on its IPv6 stack.

 12:  The Dual Stack SIP Proxy receives the SIP message on its IPv6 stack, modifies it (i.e. it includes its own alias in the 
        Via and Record Route fields) and forwards it to the External SIP Proxy, using its IPv4 stack.

 14:  The External SIP Proxy modifies  (i.e. it includes its own alias in the Via and Record Route fields) and forwards the 
        INVITE message to the External Host. After the exchange of OK and ACK messages, the connection phase is 
        completed. 

All the subsequent SIP signaling messages will be forwarded hop-by-hop, following the same path as the INVITE and OK messages. The IPv4 call data flow will be carried over the IPv4 PDP Context and directly routed between the GGSN (V4) and the IPv4 host of the external network.

Allocating a GGSN under control of the same P-CSCF

One remaining issue is on how to ensure the IPv4 PDP context for the data path goes through a GGSN controlled by the same P-CSCF as assigned during IMS registration. This issue is only valid when SBLP applies. If SBLP does not apply nothing more is required from the network.

The general idea to solve this issue is 

· to have the addressing information (put in the binding information) sent back by P-CSCF to UE being the address of the P-CSCF and NOT the address of PDF. 
· The PDF (and NOT the GGSN) uses then the addressing information within the authorisation token in order to localise the P-CSCF. 

With a little bit more details, the activation of temporary IPV4 PDP context would work as follows: 

1. GPRS: Activate PDP Context Request (UE)

The UE sends an Activate PDP Context Request message with the UMTS QoS parameters. The UE includes binding information in the PDP context activation messages to associate the PDP context bearer with policy information. The authorization token was sent by the P-CSCF to the UE during SIP signalling. During this procedure, UE gets a temporary IPV4 address.
2. Go: REQ (GGSN to PDF)

The GGSN receives the PDP context activation request with the binding information and contacts its default PDF. 

3. Gq: REQ (PDF to P-CSCF)

The PDF uses the authorisation token in order to localise the P-CSCF and gets authorization information from P-CSCF. The P-CSCF being used is the same P-CSCF on which UE has been normally (with IPV6 signaling) registered and which has handled the IMS session signaling. The P-CSCF can then correlate this request from PDF with a session being under establishment. 
Proposal

This contribution highlights a DSTM based solution for IMS interworking between IPv6 and IPv4 terminals. 

This solution maintains the end-to-end paradigm of the internet, thereby facilitating the support of security and QoS. 

Alcatel proposes that the solution stated above would be endorsed by SA2 and to send a LS to CN1 to inform them about 

the impact on the architecture and append the proposed solution.

Alcatel would be happy to issue the relevant associated CR(s).




4. 183 with SDP containing IPV4 @ for user plane
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