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Introduction

Some editorial changes to cleanly show different cases have been made in section 4.1.2 and in section 5.1 step 5, it has been clarified that to keep backward compatibility with Release 5, the UE shall attempt to call CS domain first when response code 380 (Alternative service, emergency) has been received.

 proposed addition to TR

4.1.2 Procedures for SIP Emergency Session Establishment

It shall be possible for the network to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

If a visited network can support PS emergency service, the emergency session should be setup in the visited network whether or not UE is registered in IMS in the home network. 
The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. The P-CSCF in the visited network should route the corresponding request to an S-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 
The S-CSCF shall route the emergency request directly to an emergency centre or BGCF based on location information provided by the UE and additionally other information such as type of emergency service in the request. If required by regulations, determination of the emergency center may also be based on location information provided by the network (e.g., Location Services).

4.1.3
Procedures for IMS Emergency Session Establishment

In order to establish an IMS emergency session the UE needs to have IP-CAN bearers to be used for IMS related signalling and for the media related to the emergency session.

4.1 Architectural considerations

Editor's note: This clause is planned to cover the scenarios of: possible analysis of placement of S-CSCF where GGSN is, possible analysis of how to handle UICC-less access for the whole system, possible concept of Pseudo-HLR and how it fits into the total architecture, location and handling of MGCF/MGW, possible analysis of new nodes and responsibilities. The aim is to describe thinking behind the conclusion made in clause 5.
4.2 Security considerations

Editor's note: This clause is planned to contain security implications due to emergency services over the IP-CAN/IMS entities.

4.4
General Packet Radio Service considerations

Editor's note: This clause is for information and to give an overview on the impact to current GPRS procedures due to IMS emergency session establishment. It is not intended to introduce this text to any other 3GPP specification.

In GPRS, before IMS emergency session establishment, the UE performs an emergency attach if the UE is not attached to the network. The UE indicates the emergency attach by including an emergency indication to the Attach Request message. The network applies special treatment in case of the emergency attach procedure. After a successful emergency attach, only PDP context requests for emergency use shall be accepted by the SGSN. It is assumed that an already GPRS attached UE does not detach and re-attach for emergency services.

At GPRS level the mechanisms for establishing a bearer for emergency use should not differ much from the normal GPRS bearer establishment currently specified by 3GPP. In fact there is only a need for the network to be able to detect the emergency use and to be able to give special treatment to these bearers.

As a minimum emergency sessions and bearers for them should not be dropped, so emergency bearers may require enhanced QoS, e.g. higher priority than subscription based priority.

The UE establishes a bearer for emergency use by including an emergency indication during PDP context activation. This is applicable for both Primary and Secondary PDP context activation procedures. PDP context modification and PDP context deactivation procedures are not affected.

5 Impacts on the UE and on the IM CN subsystem

Editor's note: This clause is planned to contain the architectural impacts on the UE and on the IM CN subsystem for establishing an emergency session via IM CN subsystem.

5.1 UE 

Editor's note: This clause is planned to contain the required changes for UE functionality.

1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is attached to only a single domain (CS or IM CN Subsystem of the PS) it attempts the emergency service request within that domain. If the UE is attached to more than one domain then the emergency request should be attempted as directed by the network operator. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. 
     If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, with first attempt being towards the CS domain, and with an indication that emergency service is requested.

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.

· Emergency session indication. 

· Optionally, type of emergency service. It could be implied in the above emergency session indication.

· UE’s location information (i.e. Cell Global Identification)
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