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1 Introduction

It has long been discussed that IMS should be able to access location information and this discussion paper aims to document some methods of access, but almost definitely not all possible methods. These options for the different methods all have a common theme that, being mobile terminated, location requests remain in the SIP/IMS domain until they have reached the home network. This simplifies the routeing of requests as all HSS interfaces in IMS are network internal. The HSS makes the association between IMS public user identities and both the associated private user identity and MSISDN. This is necessary because IMS user identities are not recognised by lower layer network entities such as GSNs. Therefore the request can be passed onto the visited network (if the target mobile is roaming) using the MSISDN/Private User Identity and the already defined LCS procedures.

The following examples all represent a service that requires location information and resides outside of the home network. The support of a home network service, that requires location information, is simpler as triggering of location request occurs directly in the home S-CSCF and AS. 

2 Privacy

A new privacy class may be required in addition to the existing classes: Universal, Call/Session Related, Call/Session Unrelated, and PLMN Operator. This new class is needed to relate individual IMS sessions to location requests as an existing PS session must be ongoing to transfer SIP signalling as a result of IMS registration.

However, to be able to make use of this privacy class, the privacy check and associated action must be performed at the AS (or at least in the IMS domain) as SIP signalling is transparent to both SGSN and GGSN. The privacy check may use the Ut interface.

3 Option 1 – Initiation of New Dialogue 1 – No Change to GMLC

In this option, the AS in the home network acts as an LCS Client passing location requests to the home GMLC using the already defined Le interface. The home AS receives the location requests from the terminating network (possibly AS or SIP UA) via SIP signalling. The AS is responsible for obtaining, from the HSS, the private user identity of the target UE and also the MSISDN, from the public user identity that is being used. The GMLC then performs a standard mobile terminated location request (obtaining routeing information, performing a privacy check and forwarding request/responses) and does not need to support any further interaction with IMS entities. This is as defined in clause 9.1.6 in TS 23.271 [1]. There is also no requesting GMLC (R-GMLC) in this architecture. 

The location request and response (in the format of the Le interface protocol) is encapsulated within the SIP message body, possibly as an XML body.
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Figure 1. Message Flow for GMLC as Currently Defined

1. The UE user initiates a session/message to a 3rd party (either person or service) e.g. an INVITE.

2. The SIP request received by the terminating S-CSCF triggers it to be forwarded to its AS. This requires predetermined Initial Filter Criteria by the terminating service/person. This step and step 1 are optional depending on whether the desired location request is session related or not.

3. The AS triggers a location request by encapsulating the Le interface protocol message into a SIP message body and sends this towards the originating UE. A predetermined SIP method must be used e.g. INFO, SUBSCRIBE/NOTIFY.

4. The originating UE’s S-CSCF receives the SIP message and a trigger is caused by the Initial Filter Criteria negotiated between CSCF operators to trigger a location service. The SIP message is then forwarded to the home AS.

5. The AS detects this is a location request by reading the message body and requests information about the subscriber in from HSS using the Sh interface (DATA PULL for Public Identifiers [MSISDN]) [2].

6. The AS extracts the location request from the SIP message body and sends it to its associated GMLC as though the home AS had originated the request.

7. The home GMLC then requests the routeing information necessary for the completion of the location request from the HLR.

8. A standard Mobile Terminated Location Request for PS is performed (assuming the UE is PS attached not on WLAN).

9. The completed location request is returned to the AS with the location estimate (if any).

After step 9 the operation will be dependent on the handling of the SIP method at the S-CSCF. The S-CSCF may route the message to the UE for it to return it to the AS that originated the location request. This method may require new functionality within the SIP Client. However, an alternative could be to allow the S-CSCF to modify the path to route the message directly back to that AS. The only thing to watch out for here is the timeout for acknowledgements/responses to SIP messages.

4 Option 2 – Initiation of New Dialogue 2 – Sh Enabled GMLC

In this option, the GMLC in the home network uses the Sh interface to the HSS to obtain the private user identity/MSISDN/IMSI of the target mobile. The GMLC also uses the Sh interface to obtain routeing information necessary to carry out the location for the public user identity of the target UE. It is possible to integrate together the AS and GMLC, i.e. GMLC functionality being part of the AS or a SIP enabled GMLC as a standalone without the AS. It is also possible to use the already defined Le interface between AS and GMLC. The AS/GMLC may perform the privacy check and enable notification/verification of the location request within the IMS Domain. Like in Option 1, there is no requesting GMLC (R-GMLC) in this architecture, however the terminating network’s AS may be considered one. Also it is necessary to negotiate some kind of predefined Initial Filter Criteria to cause a trigger for location service (in the AS/GMLC) at the S-CSCF of the target UE.
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Figure 2. Message Flow for Possible Integrated GMLC and AS

1. The UE user initiates a session/message to a 3rd party (either person or service) e.g. an INVITE.

2. The SIP request received by the terminating S-CSCF triggers it to be forwarded to its AS. This requires predetermined Initial Filter Criteria by the terminating service/person. This step and step 1 are optional depending on whether the desired location request is session related or not.

3. The AS triggers a location request by encapsulating the Le interface protocol message into a SIP message body and sends this towards the originating UE. A predetermined SIP method must be used e.g. INFO, SUBSCRIBE/NOTIFY.

4. The originating UE’s S-CSCF receives the SIP message and a trigger is caused by the Initial Filter Criteria negotiated between CSCF operators to trigger a location service. The SIP message is then forwarded to the home AS.

5. The AS/GMLC may request both MSISDN and routeing information using the Sh interface (DATA PULL for Public Identifiers and Location Information) at the same time.

6. The AS/GMLC can then perform a standard mobile terminated location request.

As with option 1 after step 6 the operation will be dependent on the handling of the SIP method at the S-CSCF. The S-CSCF may route the message to the UE for it to return it to the AS that originated the location request. This method may require new functionality within the SIP Client. However, an alternative may be to allow the S-CSCF to modify the path to route the message directly back to that AS. The only thing to watch out for here is the timeout for acknowledgements/responses to SIP messages.

5 Option 3 – AS – AS Communication

In this option, there must be an agreement between network operators and their respective AS’ must be registered with each other to enable direct communication e.g. using DNS or otherwise. The GMLC may be integrated with the AS, but not necessarily. The AS and GMLC may communicate via Le interface protocol or some other mechanism.
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Figure 3. Message Flow for an Architecture Using an AS-AS Interface

1. The UE user initiates a session/message to a 3rd party (either person or service) e.g. an INVITE.

2. The SIP request received by the terminating S-CSCF triggers it to be forwarded to its AS/GMLC. This requires predetermined Initial Filter Criteria by the terminating service/person. This step and step 1 are optional depending on whether the desired location request is session related or not.

3. A SIP message containing a location request is sent to the AS/GMLC of the originating UE using an AS-AS interface. To be able to route any messages to the appropriate AS/GMLC, there must be a certain degree prior knowledge at the AS that originates the location request e.g. use of pre-configured Public Service Identity as a destination. The location request may be encapsulated in the message body.

4. The AS/GMLC receiving the LCS Service Request will obtain both MSISDN and routeing information from the public user identity used from the HSS via the Sh interface (DATA PULL)

5. A standard mobile terminated location request is performed

6. The completed location request with location estimate (if any) is returned within a SIP message response to the AS/GMLC that originated the location request.

7. This AS/GMLC then handles the location estimate appropriately. In this example, the estimate is pushed to the end user/service.

6 Option 4 – IMS Based Lr/Le Interface

In this option, there must be some kind of agreement between network operators and their GMLCs must be registered with each other to enable direct communication and operating as though it was an Lr interface. This option may require extensions to the existing SIP methods. The GMLC functionality must also support the Sh interface to obtain all necessary information (routeing info and private user identity/MSISDN).
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Figure 4. Message Flow for Possible Integrated GMLC and AS with Lr interface in IMS domain

1. The UE user initiates a session/message to a 3rd party (either person or service) e.g. an INVITE.

2. The SIP request received by the terminating S-CSCF triggers it to be forwarded to its AS/GMLC. This requires predetermined Initial Filter Criteria by the terminating service/person. This step and step 1 are optional depending on whether the desired location request is session related or not.

3. An LCS Service Request is sent to the GMLC of the originating UE using an Lr interface that is within the IMS domain. The interface between AS/GMLCs must be able to resolve the public user identities to be able to route any messages to the appropriate AS/GMLC. 

4. The AS/GMLC receiving the LCS Service Request will obtain both MSISDN and routeing information from the public user identity used from the HSS via the Sh interface (DATA PULL)

5. A standard mobile terminated location request is performed

6. The completed location request with location estimate (if any) is returned in a LCS Service Response to the AS/GMLC that originated the location request.

7. This AS/GMLC then handles the location estimate appropriately. In this example, the estimate is pushed to the end user/service.

7 Option 5 – ATI of HSS equivalent mechanism via Sh interface

The architecture shown in Figure 5 shows Option 4 for the connectivity of the GMLCs, however options 2 or 3 may be used as an alternative where the terminating AS sends messages via the S-CSCFs to the home AS/GMLC or directly from AS to AS. The ATI equivalent mechanism must be triggered by the home AS/GMLC over the Sh interface.
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Figure 5. Message Flow for ATI Equivalent Procedure with Lr interface in IMS Domain
1. The UE user initiates a session/message to a 3rd party (either person or service) e.g. an INVITE.

2. The SIP request received by the terminating S-CSCF triggers it to be forwarded to its AS. This requires predetermined Initial Filter Criteria by the terminating service/person. This step and step 1 are optional depending on whether the desired location request is session related or not.

3. An LCS Service Request is sent to the AS/GMLC of the originating UE using an Lr interface that is within the IMS domain. The interface between AS/GMLCs must be able to resolve the public user identities to be able to route any messages to the appropriate AS/GMLC. 

4. The AS/GMLC receiving the LCS Service Request performs a privacy check and then will obtain location information for the public user identity used in the request from the HSS via the Sh interface (DATA PULL). The AS/GMLC in this option does not need to know the MSISDN of the target UE.

5. Unlike option 3, the HSS initiates a Provide Subscriber Information towards the serving node to request location information. The serving node, typically the SGSN, will then initiate a location request.

6. The HSS returns the desired information to the home AS/GMLC.

7. The home AS/GMLC forwards the location response to the AS/GMLC that originated the location request.

8. That AS/GMLC then handles the location estimate appropriately. In this case, the AS/GMLC “pushes” the information to the end user/service.

To ensure privacy is correctly handled, the HSS must only accept Data Pull messages for location information from the home AS/GMLC. There is no need for the GMLC to request a translation of the public user identity in this case as the HSS handles the location request.

Privacy checking must be performed by the AS/GMLC and the appropriate privacy action taken before it sends the Data Pull command as there is no capability to support privacy action in this procedure otherwise. The appropriate privacy action may be performed in the IMS domain using a path between home GMLC/AS and the target UE (Ut interface or otherwise).

It is important to note that the HSS, when a Data Pull for location information is received, should only be configured at any one time to either send a PSI to the serving node or return previously stored information to the AS (from routeing area updates etc.).

8 Option 6 – Conversion of Mobile Terminated to Mobile Originating Location Request
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Figure 6. Message Flow for Mobile Terminated Location Request Converted to Mobile Originated

In this option, the terminating AS triggers a new message/session to the target UE like in options 1 & 2 except the target UE’s S-CSCF does not have any trigger points set to forward the location request to the AS. Instead the request is forwarded to the UE. The UE is therefore then required to have service logic to detect the location request and itself trigger a mobile originated location request. The message from the terminating AS must provide sufficient information to allow the result of the location estimate be transferred back to itself (e.g. its associated GMLC address)

This method is not preferred as it requires considerable modification to the UE functionality. It may also require a new SIP method.

9 Conclusion

It is proposed that these options are considered and the best one adopted, or new options formulated as necessary. At least some of the options should be eliminated. However, some of the points in section 9.1 should be considered in making a decision as to whether to accept or reject a particular option.

9.1 Considerations:

· S-CSCF should be transparent – i.e. the S-CSCF should remain agnostic to the location request.

· Try to avoid new interfaces.

· Avoid unnecessary signalling over RAN – this is to minimise the load on the air interface to transfer unnecessary signalling.

· Avoid the need for new SIP methods/headers.

9.2 Preference

Vodafone has a preference for either option 3 (AS – AS direct communication) or option 4 (IMS based Lr interface). They satisfy most of the considerations detailed in section 9.1. The requirement for new SIP methods/headers is yet to be determined. However, how the GMLC integrates/communicates to the AS is for further study.
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