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Introduction

The current version of TS 23.234 (v1.10.0) states, in the High-level Requirements and Principles section, that: -

· Legacy WLAN terminals should be supported. However software upgrades may be required for e.g. security reasons.
We believe that there is an issue with terminology in this requirement that need to be resolved; what is a “Legacy WLAN terminal”?

Interpretation 1

The broadest interpretation is that it is any WLAN terminal currently in use for accessing WLANs. This appears to conflict directly with the following requirement, also from the High-level Requirements and Principles section: -

· Authentication shall rely on (U)SIM based authentication mechanisms.
To meet this it would seem that both software and hardware upgrades to a legacy WLAN terminal would be required. It seems to us that this wouldn’t really constitute support for legacy terminals in any meaningful way.

Interpretation 2

In Scenario 1 (common customer care and billing, defined in TR 22.934) WLAN terminals need not use (U)SIM based authentication. When a WLAN moves to support Scenario 2 it may be that not all users migrate from Scenario 1 but these users should still be able to access the WLAN. A second interpretation of the requirement is then that while a WLAN may support Scenario 2+ users, Scenario 1 users shall still be able to gain access. Of course this access would still be limited to a Scenario 1 service.

Conclusion

Of the two interpretations we conclude that the second one makes most sense and so we propose to update the TS in order to clarify the requirement in accordance with this.

Proposed Changes

.

.

.

5.1 Access Control Requirements

· Support for scenario 2 and beyond shall not prevent access for scenario 1 subscribers. However software upgrades may be required for e.g. security reasons.

· Minimal impact on the user equipment, i.e. client software.

· Minimal impact on existing WLAN networks.

· The need for operators to administer and maintain end user software shall be minimized.

· Existing SIM and USIM shall be supported. 

· Authentication shall rely on (U)SIM based authentication mechanisms.  


















































































