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1 Introduction

How can a network service find a WLAN UE from the network side when the UE has access to the 3GPP-WLAN IW network but is not authorized for a particular service or service set?
When a network service wants to send data to a subscriber, it has to find out whether the user is online or registered and how to connect to it. If the user is online and only has scenario 2 access, or if the user has scenario 3 access but is not registered or connected to this particular service, the service may need a mechanism to inform the user to setup a connection to (or register for) the service to access the data. A notification may be sent to the user to invite him/her to start service access, or a network initiated tunnel setup. But the basic problem is:
How can a network entity find a WLAN UE from the network side? Can the WLAN UE be found through a “paging” mechanism?
We call it a “WLAN Notification” mechanism and analysis it in this document.(but it also could be called a WLAN UE terminated transmission mechanism).
2 WLAN Notification Mechanism
Here we list and analyze possible (or seemingly possible) mechanisms for the 3GPP-WLAN to send data or notification to a WLAN UE.

2.1 Signal link other than IP connectivity:
 Is there a long live signal link that can be used after the UE is WLAN-attached or authorized to access the 3GPP-WLAN IW network?
2.1.1 EAP signalling? 
EAP-REQUEST/NOTIFICATION can be used for various purposes. The problem that needs to be considered and discussed is:

· Should it be used without the relationship to access authentication?

· Is it ensured that NOTIFICATION is supported only after the access authentication phase? Could it be discarded by some internal entity?
 RFC2284:  The Notification Type is optionally used to convey a displayable message from the authenticator to the peer.   The peer SHOULD display this message to the user or log it if it cannot be displayed.  It is intended to provide an acknowledged notification      of some imperative nature.  Examples include a password with an      expiration time that is about to expire, an OTP sequence integer      which is nearing 0, an authentication failure warning, etc.   In      most circumstances, notification should not be required.

2.1.2 Other signalling from AAA to UE? 
A new protocol may need to be defined.
2.2 IP link for control signal or data transmission

Possible IP link for signal or data transmission:
(1) Long live IP link？.
· Mobile IP

· Long live common IP connectivity for all 3GPP PS-based services
· Existing IP connectivity: IP connectivity to a particular PS-based service
(2) NET-ID+PrivateIP routing?

For example, the VPLMN allocates a transport IP for UE and registers this IP and its ID or a WAG ID at the AAA server. If the PDG wants to find a UE, it can find the address info in the AAA server and send data to the UE via the WAG.
If a transport IP is allocated by the WLAN AN, the WLAN AN ID or gateway address in the WLAN AN should be registered at the AAA server.
Detailed analysis on these possible IP links is done in the static and dynamic IP address allocation sections below. Here we call the dynamical allocated IP address for user in the WLAN/VPLMN as a roaming IP, and the static of dynamically allocated IP in the PDG or service domain as service IP. 
To active a IP link, the roaming IP allocated in the WLAN/VPLMN should be registered to combine with the static service IP address. 
MIP is possible candidate and the detail of it need more study in releas7. Here provide some other possible mechanism.
2.2.1 A long live control/notification tunnel

User selects to manually or automatically setup a (long live) tunnel to the PDG for general control purposes. The IP is allocated by the PDG and registered in the HSS. Other network entities can be pre-configured with or find the PDG and send service requests or notifications through this PDG to the WLAN UE. 
2.2.2 A long live service tunnel (service level solution)
(1) User selects to manually or automatically setup a (long live) tunnel for SMS or PUSH or Instant Messaging Service after getting access to the 3GPP-WLAN, if he has the requirement of services that he subscribed to be sent to him for the network initiated data or notifications.

(2) User selects to manually or automatically setup a (long live) tunnel for IMS (or registered to IMS) after getting access to the 3GPP-WLAN, if he has the requirement of services that he subscribed to be sent to him for the network initiated data or notifications.

If either of the above two connections is mandatory to setup after the user gets access to the 3GPP-WLAN, and the services want to send data to the user while the connection to UE is not setup or UE is not registered to it, the services can send a notification through SMS/PUSH/Instant Messaging or IMS based services.
2.2.3 NET-ID + PrivateIP route to UE
The net-id route should be pre-configured in related entities such as PDG, WAG, WLAN AN Gateway (if IP is WLAN AN private IP), Application server, or proxy etc.

The net-id and private IP should be registered to some entity that can be accessed by other entities.
For example,
If this private IP is allocated by the PDG, the application needs to get the NET-ID+PrivateIP and find the route to the PDG using the NET-ID. Then the PDG routes the request by private IP to the UE.

If this private IP is allocated by the VPLMN, the PDG needs to find the route to a WAG and then route the request by private IP to the UE.
If this private IP is allocated by the WLAN AN, the PDG needs to find the route to a WAG, if roaming case, then the route to a WLAN AN gateway, and finally route the request by private IP to the UE.
3 Proposal
It is proposed to make a decision or define a principle for WLAN terminated services access for scenario 3 by including the below section to the TS

-------------------------------Beginning -----------------------------
5.x Access of WLAN UE Terminated Services
A signalling path should be specified, between the PDG or Service entity assigned to perform the UE termination service and the UE.
Once the subscriber selects or has configured to enable the access of WLAN UE terminated services after access authentication&authorization and transport IP allocated, a signaling path to the PDG/HA/service entity shall be setup, so that WLAN UE terminated services can send messages(e.g. notifications or data) through the long live signaling path. 
An IP based signaling path can be achieved by setting up a long live tunnel from UE to PDG, or address registration to particular service entity (e.g. SMSC, PUSH server, SCSCF ),or by Mobile IP mechanism.
Authorization for the setup of signaling path may be necessary. For example, the HPLMN should verify if the subscriber is allowed to use Scenario 3 services or Scenario 3 UE termination services.

Note: the detail of Mobile IP usage in 3GPP-WLAN IW is to be studied in Release7.

































































































