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1. Introduction

While considering the work remaining for TS 23.234, it was noticed that the current work does not outline any “registration” step in the 3G WLAN procedures.  This is an important step for many reasons, and has impact on several topics that have been raised in the drafting group.  Contribution discusses registration in light of these topics.

2. Background

The term “registration” can mean many things.  For this contribution, it is defined to mean the following:

“The process by which the UE initially contacts the WAG, and the WAG confirms with the 3G AAA/HSS that UE has the right to set up data tunnels from the WAG to PDG(s).“

No tunnels need to be set up at this time.  The UE is advised of any success or failure from this process.  This definition also implies the WAG is in contact the 3G AAA Server, and the 3G AAA Server stores the fact that the UE is now “registered” on the given WAG.  Other network elements are free to query the 3G AAA for this information if it is needed.

3. Analysis
Is registration a necessary step?  The WAG could possibly be designed where a “registration” or a “logon” step is not required, but it is a common step in both the IETF VPN processing (as “logon”) and the existing GPRS system.  In both the VPN and GPRS case, the “registration” starts with an action by the UE, generates a request to the authentication authority, and results in the download of parameters to the interface.  

Registration allows the following:

1. The WAG could receive any processing parameters specific to this subscriber at this time.

2. A subscriber that has not yet authenticated may be authenticated at this point.  This would take care of a large number of access cases that have not yet been solved.

3. The 3G AAA Server/HSS would be informed as to the state of the user, and would allow customer care to view what the network believed the state of the user was in the network.  This also can be used to assist in fraud detection, and other network functions.

4. This is a clear event that matches the GPRS Attach state.  This allows the same sort of billing model to be used between GPRS and WLAN.  It also simplifies the design of WLAN and GPRS interworking systems.

5. A subscriber who is registered is eligible for system-initiated services.  SMS is a case in point.

One possible and attractive WAG model that has been to have the WAG act on the data packets in a “transparent” fashion, and do as little processing a possible when the packets are transferred to the PDG.   This would allow the UE and the PDG to evolve without impact on the WAG, which is highly desirable since the UE and the PDG belong to one carrier, and the WAG may be in a visit network.  On the surface registration would seem to moving away from this model.

On reflection, however, the registration processing and the transfer of data are very decoupled functions.  The registration must authorize the transfer of data, it is true, but it is possible it does no more than that.  Because of this, registration should not have any impact on any of the tunneling discussions that have taken place in the group so far. 

4. Conclusion

Registration should be considered a valid state, and included in TS 23.234 where applicable.  An liaison statement to SA3 should also be considered to notify them of this additional authentication situation. 

HP would be happy to provide edited text for the TS if this concept is adopted.



































































