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1 Introduction

The SA2/WLAN group have been discussing two tunnelling options for 3 meetings:

· in a pure end to end tunnelling option, no impact is put on the WLAN UE and the impacts on the VPLMN are very low, however the W-APN selection is not clear and visited services are longer to establish; moreover, with this solution, the WLAN UE uses a tunnel directly with the PDG;

· in the tunnel switching option, the role of the VPLMN is extended and W-APN selection becomes very similar to what happens in GPRS (including the access to visited services); however the impact on the VPLMN becomes much more important.

This contribution proposes a new solution that puts together some of the advantages of both solutions. The basic requirements leading to this solution are as follows:

· visited services shall not be more difficult to provide than home services;

· impacts on the VPLMN shall be minimised, so that operators can find more roaming partners supporting scenario 3; this does not mean that no impact shall be put on the WAG; however, each impact shall be clearly justified;

· the PDG shall not be accessible from the internet.

2 W-APN Resolution

In s2-032439, we explain why we want to have the W-APN resolution in the WAG.

The suggested mechanism is to make a DNS resolution towards the WAG instead of doing a public DNS resolution. Then, the WAG can check the user's subscription through the 3GPP AAA infrastructure; once the authorised W-APN is found, the WAG proxies the DNS request inside of the VPLMN in order to find the right (visited or home) PDG.

This means that the UE must get an IP address in the VPLMN as well as the WAG's IP address in order to be able to make this DNS resolution. The most efficient way is to piggyback this information inside of the AAA signalling. However, if this is not possible, the UE's and WAG's IP addresses can be retrieved by a DHCP and a DNS requests relayed by the WLAN AN to the VPLMN DHCP and DNS Servers.

3 PDG Addressing

In TS 23.060 v6.1.0, it is said in section 14.11.1 "GSN address" that " The IP addresses of GSNs and other backbone nodes of all PLMNs build a private address space that is not accessible from the public Internet."

This sentence is associated to an IREG requirement, found in IR.34: "GPRS intra- and inter-PLMN backbone networks shall remain invisible and inaccessible to public Internet".

In the sentence from TS 23.060, we understand that the GSN addresses shall not be seen from any entity that may be connected to the internet. Applying this requirement to the PDG (which will also be connected to the GRX) we understand that the WLAN UE shall not know the IP address of the PDG.

We propose to ask further clarification to IREG and IREG Packet subworking group by a Liaison. If they confirm that the PDG's IP address shall remain invisible to the WLAN UE, then a NAT will have to be added in the WAG. If not, the PDG address will be given to the WLAN UE.

The next two meetings of IREG are in August 2003 and February 2004. So it is necessary to send this Liaison in this meeting in order to get their answer before freezing the Release 6.

4 WAG functions

In addition the policy and routing enforcement (already agreed), we identified and justified in this contribution one (potentially two) additional requirements:

· the WAG shall execute the DNS request corresponding to the authorized W-APN, after having checked the user's subscription;

· it is FFS if the WAG needs to NAT the PDG's IP address.

5 Proposed mechanism
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Note: steps 1bis and 6bis are suggested to be FFS. In particular, the step 6bis relies on IREG's decision.

6 Conclusion

The proposed solution increases the role of the VPLMN, as the VPLMN plays a very important role in the PDG selection, i.e. the VPLMN takes the decision of "where should the service be provided?". However, this is done with a minimal impact as only a DNS infrastructure and potentially a NAT are needed in the VPLMN.
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