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1. Introduction
Scenario 2 and scenario 3 place fundamental different requirements on the VPLMN. For scenario 3, routing enforcement functionality needs to be performed for all packets sent to/from the WLAN UE. This policy enforcement can be delivered to the VPLMN using AAA signalling only if the HPLMN is aware which scenario is being requested.

Since scenario 3 places additional requirements on the WLAN UE, one can envisage terminals supporting only scenario 2 or scenario 2 and scenario 3.

Finally, tarrifing of scenario 2 and scenario 3 will likely be distinct, e.g., because in scenario 3 the HPLMN has control over users packet flows.
It is presently not clear how a WLAN UE signals

i) its capabilities

ii) its selected scenario if it supports multiple scenarios

This information is required by the HPLMN in order to:

i) decide which scenario to authorize (or not), and subsequently

ii) to provide routing enforcement information to the VPLMN

2. Co-existence Support
It is proposed to define the use of a “scenario classmark” which enables the WLAN UE to provide such information to the network and also for the WLAN UE to provide requested scenario information.

It is proposed to re-use the NAI to support the transporting of this information by augmenting the current definition with two fields for supporting capabilities and preference information.

The Capabilities Field indicates whether the WLAN UE supports scenario 2, 3, 4,and/or 5. The Preference field indicates whether the WLAN UE is requesting access to a single scenario or multiple scenarios.

In order to reduce impacts on IETF drafts, it is proposed to define transport this information in the realm part of NAI.
3. Proposal
5.4.2
NAI Realm Name

The NAI realm name shall be in the form of an Internet domain name as specified in RFC 1035.
The NAI realm part is used to transport the WLAN UE scenario capability information and scenario preference information.

The NAI realm part corresponds to the concatenation of scenario capabilities, scenario preferences together with IMSI derived information and “wlan.3GPPnetwork.org”
· Scenario capabilities corresponds to those scenarios supported by the WLAN UE and is the ASCII character representing the hexadecimal value corresponding to the bit map of which of the four scenarios are supported, with scenario 2 being bit 0, scenario 3 being bit 1, scenario 4 being bit 2 and scenario 5 being bit 3.
· Scenario preference uses the same encoding technique as the scenario capabilities to encode which one or more scenarios access is being requested for.

On EAP-SIM and EAP-AKA full authentication,the UE shall by default derive the NAI realm from the IMSI and scenario information as described in the following steps:
1. Take the four bit mapping of the WLAN UE capability information and convert the hexadecimal representation into an ASCII character. 
2. Append to this a similar derived character for the scenario preference information. Append the result with a “.”
3. take the first 5 or 6 digits, depending on whether a 2 or 3 digit MNC is used (see 3GPP TS 31.102 [27]) and separate then into MCC and MNC with “,”; and
4. Reverse the order of the MCC and MCC and append this result to the capability/preference information.

5. Finally, append to the result: “WLAN.3GPPnetwork.org”
An example of a home network domain name is:

EXAMPLE:
WLAN UE supports Scenario 2, Scenario 3 and 

Scenario 4

WLAN UE requests access to scenario 3 only
· Scenario capability information = 0b0111 = 0x7

· Scenario access request = 0b0010 = 0x2
IMSI in use: 234150999999999;
· where;

· MCC: 234;

· MNC: 15;

· MSIN: 0999999999; and

· home domain name: 72.15.234.WLAN.3gppnetwork.org.

NOTE: Other mechanisms to retrieve a realm e.g. by having a realm configured in a R6 USIM are FFS.

3. Summary

No techniques currently exist for sending WLAN UE capability information and WLAN scenario preference to the HPLMN.

This has been addressed in this contribution by proposing changes to the NAI format.

























































































































































































































































