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1. Introduction

It is accepted that scenario 2 will allow a HPLMN to implement access to home based services by deploying a standards based remote access solution, i.e., a remote access PC client and remote access terminator in the HPLMN, albeit that this is not specified by 3GPP.
The limitations of offering such a solution over scenario 2 is the lack of end-to-end QoS and the lack of routing enforcement.
The roll-out of advanced 3GPP-WLAN interworking functionality by the various roaming partners will likely occur at different rates. For example, entry level scenario 2 requires all VPLMNs to support a (simple) 3GPP AAA Proxy functionality, whereas scenario 3 requires all VPLMNs to support a (more complex) WAG functionality and possibly require additional functionality to be supported in the WLAN ANs.
Hence, it can be envisaged that a HPLMN deploying WLAN service will be faced with a number of co-existence and migration issues.
2. Migration and Co-existence Issues
By way of example, the following scenario is described whereby 2 WLAN ANs one supporting scenario 3 and one not, interwork with 2 VPLMNs, one supporting scenario 3 and one not.
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As can be seen, the mandating of functionality to exist in roaming partners networks will significantly impact the user’s experience when attempting to access services in the HPLMN. Only when the user has chosen WLAN AN#2 with interworking through VPLMN #2 will the user be able to access home based services.
This is analogous to mandating P-CSCF functionality in all roaming partners in order to support roaming access to IMS, a requirement which has subsequently been removed in order to accelerate IMS deployments.
The alternative approach is to reduce the requirements on the VPLMN to support scenario 3, e.g., removing the requirement to support tunnel switch functionality. Whilst this may accelerate the deployment of scenario 3 VPLMN implementations, it can also allow, subject to HPLMN control, allow access to HPLMN services via scenario 2.
[image: image2.wmf]WLAN AN #1 

not

supporting 

scenario 3

WLAN AN #2 

supporting 

scenario 3

VPLMN #1 

not

supporting 

scenario 3

VPLMN #3 

supporting 

scenario 3

PDG

HPLMN

VPN Client

Access to home based services with no 

QoS

and routing enforcement

Access to home based services

WLAN AN #1 

not

supporting 

scenario 3

WLAN AN #2 

supporting 

scenario 3

VPLMN #1 

not

supporting 

scenario 3

VPLMN #3 

supporting 

scenario 3

PDG

HPLMN

VPN Client

Access to home based services with no 

QoS

and routing enforcement

Access to home based services


Figure 2: : Interworking migration scenario with tunnel endpoint existing in the HPLMN

This is then analogous in the IMS case to P-CSCF functionality being able to be access via a GGSN in the HPLMN and not require all partner networks deploy IMS before a HPLMN can support IMS roaming.
3. PDG functionality
In order to accelerate WLAN deployments, the complexity of the interworking system needs to be kept as simple as possible.
Fundamental functionality which is required to exist in the VPLMN/WLAN AN for supporting scenario 3 access is routing enforcement, per-user charging and QoS support.

HPLMN user plane functionality will typically include:

· tunnel termination

· optionally, Traffic Plane Functionality (to enable bearer level charging of WLAN)

· optionally, new “policy push” mechanism (currently being investigated in IMS commonality and harmonization) to accommodate layer 2 access techniques which do not support token transfer.

According to the tunnel protocol decisions, the tunnel termination functionality may be able to be supported using an off-the-shelf VPN concentrator
According to the bearer level charging work item, the current Traffic Plane Function can exist in a stand-alone fashion which allows this functionality to be re-used for both WLAN and UMTS.
And finally, “policy push” for supporting layer 2 access networks without authorization token transport is still being investigated by SA2. 
4. Proposal

This contribution has highlighted the importance of migration for supporting WLAN access to home based services in a roaming environment.

It is proposed to send an LS to SA-1 to ask for guidance on the issue of  migration:
Title: Coexistence and Migration issues for WLAN
Source: SA2 WLAN
Agenda item: 

Contact Person:

Name: TBD

Phone Number: TBD

E-mail Address: TBD
Introduction:

3GPP has decided to provide new WLAN interworking procedures for 3G systems, allowing operators to offer subscribers Internet access via WLAN and, in advanced interworking scenarios, access to home based services, e.g., IMS. Such advanced interworking places additional requirements on the VPLMN, e.g., to support WLAN Access Gateway functionality. 

However, considering that early deployment of WLAN systems might be necessary, and that a graceful phasing of mandatory advanced VPLMN functionality is likely, the question of co-existence between the different scenarios is raised.

It seems realistic that, at the launch of initial WLAN services, the amount of roaming partners deploying additional advanced functionality will be small. Operator’s should be given the flexibility in planning the deployment of advanced interworking functionality, whilst at the same time avoiding complaints from users of advanced WLAN interworking, on the lines of: “why does access to the public Internet work, but not access to home based services”.

Different architectural approaches to advanced interworking scenarios offer different capabilities to support migration strategies.

Guidance from SA2 on the above issue will assist in SA2 system architecture discussions.



















































































































































































































































Figure � SEQ Figure \* ARABIC �1�: Interworking migration scenario with tunnel endpoint functionality existing in the VPLMN








