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	Tdoc #
	Source
	Title
	Summary
	Proposed Conclusion

	S2-031145
	S3-030168
	SA3 response on the “Proposed Confidentiality for IMS”
	This LS is the revision of S2-031121 as the attachment is missing but was not discussed in the previous meeting.
To SA2 

SA3 thanks SA2 on the liaison statement related to the confidentiality protection in IMS. SA3 has discussed the questions presented by SA2 in the liaison statement, and would like to state the following: 

1) “If the access network doesn’t provide confidentiality for IMS signalling, is enhancement of the current Rel-5 IMS access security architecture for confidentiality service needed?”

IMS security should be enhanced in Release 6 by confidentiality mechanism if IMS is about to be used over some new access network. Depending on the access network, and on the availability of different security mechanisms in the end-user terminals, the use of IPsec, TLS and/or S/MIME should be considered. 

2) “If such enhancement is needed, are there any backwards compatibility issues between Rel-5 and Rel-6?”

SA3 is not aware of any backwards compatibility issue that would be relate to the adoption of Release 6 IMS for other IP connectivity networks. Release 5 IMS entities should not be used over other IP networks. 

3) “If confidentiality is provided by an access network, could confidentiality also be optional in IMS when using that access network?”

SA3 has agreed on a principle that the IMS security would be access network independent. That is, Release-6 IMS used with other access networks should not be used with confidentiality protection mechanisms other than what is defined in RFC 3261 (SIP), i.e. IPsec, TLS or S/MIME. The mechanisms used in IMS Release-5 where the confidentiality is provided by access network UTRAN between UE and RNC should be seen as an exception to this rule rather than as a general principle.

Since SA3 is currently studying IMS confidentiality for the scenario in which privacy intensive Presence information is delivered over the IMS network, SA3 attached a discussion paper about the issue to this liaison statement. 

SA2 Actions:

SA2 is encouraged to provide further information for SA3 on their current work related to IMS enhancements on confidentiality protection mechanisms. In particular, SA3 should be informed on any new requirement related to the use of IMS in different IP connectivity networks.
	Open

	S2-031133
	John Horrocks, STQ chairman
	Liaison Statement to 3GPP SA on Quality of Service
	postponed from the last meeting to have more time for considering
To 3GPP (forwarded by SA to SA2)

STQ is working on definitions and measurement methods for QoS parameters. In general we are taking a user orientated approach and covering only parameters where there may be a need to monitor performance. This means that our choice and formulation of parameters, especially for fixed networks, is slightly different from the work undertaken in the past in ITU-T.

We have already published two EGs:

· EG 202 057-1 "Speech Processing, Transmission and Quality Aspects (STQ); User related QoS parameter definitions and measurements; Part 1: General"

· EG 202 057-2 "Speech Processing, Transmission and Quality Aspects (STQ); User related QoS parameter definitions and measurements; Part 2: Voice telephony, Group 3 fax and modem data services"

and we have just produced a draft for mobile access parameters for circuit switched services, i.e. those parameters that are affected by the use of radio (EG 202 057-3 "Speech Processing, Transmission and Quality Aspects (STQ); User related QoS parameter definitions and measurements; Part-3: QoS parameters specific to mobile services"). This work has drawn on more detailed technical work in the QoS WP of IREG in the GSM Association.

We invite SA to send us any comments that it may have on this draft by the end of May.

We are also starting some work on Internet access and would like to include access from mobiles. Members from SA would be most welcome to join this work and we invite you to identify a person as a point of contact.


	Open

	S2-031143
	N1-030567
	LS on DRX parameters update
	postponed from the last meeting to get the GERAN's opinion about this LS.
To SA2 (cc: GERAN1, GERAN2, RAN1, RAN2, RAN3, T2)

CN1 thanks SA2 for their LS in S2-030958 regarding the addition of DRX parameter IE to Session Management procedures.

CN1 agrees that a mechanism for the UE to modify its DRX parameter in a flexible manner is useful for real time services and would like to remind SA2 that from Rel-5 onwards RAU can be used for this purpose.

CN1 would like to point out that DRX changes are critical since an un-synchronization between the UE and the network would lead to a situation when the UE is not pageable. 

Both solutions, usage of RAU procedure and SM procedures, were discussed. At the moment RAU procedures seem more feasible than SM procedures from technical view point and also from specification impact. 

Regarding the release where the changes would be applied, at least one company stated that for Rel-5 only the RAU procedure would be acceptable.

Actions to SA2: CN1 asks SA2 group to take this into account when making a decision.
	Related to S2-031704 and S2-031712

Open

	S2-031704
	GP-030913
	LS on DRX parameter
	To SA2 (cc: CN1, RAN1, RAN2, RAN3, T2)

GERAN2 thanks SA2 for their LS in S2-030958 regarding the addition of a DRX parameter IE to Session Management procedures.
GERAN2 agrees that a mechanism for the mobile station to modify the DRX parameter could be useful for certain types of applications. 

However, GERAN2 would like to remind SA2 that whenever the mobile station goes into the DRX mode, an agreement between the network and the mobile station about the value to be applied of the DRX parameter is of crucial importance for a proper system operation. If there is a disagreement about the value of the DRX parameter, the network becomes practically unable to setup a connection to the mobile station when the mobile station has entered the DRX mode. The mobile station would effectively become unreachable for both paging and downlink packet transfers.

The DRX parameter is normally negotiated during a GMM procedure. For that reason, current GERAN specifications prevent the mobile station from entering the DRX mode during an ongoing GMM procedure. In this way, the mobile station stays in reach for the network during any negotiation of the DRX parameter.

The same restriction does not apply for the SM procedures. If an SM procedure would be used to modify the DRX parameter, it is possible that the mobile station goes into DRX mode whilst waiting for the response from the network. If so, the network may become unable to send the response message back to the mobile station and thereby unable to successfully complete the SM procedure.

Hence, from a GERAN point of view, the SM procedures are not suitable for this kind of task. If SM procedures would be used for this purpose, the GERAN radio requirements may have to be modified to prevent the mobile station to enter the DRX mode during the SM procedures. That would be an undesirable change of the GERAN radio protocols, which may have adverse effects, for instance, on the power consumption and battery stand-by performance in the mobile station.

Actions to SA2 group: GERAN2 asks SA2 to consider this information and take that into account when making a decision about the appropriate mechanism to modify the DRX parameter.
	Related to S2-031143 and S2-031712 

Open

	S2-031705
	GP-030923
	LS on < Mapping of PFCs onto LLC SAPIs >
	To SA2

GERAN2 has discussed the issue "Mapping of PFCs onto LLC SAPIs", see the attached discussion paper for detail. GERAN WG2 agrees that the risks described in the discussion paper are valid and could especially appear in case of a multi-vendor configuration (SGSN from vendor A, BSS from vendor B). In order to avoid this problems GERAN2 came to the conclusion that it needs to be explicitly specified, that only PDP contexts (resp. NSAPIs) with the same radio priority level, QoS traffic handling priority, traffic class and packet flow identifier shall be mapped onto the same LLC SAPI. 

Actions to SA2: GERAN2 kindly ask to review and endorse the attach draft CR on 23.060 and forward it to TSG SA for approval.
	Open

	S2-031706
	GP#14(03)0928
	LS on impact of ‘Early UE handling’ on the GERAN
	To SA2 (cc: CN1, CN4, RAN3, SA1)

It has been brought to GERAN2’s attention that the latest version of the Work Item Description for ‘Early UE handling in the 3GPP system’ presented to TSG SA#19 in TD SP#19(03)0125 lists in the ‘Affected existing specifications’ a reference to a TS under GERAN2’s control:

Spec No.

CR

Subject

Approved at plenary#

Comments

48.008

GERAN 2

[Carriage of UESBI in BSSAP and] definition of Handover Reject cause and related BSS behaviour

GERAN #14 (April ’03)

For possible influence of GSM to UMTS handover

The objectives of the WI also mentions that: “[…] The candidates identified by TSG RAN […] were: […] 3) IMEI-SV solution to the CN, with an indication to the UTRAN and GERAN; indication may be derived from IMEI-SV or may be IMEI-SV itself. The GERAN impacts are expected to be linked to inter-RAT handover. […]”

From this information and from the expected changes to other 3GPP specifications, GERAN2 would like to clarify that it is their understanding that:

1. When a handover from GERAN to UTRAN is attempted, the RNC may reject the handover if it is known that the mobile station does not behave correctly in the handover procedure or in a subsequent UTRAN procedure.

2. A new reject cause is to be added to the [RANAP] RELOCATION FAILURE and [BSSAP] HANDOVER FAILURE messages.

3. The behaviour of the BSC towards this mobile station can be modified after such failure of the handover procedure. Typically, the BSC should not attempt further handovers to UTRAN for this mobile station.

The WID objective goes on to say: “[…] Unless there is a specific request from TSG-GERAN, this stage 2 will not deal with A/Gb issues apart from GSM-UMTS handover […]”. This topic has been discussed in TSG GERAN meetings #12 and #14 and so far there are no proposals to extend the ‘early UE handling’ WI to be used for the introduction of major GERAN features.

It is also GERAN2’s understanding that it has not been decided yet:

1. If the UESBI (whether the IMEI-SV or a bitmap) will be provided by the CN to the RNC at the Handover/Relocation Preparation procedure

· In this case, it needs to be ensured that the UESBI is sent by the CN to the RNC during the Handover/Relocation Preparation procedure in time for the RNC to decide whether to accept or reject the handover. In this case, GERAN2 believe that there is no need for the BSC to be made aware of the UESBI.

2. Alternatively, if UESBI needs to be sent from the BSC to the RNC, transparent to the CN.

· If this is the case, the UESBI needs to be known by the BSC and it therefore needs to be sent to the BSC in the following three cases:

a) By the RNC, at UTRAN to GERAN handover

b) By the another BSC, at intra-GERAN external handover

c) By the CN, at call establishment in GERAN

Both alternatives are believed to be feasible, although only the second option would require changes to BSSAP messages and would therefore have slightly higher impact on the BSSAP specification. GERAN2 kindly requests feedback from SA2 regarding the chosen approach.

GERAN2 would also like to point out that the changes to BSSAP are expected to be made during the GERAN2 #14bis meeting in May, which means that they cannot be officially approved by TSG GERAN before the TSG GERAN #15 meeting in June, just after TSG SA #20 in June.

Actions to SA2: GERAN2 kindly asks SA2:

1. To provide an update on the status of the Work Item after the SA2 meeting in May.

2. To confirm GERAN2’s assumptions listed above.

3. To study whether the UESBI can be sent by the CN to the RNC during the Handover/Relocation Preparation procedure in time for the RNC to decide whether to accept or reject the handover.

4. As a result, to confirm whether the BSC is expected to send the UESBI to the RNC at handover. If this is the case, to confirm:

· That the UESBI needs to be forwarded from an RNC/BSC to the BSC at inter-RAT/external handover.

· Which mechanism is to be used to send the UESBI from the CN to the BSC at call establishment (e.g. addition of the UESBI to the COMMON ID message)

To confirm that the changes are to be included in the Release 5 version of the 3GPP specifications.
	Forward to Early UE session

	S2-031707
	GP-031034
	LS on Usage of Allocation and Retention Priority in the BSS
	To SA2 

TSG GERAN has considered introducing Allocation and Retention Priority (ARP) within the BSS Packet Flow Context Creation Procedure on the Gb interface in the framework of Release 6. Inclusion of the ARP within the procedure allows the BSS to perform packet flow admission control based on Priority, Pre-emption Capability, Pre-emption Vulnerability and Queuing Allowed fields. Inclusion (resp. handling) of the ARP has been left optional for Rel-6 SGSN (resp. Rel-6 BSS). 

As a consequence of this analysis, TSG GERAN has reviewed and approved a CR to 48.018 Rel-6 introducing ARP within the BSSGP protocol (Tdoc GP-031030, attached to this LS for information).

TSG GERAN has also reviewed and endorsed a draft CR to 23.060 Rel-6 introducing the ARP within the BSS Packet Flow Context Procedure (Tdoc GP-030826, attached to this LS for action).
Actions to SA2: GERAN kindly asks SA2 to review and approve the attached CR in Tdoc GP-030826.
	Open

	S2-031708
	GP#031066
	Answer to Liaison Statement on Core Network Provision of separate flows for P2P and P2M radio Transmission
	To SA2, RAN1, RAN2 (cc: SA4, CN1, CN4, RAN3)

TSG GERAN would like to thank TSG SA WG2 for its liaison statement about Core Network Provision of separate flows for P2P and P2M radio Transmission.

TSG SA WG2 has highlighted the following point:

· The different transmission schemes for P2P and P2M mode have not been addressed before. Therefore, it has been proposed that the BM-SC may provide two sets of streams to the GGSN->SGSN->RNC/BSC, one set with coding optimized for P2M transmission and one set with coding optimized for P2P transmission.
TSG GERAN would like to highlight that the work on MBMS, especially on the physical layer, has not sufficiently progressed to provide a final answer. TSG GERAN would however like to raise the following points:

· This issue is tightly linked with the concept of MBMS RAB which is still not defined.

· If separate flows are provided to the RAN by the CN for P2P and P2M, and if each flow requires a separate MBMS RAB a number of problems raises in GERAN:

· Any switching in the RAN and the MS between P2P and P2M is a technical challenge as it would require a (synchronized) RAB change which is not possible as of today

· It is unclear how such synchronized switching would work given the MS mobility

· On the other hand, it is assumed that the ongoing discussions on switching between P2P and P2M suppose the same MBMS RAB is used for both. Note that TSG GERAN has not concluded on the need for such a switching

· TSG GERAN feels that it is premature to take any decision about the redundancy provided in the BM-SC as long as the Radio Bearer for P2M is not defined in GERAN. 

· It is unclear whether these separate flows would be provided to the BSS a) always or b) under BSS request. The capacity on the Gb interface (in GERAN A/Gb mode) and on the Iu interface (in GERAN Iu mode) is a concern.

· It is the responsibility of the RAN to configure any given radio bearer according to the QoS requirements of this radio bearer. This configuration is transparent to the CN. In MBMS, due to the characteristics of the P2M transfer vs P2P transfer it is expected that separate radio bearers will be needed for P2M and P2P i.e. separate flows within the RAN.

Last, TSG GERAN has further to investigate how the concept of MBMS RAB fits into the PFC concept of the GERAN A/Gb mode in general, Additionally the PFC concept may have to be improved to carry P2M bearers and in the present case, also subflows. Support of SA2 for this task will be highly appreciated.
	Forward to MBMS

	S2-031709
	UMTS QoS model
	Reply to LS on Generic UMTS QoS model
	To SA2

TSG GERAN thanks TSG SA WG2 for the LS on Generic UMTS QoS model (S2-030886/GP-030466) and appreciates the effort of TSG SA2 experts to reflect the addition of GERAN to the QoS architecture in TS 23.107. TSG GERAN would like to highlight that in Release 99 GERAN A/Gb architecture was included and in Release 5, it was GERAN Iu mode that was added. 

Regarding generalization of the QoS architectural model to include support for all RANs, it is felt that TSG SA WG2 is the right group to agree on a way forward. TSG GERAN appreciates the approach to generalize TS 23.107 to make it applicable for GERAN A/Gb mode and Iu mode. Concerns were raised on whether the Iu Bearer Service can be changed to one common RAN Access Bearer Service, since the functional split between GERAN A/Gb mode and Core Network is not the same as between GERAN Iu or UTRAN and Core Network. To better reflect this it was proposed to instead of replacing Iu Bearer Service, to add in the figure Gb Bearer Service. 

In addition, a question was raised on how/whether the CS side of GERAN A/Gb mode needs to be reflected in 23.107. 

Regarding the value ranges for Radio Access Bearer Service Attributes, TSG GERAN does not see any need for separating the values for UTRAN and GERAN. The original table 5 in section 6.5.2 of 23.107 is sufficient since it covers the value ranges for GERAN as well. However, TSG GERAN believes that it makes sense to add a note (Note 7) that would reflect the fact that the maximum bit rate provided by GERAN is 473.6 kbps.

P.S. For definition of the term GERAN please refer to 3GPP TS 21.905

Actions to SA2: TSG GERAN kindly asks TSG SA WG2 to reflect the comments in this LS.
	Open

	S2-031710
	GP#14(03)1068
	LS on further discussion on the meaning of the Transfer Delay QoS parameter for Streaming services
	To SA2, SA4

TSG GERAN2 thanks SA2 and SA4 for their LS (S2-031025 and S4-030097) regarding <Meaning of the ‘transfer delay’ QoS attribute for packet-switched streaming bearers>.

GERAN2 have had some further discussion regarding this issue (see attached document) on the Transfer Delay QoS parameter and the de-jittering buffer used in the MS and would like to inform TSG SA WG2 and WG4 about the discussion:

In packet-switched networks it is a common practice that the play-out buffer at the receiving end compensates the induced delay variation. Of particular importance is the maximum delay variation, which is the value used for play-out buffers sizing.

The same practice is used also in TS SA4 (see [TR26.937]) where it is said (see Section 6.2.5.1):

“Jitter buffering

The extra pre-decoder buffering required in an actual client, which is to tolerate for packet transfer delay variation (i.e. the maximum expected difference between transmission curve-reception curve). PSS client implementations may not include a separate jitter buffer, but jitter buffering is only a function performed by the pre-decoder buffer. “

In addition Section 6.2.5.4 of TR 26.937 states:

“6. Client analyses the granted QoS parameters by the network and decides how much jitter buffering there needs to be. In case of strict QoS scheduling on the network, the maximum expected time difference between transmission curve and reception curve is in fact the granted "transfer delay" QoS parameter.”
During the discussion in GERAN2 comments were raised that the way the Transfer Delay QoS parameter currently defined in 23.107 and the way it is linked to the de-jittering buffer is not considered very useful . The following reason was mentioned:

1. The transfer delay is defined as the maximum delay for 95% of the packets of the bearer during the Streaming session. This make it hard for the MS to assess how big the de-jittering buffer should be. The reason for this is that a MS in GERAN normally experiences a fairly low transfer delay during stationary conditions, however when a cell change or a routing area change occurs the transfer delay will temporarily become relatively high. This may cause the MS de-jittering buffer, which may be designed to be slightly higher than the Maximum Transfer Delay to be emptied. 

2. One problem related to the definition of transfer delay is the relatively low number of packets (95%) that needs to be received within the given time. TSG GERAN is questioning if the streaming application will produce good quality streaming with only 95% of the packets, or would the buffer also have to take into account parts of the remaining 5%? The delay of these 5% is unknown and may - due to the characteristics of GERAN - be significantly higher than the first 95%.

Actions to SA2: Both SA2 [S2-031025] and SA4 [TR 26.937] indicate that the de-jittering buffer size should depend on the transfer delay value. However according to the strict definition of the transfer delay, TSG GERAN2 believes that this will not be possible. What is the correct way of setting the de-jitter buffer in the MS in order to have an interruption-free streaming application?
	Open

	S2-031711
	R3-030534
	LS on early UE handling
	To SA2 (cc:CN1)

RAN3 thanks SA2 for their liaison statement regarding their investigations of the Early UE Handling architecture.

SA2 asked the following question to RAN3:

1. Duplicated containers received by the RNC. 

At SRNS relocation for a UE with active PS and CS domain Iu connections, the target RNC may receive UESBI in the Transparent Containers sent in both Iu-ps and Iu-cs Relocation Request messages. How does the RNC treat such a situation if the information in the containers is not the same?

RAN3 understood that this question relates to the transport of UESBI-Uu (originating from the UE) and included by RRC in the "RRC Container" in the "Source RNC To Target RNC Transparent Container".

According to TS 25.413, subclause 8.6.5 "Co-ordination of Two Iu Signalling Connections":

"If the RNC has decided to initiate Relocation Preparation procedure for a UTRAN to UTRAN relocation, the RNC shall initiate simultaneously Relocation Preparation procedure on all Iu signalling connections existing for the UE. The source RNC shall also include the same Source RNC to Target RNC Transparent Container IE, Relocation Type IE, Source ID IE and Cause IE in the RELOCATION REQUIRED message towards the two domains."

This implies that the Target RNC should not receive different UESBI-Uu in the Source RNC to Target RNC Transparent Containers over Iu-cs and Iu-ps at relocation. However there is no requirement to check the received information in the Target RNC. It can therefore be expected that the normal behaviour in the Target RNC is just to select one of the received containers and discard the other one.
	Forward to Early UE

	S2-031712
	R3-030535
	Liaison Statement on DRX parameter
	To SA2, (cc: GERAN1, GERAN2, CN1, RAN1, RAN2, T2)
RAN3 thanks SA2 for their liaison statement regarding the usage of the DRX parameters and the possible enhancement in order to change them.

SA2 asked the following question to RAN3:

SA2 would like to ask RAN3 guidance on how the DRX parameters are used in UTRAN, can UTRAN benefit from this improvement and does the proposal conflict with the current mechanisms used.

RAN3 would like to provide the following guidance and answers to SA2:

· In UTRAN from RAN3 perspective, DRX parameter is currently only sent to the Serving RNC in RANAP:PAGING message (optional DRX Cycle Length Coefficient IE). 

· As described in 25.413, if the DRX Cycle Length Coefficient IE is present, the UTRAN shall, when applicable, use it for calculating the CN originated paging occasions for PMM-Idle UEs.

· As explained in 25.304 (UE Procedures in Idle Mode and Procedures for Cell Reselection in Connected Mode), The DRX cycle lengths to use for UTRAN connected mode is the shortest of the following:

· UTRAN DRX cycle length (that is used for UTRAN originated Paging);

· any of the stored CN domain specific DRX cycle length for the CN domains the UE is only attached to with no signalling connection established.

RAN3 would like to point out as well that no procedure (other than PAGING) is defined in R99 to update the UTRAN of new DRX parameter after a RAU (which could be done in PS connected mode after SRNS relocation) and R99 RAU includes DRX parameters.

That is why RAN3 thinks that, as the CN domain specific DRX cycle length is only used for UEs in PMM-idle, the “re-negotiated” DRX parameter between UE and the network by either RAU or other means, can be sent over RANAP:PAGING message, without any change nor conflict to RAN3 specifications. 

However RAN3 welcomes SA2 and CN1 to further elaborate on situations of "un-synchronization between the UE and the network" leading to not pageable UEs. If modifications to RAN3 specifications are then required, Release 6 is the earliest release for such modification/enhancement from RAN3 perspective.
	Related to S2-031143 and S2 –031704

Open

	S2-031713
	S1-030405
	LS on SA2 LS on IP session control API
	To SA2 (cc: SA, CN5)

TSG SA1 thanks TSG SA2 for their liaison statement in S2-030444 as well as the attachment, a CR to 23.127 in S2-030162. Whilst SA1 generally does not get involved in architectural issues, the assumption made by SA2 on OSA is not completely aligned with the existing premise of OSA. A high level requirement of OSA, as extracted from TS 22.127, states (clause 6) : 

-
It is not required that network entities, which provide the implementation of OSA interfaces (SCFs), be mappable to 3GPP standardised functionality, nor that the existence of a standardised interface / protocol to communicate with 3GPP standardized network elements is required.Thus it is permissible to e.g. build a OSA API function into a WAP gateway to retrieve terminal capabilities from terminal supporting the WAP protocol.

Note: 
If the network entity, to which OSA provides an API interface, is a 3GPP standardised entity and if a standardised interface / protocol to communicate with that network entity exists it is recommended that 3GPP defines a mapping of the OSA API functions to that interface / protocol.

OSA capability exists today where there are no standardised access to network elements or indeed network elements, such as Account Management or Content Based Charging. The originators of the requirement have stated they the will resubmit additional contributions addressing the architectural impact. SA1 proposes that until all architectural options are exhausted more time is given to realise the requirement. 

TSG SA1 proposes to keep the requirement for the time being, pending further input and discussion in SA2. SA1 will reconsider the requirement pending further input from SA2 on the issue.  
	Open

	S2-031714
	S1-030492
	Liaison statement to LS on GSMA CPWP proposed additional charging requirement to be added in TS 22.115
	To GSMA CPWP (cc: 3GPP SA2, 3GPP SA5, 3GPP T2, GSMA SERG, GSMA TADIG)
TSG SA1 would like to thank GSMA CPWP for their proposed changes related to TS 22.115 for Charging and Billing.

During our meeting in San Francisco, held between the 20th and 24th of January 2003, we reviewed the proposed changes and prepared a CR for “Roaming awareness for charging via HPLMN components”.

As a result of further discussions it was agreed to keep the requirement more in general in order to be valid for further services than MMS and IMS as well. According to that chapter 4 on “Main Requirements and high level principles” was modified with the proposed text (see enclosed CR).

The CR was approved by the SA Plenary in March, 2003 with the slide modification of leaving out the term “service node” so that possible further concerned entities may not be excluded in the text.
	Noted

	S2-031715
	S1-030516
	LS on Protocols over the Mt interface
	To SA2 (cc: CN1)

TSG SA WG1 wishes to thank TSG SA WG2 for their liaison statement on Protocols over the Mt interface (S2-030999).  Although SA1 can not make any specific comment over the Mt interface, we would like to point out that in the Presence Service Stage 1 (TS22.141) and in the IMS Group Management stage 1 (TS22.250) there are requirements for standardised mechanisms between terminal-based applications and the systems providing the capabilities. These standardised mechanisms include the user-management of groups for services such as chat (e.g. clauses 5.4 and 5.5 in TS 22.250 v6.0.0) and the control of presence policy information (e.g. clauses 5.4 in TS 22.141 v6.2.0).
	Noted

	S2-031716
	S1-030527
	LS reply to SA2 on LS on Query, Cancel of activated location requests for the Target UE
	To SA2

SA1 thanks SA2 for the LS on Query, Cancel of activated location requests for the Target UE (S1-030336). 

During the course of the LCS meeting held on the 9th April documents S1-030336, LS from SA2, and a proposed response from Huawei and China Mobile, document S1-030390, were discussed at length. 

The LS stated:

In the current TS 22.071 v6.2.0 chapter 4.15 “Periodic Location Reporting,” which states “It should be possible for the target UE at any time to query the LCS server about any valid requests activated for that target UE, and/or cancel the request. When a request is cancelled by the target UE, the LCS server shall inform the LCS client of this cancellation.” 

SA2 kindly asks SA1 to verify whether the requirement is still accurate given the fact that the current LCS privacy architecture can provide the functions below:

1. The UE can be notified when a LR is processed, so is it necessary for the target UE to query the activated requests against it?

2. The ongoing activated periodical LR can be rejected by changing the privacy profile of the target user. Does this -- changing of the LCS privacy profile -- satisfy the above requirements or does SA2 need to define a procedure for the cancel operation? 


It is SA1’s conclusion that:

1. The requirements are not being fully met by the current procedures described in TR23.271

2. It is obvious that the user cannot currently query the network (LCS server) for any active LCS requests and cannot therefore selectively cancel any of these requests.

3. Until amended, deleted or made optional, SA2 should consider additional ways to fully satisfy the existing requirements as stated TS22.071

In consideration SA1 decided to make the ‘query and selective deletion feature’ an optional rather than an essential mandatory requirement and a CR to TS22.071 will be raised to implement this change.
Actions for SA2: SA2 is kindly asked to consider the replies given in Section 1 of this document in their architectural work.
	Forward to LCS

	S2-031717
	S1-030535
	LS on SMS/MMS Interworking from WLANs
	To SA2, T2, CN4 (cc: OMA MAG)

SA1 have been considering the requirements for Interworking of 3GPP Systems and WLANs and in particular the need to interwork to SMS/MMS.  So far SA1 has agreed the following points:

a) Users should be able to send and receive messages between themselves and users who are using SMS or MMS via the WLAN. E.g. Alice is on a 3GPP network and has a SMS capable UE and Bob is on the WLAN.  Alice sends Bob a message via SMS, which Bob is able to receive and respond to.

b) SA1 would like to avoid extending SMS to work over WLAN and hence would like to see SMS messages being sent to the user via either MMS, IMS messaging or Web based applications.  SA1 is aware that currently MMS notification is achieved through SMS and that this requirement not to carry SMS to the WLAN device would require additional notification methods to be defined.  SA1 asks that T2 looks at alternative notification methods for Release 6 and to inform SA1 if there are any issues.  

c) SA1 note that currently all subscriptions require an E.164 number to be assigned to the subscriber, hence all WLAN devices would have an E.164 number assigned which would allow SMS/MMS messages to be routed correctly.  However, some operators have indicated that they do not see the assignment of E.164 addresses to WLAN devices as appropriate.  Hence SA1 will be looking at this issue again to determine if there is a need to support devices without E.164 numbers.

Actions to SA2: SA1 asks SA2 and CN4 to take note of this use case for access to MMS without the need for an E.164 number.  This is a new use case identified in SA1 and SA1 are discussing when this will be needed.  SA1 will notify SA2 and CN4 of their decision when it is made.
	Open

	S2-031718
	S1-030539
	LS on R99 and later emergency calls when attached to data only network
	To CN1 (cc: SA2, GERAN2, RAN2)

SA1 thanks CN1 for their LS which clarifies questions on R99 and later emergency calls when attached to data only network.

SA1 has complied with the proposal of CN1 to remove the requirement for emergency calls when attached to data only network in 3GPP Release 99, 4 and 5. 

Corresponding CRs to TS 22.101 (S1-030414, S1-030415, S1-030416) have been created saying: "When terminal is attached only to a PS CN domain emergency calls are not supported."

For Release 6 it is still required that a UE supports emergency calls when attached to a data only network, however this is further clarified in a Rel' 6 CR to 22.101 (S1-030538) which is attached. 

	Noted

	S2-031719
	S1-030546
	Reply LS on ‘Request for Information Regarding WLAN Interworking Impacts to UICC applications’
	To T3, SA3 (cc: SA2, EP SCP)

SA1 thanks T3 for their LS requesting guidance on the need for a work item and on its content to support WLAN interworking.

There are requests from operators for a secured SIM based WLAN authentication solution, but SA1 thinks that it could be difficult to achieve, considering the short time-frame and a possible impact to frozen releases (Rel-4 and Rel-5).

At the moment WLAN authentication based on legacy SIMs can be done via proprietary methods or EAP SIM, but with security issues raised by SA3 (S1-030329 / S3-030161). If USIM is utilized for WLAN authentication EAP AKA is used. 

Therefore, SA1 foresee a need for T3 to start a work item to support the WLAN interworking efforts.

SA1 would like T3 to focus on a standardised solution for a secured WLAN authentication based on (U)SIM.

SA1 is aware of the IETF proposal “EAP-Support in smartcard” attached within the present Liaison, which T3 may wish to consider.
SA1 would like to note that these enhancements shall be considered as optional and should not produce impacts in the authentication mechanisms already proposed for WLAN inter-working.
	Forward to WLAN 

	S2-031720
	S1-030547
	LS reply on WLAN/3GPP Simultaneous Access
	To SA2 (cc: SA3, T3)

SA1 would like to thank SA2 for the LS “WLAN/3GPP Simultaneous Access” (Tdoc S2-030279, S1-030338).  SA1 has considered the questions and arrived at the following answers:

Question 1. Are there any requirements mandating or prohibiting simultaneous WLAN and 3GPP access?

SA1 answer:  Yes.  Simultaneous WLAN and 3GPP access must be possible and architectural choices must not prevent or preclude simultaneous access.

Simultaneous usage of both radio access technologies will depend on the requirements of the user’s application, the capabilities of the UE and the coverage of the radio access technologies.  The standards shall not preclude the simultaneous use of both WLAN and 3GPP radio access technologies.

TR 22.936 v6.1.0 , Section 6.4.1 
Service Aspects says: 

The user’s actions related to service invocation should be the same when using either the WLAN or the 3GPP system. 

TSG-SA #19 approved CR#114 to TS 22.101 v6.2.0 (SP-030022) on Simultaneous connection to 3GPP systems and I-WLANs (Rel-6) with the following addition:

4.8.2 Simultaneous Connection to I-WLANs and 3GPP systems

The 3GPP system shall support simultaneous connection to an I-WLAN and to the 3GPP systems for the following scenarios:

·For an integrated WLAN/3GPP device the user shall be able to make or receive a CS domain call without the need to drop the connection to the I-WLAN and visa versa.

·For an integrated WLAN/3GPP device the user shall be able to connect to both the PS domain and to the I-WLAN at the same time, to access different services.  For example, this will allow the user to access the Presence service via the 3GPP system and the internet via the I-WLAN.

The user shall be able to connect simultaneously to the 3GPP system and the I-WLAN with multiple devices (which have separate UICCs) on the same subscription.  

Question 2: Does simultaneous access apply to the same set of services or is it intended that different set of services be available over each access? (i.e. is it envisaged to allow a single UE connected to both 3GPP and WLAN to access simultaneously different services depending on the access?)

SA1 answer: Most likely not all services will be available over both I-WLAN and 3GPP accesses.  Hence it shall be possible to access, e.g., IMS or MMS over 3GPP PS and simultaneously the Internet over WLAN.  Whether a certain service is simultaneously available over both accesses may be service-specific.  Currently we have not determined  the need to access the same service simultaneously, this is for further study.  For example Internet access or intranet access (such as access to a private intranet) may be supported simultaneously over both accesses.

Question 3: Is there a stage 1 requirement that ensures that a GPRS user is not detached or that PDP context is not de-activated when a user enters WLAN coverage?

SA1 answer: Yes.  This is an important requirement for all scenarios and for any pre-release 6 implementations.  This is because in early I-WLANs (pre-R6 and R6 scenario 2 compliant), I-WLAN may only provide access to a subset of the services that will be available over 3GPP PS.  For example, I-WLAN may only provide Internet access while all the other services are only available over 3GPP PS.  Therefore, entering WLAN coverage or establishing a WLAN session shall not de-activate or detach user's simultaneous GPRS sessions/PDP contexts.

In addition, the existence of GPRS PDP contexts or GPRS attachment shall not prevent the user from establishing WLAN sessions.  This is because non-3GPP-operator WLAN sessions will anyway be possible, thus it would be highly undesirable to "eject" users from WLAN networks that are not provided by the home 3GPP operator. 

Question 4:  Does simultaneous access have any impact on networks fraud detection capability (for instance, multiple simultaneous authentication using the same SIM, multiple simultaneous online debit, etc.)

SA1 answer:  Currently, simultaneous 3GPP PS and CS are possible, so at minimum, similar fraud detection considerations shall apply for simultaneous WLAN and 3GPP PS/CS [TS 33.102].  This issue is tightly related to I-WLAN security, which is being worked on in 3GPP SA3.  Possibly a LS reply from SA3 will clarify this issue more.

Actions to SA2: SA2 is kindly asked to consider the replies given in Section 1 of this document in their architectural work.
	Forward to WLAN

	S2-031721
	S5-034249
	LS on sending the SGSN’s MNC and MCC to the GGSN and service nodes
	To SA2 (cc: CN3, CN4, SA1, T2, GSMA BARG CPWP)

In accordance with a series of LSs exchanged between the addressed WGs, 3GPP TSs have been modified from Rel-97 onwards to allow network nodes involved in charging to know the serving network of the subscriber, based on requirements received from the operator community.  This includes:

· modifying TS 09.60 / 29.060 for the SGSN to send the RAI to the GGSN;

· modifying TS 09.61 / 29.061 for the GGSN to forward the SGSN’s MNC and MCC (extracted from RAI) via its RADIUS interface;

· modifying TS 12.15 / 32.015 / 32.215 for the GGSN CDR to include the SGSN’s MCC and MNC.

SA5 is further working on including the SGSN’s MCC and MNC into service CDRs, especially for MMS in Rel-4 and Rel-5.  In performing this work, SA5 has realised that the addition of the RAI parameter to GTP in TS 09.60 / 29.060 has been implemented as a service option without further specifying the presence requirements for this parameter in the GTP messages.  It was also observed that the affected GPRS message descriptions in TS 03.60 / 23.060 have not been changed at all.  Given this situation, SA5 feels that the operator requirements for adding the serving network’s (i.e SGSN’s) MCC and MNC into various types of CDRs, is not met.  While it is acknowledged that backward compatibility considerations may prevent additional protocol parameters from being specified as mandatory, SA5 believes that nevertheless a more strict presence requirement of the RAI in GPRS messages and MCC/MNC in RADIUS is needed.  In order that MMS charging can use this additional functionality from the very beginning, this requirement would at least hold from Rel-4 onwards, while the optional addition of this function would be acceptable in the earlier releases from SA5 perspective.

Actions to SA2: SA5 kindly asks SA2 to investigate the above issue and perform any changes deemed necessary to the GPRS stage 2 descriptions in TS 03.60 / 23.060 to guarantee, at least from Rel-4 onwards, that the MCC and MNC of the SGSN are sent to the GGSN upon creation of a PDP context and upon transferring a PDP context to a SGSN belonging to another network.
	Open

	S2-031722
	S5-034256
	LS on Roaming Awareness
	To T2, SA1 (cc: SA2, GSMA CPWP)
SA5 thanks T2 for their liaison statement on the issue of roaming awareness (T2-020951/S5-034038).

SA5 can confirm that there will be updates to its TS 32.235 for both Release 4 and Release 5 regarding the inclusion of the serving network identity in the MMS CDRs related to MM1 transactions (e.g. MM1_submit.REQ). 
The associated CRs will be available at SA#20 for approval. These updates will be based on the recently approved CR to TS 22.115 from SA1 (S1-030286) and additionally on the requirements from SA1 contained in TS 22.140 indicating that the MMS Relay/Server shall be able to support charging in roaming conditions.

SA5 remains at SA1 and T2's disposal for any future work in this area.
	Noted

	S2-031723
	S5-034260
	Reply LS on “Relationship between IMS sessions and a PDP context”
	To SA2, CN3 (cc: CN1)

SA5 thanks SA2 and CN3 for the above LS’s on ‘Relationship between IMS sessions and a PDP context’.

SA5 concurs that the assumption on disallowing the reuse of a PDP context for multiple IMS sessions is valid for IMS Rel-5. This will allow the charging and billing entities a well defined relationship between PDP contexts and IMS sessions, e.g., in order to permit such PDP contexts to be free of charge.

However, this limitation might be re-examined for Rel-6 due to the specification of IP Flow Charging procedures and requirements assuming that the level of IMS session separation described above is possible using IP Flow Charging.
	Noted

	S2-031724
	S5-034261
	Reply LS on duration of ICID at IMS registration
	To CN1 (cc: SA2)

SA5 wishes to thank CN1 for pointing out of an open issue that exists regarding the generation and administration of ICID for session unrelated charging events.

SA5 currently does not see an immediate relevance of ICID for the session unrelated charging mode, however it is enabled in TS 32.225 and therefore it needs to be considered in a consistent way in both SA5 and CN1 technical specifications.

initial discussions within SA5 suggest that the best way to use an ICID for a registration event would be to generate ICID during the initial user registration using his Private User ID.  All subsequent SIP session unrelated methods (e.g., REGISTER, NOTIFY, MESSAGE, etc.) should use the same ICID regardless of whether the same public user ID is used or not.  This ICID should be valid until the user (Private User ID) is deregistered.  

However, this issue needs to be further analysed and the appropriate charging mechanism specified in TS 32.225.

In order to avoid any potential conflicts between CN1 and SA5 TSs, SA5 suggests that the CN1 specifications would only point to TS 32.225 for any issue related to the generation and duration of the ICID.  

SA5 intends to provide CN1 and SA2 (for information) a copy of the appropriate CR to Rel-5 TS 32.225 that SA5 will create to conclude this issue.
	Noted

	S2-031725
	S5-038243
	LS on Reporting Radio Resource Usage Information for MBMS from UTRAN/GERAN to Core Network and/or to OAM
	To SA2 (cc: SA1, GERAN2, RAN2, RAN3)
SA5 would like to thank SA2 for their Liaison Statement LS (S2-030989/ S5-038230) on Functionality for Reporting Radio Resource Usage Information for MBMS from UTRAN/GERAN to Core Network and/or to OAM and for the opportunity to comment on this issue.

SA5 has discussed the issue raised in the mentioned Liaison Statement and would like to share the following points with SA2 and the other groups addressed in this LS:

· Whatever the usage of this information (Network Management, Charging & Billing, Traffic Management), SA5 would like to mention that the reporting function to provide the Core Network with information on the radio resource usage for a given MBMS session is not within the scope of SA5. 

· From SA5 point of view, the radio resource usage information might be required both to report  radio network efficiency (Performance Management function) and to generate charging information (Charging & Billing function).
· SA5 will consider adding these functionalities to their Performance Management and Charging & Billing specifications, based on further SA1 and/or SA2 requirements. 
· SA5 would like to have more details when appropriate of what information would be needed to be collected, both for Performance Management and Charging & Billing functions.
Other points SA5 would like to mention are:

· The current focus of SA5 is Itf-N, which is the interface between the 2G/2.5G/3G Network and a 3G Network Manager (NM).

· Performance Measurements to be generated by UTRAN/GERAN NEs are standardized by SA5. 

· Charging Data Records to be generated by CN NEs are standardized by SA5. 

Actions to SA2: To inform SA5 of the progress of the discussion and to inform them when such functionality becomes a requirement for MBMS.
	Forward to MBMS

	S2-031726
	ITU-T SG 11
	Signalling Requirements for IP-QOS
	To Study Group 16, Q.F/16 ( cc: 3GPP via ETSI, etc.)

The participants of the joint Qs 7, 8, and 9/11 meeting on end-to-end IP-QoS appreciated receiving your liaison (agreed to at 11‑14 February 2003, Q.D, F, G, 2-5/16 Rapporteurs meeting) that conveyed the latest draft Annex N/H.323.  They appreciated the degree of effort and mature status of your draft work.  It was noted that the scope of this new Annex is the definition of the specific mechanism of end-to-end QoS within the H.323 protocol.
This represents a difference in scope of work from the current effort within SG 11, which is attempting to specify the general (protocol independent) signalling requirements of end-to-end IP-QoS.  It is our expectation that these requirements are applicable to several protocols that may be used in Next Generation Networks, including H.323.  An essential consideration is that a consistent schema should be applied to the signalling of QoS information when traversing several administrative domains, each of which may utilize different signalling protocols, to complete an end-to-end communication – whether for voice, data or multimedia.

A fundamental principle that SG 11 is following is that the development of QoS signalling requirements (and protocol, subsequently) maintains alignment with the Y-series of recommendations concerning QoS management.  This appears to be a consideration that still needs to be addressed with respect to draft Annex N/H.323;  therefore,  SG 16 is encouraged to assure such compatibility with Y.1541 before publication of Annex N/H.323.

The participants in the SG 11 activity are eager to collaborate with the active experts in Q.F/16 and they view the above-mentioned principle as a first point of joint discussion.  It is recognized that the expertise within the SG 16 activity is a valuable asset to advancing completion of the work within the responsibility of SG 11.  To that end, the respective management teams are encouraged to initiate the needed processes to enable the joint activities noted in your liaison.
	Noted
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