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1. General 

This document proposes an optional authorization procedure to be used in case of an IMS Emergency Call. This procedure involves the evolved PDF and the Gq interface. In accordance with the current rel. 5 Go interface, it is up to the operator to choose whether the Gq interface is used or not. 

There are several reasons as to why an operator may choose to use the evolved PDF authorization for the IMS emergency call. These emergency calls are setup using high priority and, if needed, resources are pre-empted from other calls. So, the setting up of an emergency call may cause other calls to be pre-empted in two ways: The establishment of the emergency call may require the pre-emption of another call. In addition, once the emergency call is setup, generally it is not pre-empted if there is congestion in the network but other lower priority calls are pre-empted instead. Then, if no authorization is done for the GPRS bearer, the user may fraudulently set up a call by requesting emergency treatment for a call that is not an emergency call, and this call then gets high priority treatment even if it should not. 

Thus, an option to choose to use authorization in the case of IMS emergency calls should be provided in the standards.   

2. Discussion

Emergency call is a high priority communication that is setup toward the emergency center. The IMS Emergency call is setup using the general IMS and GPRS signalling with the following additions proposed in this contribution: 

· At the IMS session setup, if an emergency session is detected then the request from the AF to the PDF shall contain an emergency indication.

· If the PDF has received an emergency indication from the P-CSCF for a particular IMS session, then the Go decision shall provide authorized QoS appropriate to carry IMS emergency media

Based on this information, the GGSN knows that the session is used for an IMS emergency call, and is able to set up the bearer resources accordingly.  

The inclusion of this information to the TR 23.917 is described in the following chapter. 

3. PROPOSAL

The following is proposed to be added to the TR 23.917:

8.3.1 Authorisation of QoS resources, session establishment

The following flow shows the authorisation of the QoS resources at session establishment. This step is necessary for the AF to request the generation of any authorization token by the PDF.

For a particular user and session, the PDF generates one authorization token which is valid for the related session and user.
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Figure 3:  Authorize QoS resources, session establishment

1) A trigger is received at the AF, e.g. a session Control message containing media information is received by the Application Function.  

2) The Application Function sends a request for authorization token and optionally session information to the PDF. In case of IMS, if an emergency session is detected as per procedures defined in 3G TS 24.229, then the request sent by the AF to the PDF shall contain an emergency indication. Some services may require further interaction between the AF and the PDF to provide the full session information, e.g. for IMS session establishment (mobile terminated). 

3) If the PDF received the session information, the PDF shall authorize the required QoS resources for the session and install the IP bearer level policy in its internal database based on information from the Application Function. If the session QoS information was not received in Step 2 above, the QoS authorisation is deferred.

4) The PDF reports successful or deferred QoS authorisation of the session, to the Application Function. The requested Authorisation Token shall be included.

5) Upon successful or deferred authorization of the session, session control messaging continues, with the supplied Authorisation Token being passed on the UE. 

It is also possible that the AF may initiate a request for multiple authorization tokens to use for future sessions, in which case the PDF can generate multiple authorization tokens. When the AF receives multiple authorization tokens from the PDF, it may allocate these to sessions without re-contacting the PDF.

8.3.3 Example of authorisation of QoS resources, P-CSCF is Application Function

One example of usage of the authorisation flow above is at IMS session setup. This scenario is shown below:
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Figure 5: Example Information flow for IMS session set-up

The P-CSCF sends an authorisation request message to the PDF to request an authorisation token. The message may include SDP information. All possible interactions between P-CSCF and PDF at this stage are not shown in this call flow. The P-CSCF may provide sufficient information to enable the PDF to make authorization decisions.

The PDF uses the information received from the P-CSCF in order to authorize the necessary QoS resources.

An authorisation token is generated by the PDF. The authorisation token is a globally unique value. This authorisation token includes the PDF identifier. The PDF identifier ensures that the GGSN knows which PDF to contact for Go interface flows.

The PDF sends an acknowledgement message to the P-CSCF containing the Authorisation Token.

If the P-CSCF had requested to be instructed at resources setup, the PDF further interacts with the P-CSCF on bearer establishment. The P-CSCF makes an IMS decision on the authorisation and sends authorisation information to the PDF. The PDF makes an authorisation decision which is communicated to the GGSN. If the PDF has received an emergency indication from the P-CSCF for a particular IMS session, then the decision shall provide authorized QoS appropriate to carry IMS emergency media. The successful installation of the decision is reported to the P-CSCF.
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