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1. Introduction

WAG functionality is defined to support per-user routing enforcement and per-user accounting. Detailed protocol flows which enable the WAG to support per-user routing enforcement have not been completed, and indeed may eventually be left to the local agreement between WLAN AN and VPLMN. However, what is agreed is that once scenario 3 is decided, such routing enforcement cannot rely on the WLAN UE for any subsequent part of the process.
Per-user WAG routing enforcement allows the WAG to identify a particular WLAN UE’s traffic flow in order to apply the appropriate policy. Such functionality will also allow the WAG to generate per-user accounting since the VPLMN can correlate packets passing through the WAG with the unique 3GPP identity provided during AAA signalling (e.g., the same identity used to build TAP3 tickets for scenario 2).
Details of tunneling protocols and end-points are still continuing within SA2. However, the above highlights that this essential WAG functionality can be decoupled from tunnel end-point and protocol discussions.
2. WAG Option Independence
6.2.5  WLAN Access Gateway 

Support of WAG in scenario 2 is optional

· The WLAN Access Gateway is an optional gateway via which the data to/from the  WLAN Access Network can be routed via a PLMN. 

· The WLAN Access Gateway support is subject to local agreement between the WLAN AN and the VPLMN, in the roaming case, and between the WLAN AN and the HPLMN, in the non-roaming case. 

 The WLAN Access Gateway:

· Enables generation of aggregate charging for users accessing via the WLAN AN (scenario 2), e.g., to verify the charging records generated by the WLAN AN

· Enables the (V)PLMN to implement portal functionality for users accessing via the WLAN AN, e.g., for scenario 2

The definition of the interface between WLAN AN and PLMN and the operation of the WLAN Access Gateway are subject to local agreement and are not specified by 3GPP. However, in order to demonstrate support for the WLAN Border Gateway, informative examples of such connectivity between WLAN AN and PLMN are described in an informative annex.

Support of WAG in scenario 3 is mandatory
· The WLAN Access Gateway is a manadatory gateway via which all the data to/from the WLAN Access Network for WLAN UEs operating in scenario 3 can be routed via a PLMN. 

· The WLAN Access Gateway support may be subject to local agreement between the WLAN AN and the VPLMN, in the roaming case, and between the WLAN AN and the HPLMN, in the non-roaming case. 

 The WLAN Access Gateway:

· Enables routing enforcement via a PLMN of traffic to/from a WLAN UE operating in scenario 3.
· Generate per-user charging records.
[Editor’s Note: This scenario 3 WAG functionality is independent of the final decision on tunnelling options]

3. Proposal

It is proposed to include the above text in the latest version of the TS 23.234.

























































































































































































































































