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1. Introduction

For MBMS there is a need to page a group of UEs to announce the start of the service. This contribution proposes a mechanism to do this. The mechanism is generic, in that it could be reused for any other (future) service which requires a group of UEs to be paged.

1.1 Generic principles

It is proposed to first agree on the following assumptions:

1. In order to support discontinuous reception, there is a requirement to ‘wake up’ a group of UEs – that is, to cause them to read the broadcast (or notification) channel. On this channel, these UEs will get service-specific information such as, for MBMS, the channel on which the data will be broadcast or an instruction to move to connected state.

2. In order to wake up the UEs interested in a service, a paging identifier is required for use on the Paging channel.

· This is a group paging and the group paging identifier has to be known by the RAN which sends the paging message and by all the interested UEs. 

· The size of this group paging identifier shall be adapted to the RAN Paging channel capabilities (size constraint on the paging identifier).

3. In order to differentiate multiple services that can be available at the same time, the service specific information on the broadcast or notification channel shall include a unique service identifier: 

· This unique identifier for the service is known by the RAN and by the UE. The size of this identifier is adapted to broadcast/notification channel capabilities, which may be different from the paging channel capabilities.

· In the case of MBMS, then the ‘unique identifier’ referred to above could be the “IP Multicast Address + APN” combination, or it could be a shorter Temporary Mobile Group Identity. This will be a decision for the RAN groups based on any constraints on the broadcast/notification channel.

An important consequence of the above assumptions is that the group paging identifier does not need to uniquely identify a service i.e. several services could use the same group paging identifier value. The only requirement is that this does not happen very often and that the UE has a way to uniquely identify the service later: 

· The consequence if several services use the same identifier is just that additional UEs ‘wake up’ which are not interested in the particular service. 

· The UEs that ‘wake up’ in error will quickly detect this when they read the broadcast (or notification) channel and discover the unique service identity described in (3) above. As long as this happens rarely, the only impact is a minute decrease in battery life on the UEs which mistakenly wake up.

2. Group paging mechanism

2.1 Who allocates the group Paging Identifier

To wake up the UEs interested in a service, a group paging identifier has to be sent on the Paging channel. In order to get a short paging identifier on the Paging channel different possibilities can be envisaged:

· The group paging identifier could be allocated by the BM-SC and provided to the UE at service activation. This group paging identifier would be sent to the RAN at Session Start and used to page. 

· The group paging identifier could be allocated by the SGSN and provided to the UE at service activation. This group paging identifier would be sent to the RAN at Session Start and used to page. 

· The group paging identifier could be generated independently by the RAN and by the UE based on some shared information e.g. the unique service identifier

Both the first two options require additional signalling and coordination to transfer the generated paging identifier. This coordination is certainly required if the paging identifier needs to be unique (over the network in the first case or within an SGSN in the second case). Even if the identifier is required to be only ‘probably unique’, as is the case here, then some coordination is probably still required.

Therefore we propose the third option, since this requires no additional signalling or coordination.

2.2 RAN Paging Identifier

The group paging mechanism proposed here is based on both the RAN and UE calculating a short hash of the unique identifier. This hash value is then used as the group paging identifier to wake up UEs that are interested in the service at the appropriate time.

As with other paging identifiers, a mechanism must be defined for the UE and RAN to calculate the timing of the paging opportunities at which the UE must listen for the paging identifier.

Since the paging identifier has to be limited in size (probably to 16 bits due to Paging channel constraints), then there is a certain probability that two distinct services result in the same hash value. Choice of an appropriate hashing algorithm can make this probability extremely low. If two services map to the same value, the consequence is that UEs for both services ‘wake up’ when either of the services require paging. The UEs will check the appropriate broadcast/notification channel for the status of their particular service (since by assumption 3, the broadcast/notification channel contains the full unique service identity). UEs which have woken up ‘in error’ can then go ‘back to sleep’.

The following elements require standardisation:

· The field over which the hash is to be calculated – this must include the unique identifier for the service

· The algorithm to be used to generate the hash

2.3 Field on which the hash is calculated

In order to allow this mechanism to be used with services other than MBMS, it is proposed to define a field consisting first of a ‘service type’ field, which would take one of a number of standardised values, followed by a unique service id (the format of which will be dependent on the service type). This field would be defined as follows:
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2.4 Algorithm used to generate the hash

The required property for the hash algorithm is that there is a low probability of ‘collisions’ where two services result in the same hash value. The common crytographic hash algorithms MD2 [1], SHA-1 [2] and MD5 [3] certainly have this property. A suitable candidate hash algorithm would be to take the first n bits of the output of one of these algorithms applied to the field defined in 3.1. We suggest n=16 would be an appropriate size, but this would need to be decided by RAN groups based on the format to be used on the paging channel.

For this application, though, we do not need the computationally intensive cryptographic properties of the above algorithms. It should be considered whether a simpler algorithm  would be suitable and many such algorithms are described in computer programming literature (e.g. Knuth [4]).

2.5 Service Identifier over the broadcast/notification channel

As a starting point, the “IP Multicast Address + APN” should be considered as a candidate for the unique service identity for MBMS. If this is not suitable (e.g. due to length constraints on the broadcast/notification channel), then an alternative unique service identity will need to be defined. (Note that length constraints on the broadcast/notification channel are likely much weaker than on the paging channel.)

3. Proposal

It is proposed:

· To agree on generic paging principles described in section 1.1

· To agree the RAN and UE should be the entities generating the group paging identifier. The format, length and generation algorithm for this identifier should be defined in the RAN groups.

· To agree the Group Paging mechanism in the manner described above and to use this for MBMS paging. The details should be specified by the RAN groups.

· To agree on generic principle of unique service identifier over the broadcast/notification channel and ask RAN if a Service id shorter than the “Multicast Address + APN” is needed for MBMS
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