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Introduction

[1] describes a set of network sharing scenarios and requirements associated with them. Requirements concerning network selection may cause a significant burden to the UEs. This contribution introduces a concept called Shared Network Domain, which simplifies the network selection process in shared networks.
Discussion

One of the fundamental requirements of REL-6 shared networks is that whenever there are more than one operator behind the shared radio access network, the UE should be aware of which operators are available, select the preferred operator, and indicate the selected operator to the network. The relevant network sharing scenario in this context is the common spectrum network sharing (scenario 4 in [1]). This scenario can be further divided into gateway core network (GWCN) and common spectrum network sharing (MOCN, multi-operator core network). In GWCN the operators share the core network (at least MSC and SGSN) whereas in MOCN operators have their dedicated core networks which are connected to the shared RAN via multipoint multioperator Iu interface. It is possible that both GWCN and MOCN type of core networks are connected to same shared RAN.

A particular sharing agreement between operators may cover the whole shared UTRAN or only part of it. The sharing partners may remain same within the whole shared UTRAN, or the set of sharing partners may differ in different parts of the UTRAN. As an example, there might be two sharing partners providing service via the whole shared RAN, whereas a third partner has a sharing agreement only in rural areas while having a dedicated network in urban areas. In addition, the core network configuration may not be same everywhere in the area covered by the shared RAN. E.g. one of the sharing partners might use Gs interface in one area and while it is not used in another area, the reason being e.g. that the operator has two vendors and only the other vendor’s equipment support Gs interface. UE has to always know which CN operators are available and what are the associated network configurations (network mode of operation, T3212 timeout value, attach/detach allowed indication).

The problem is that UE has to check in each cell whether the currently selected operator or more preferred operator is available and whether there are any changes in the network configuration and behave accordingly. Depending on the network selection solution, this checking either slows down the cell reselection process and increase battery consumption (BCCH based solution), or causes excessive signalling load over the radio interface (connected mode based solution). To avoid these problems a concept called Shared Network Domain is introduced. 

Shared Network Domain is a set of location areas in which the following information remains same in the network:

· Available CN operators

· NMO, T3212 timeout value, and Attach/detach allowed indication (ATT) of each CN

The identity of Shared Network Domain should be broadcast by REL-6 shared UTRAN. While the UE performs cell reselection, it only needs to check whether shared network domain (SND) has changed or not. If the SND has changed, the UE has to check which operators are available and what are their network configurations.

The figure below illustrates an example network sharing configuration, in which the relevant sharing scenarios are used in various ways.

A REL-6 PLMN may consist of one or more shared network domains. Shared network domain is an area within a PLMN in which a same set of sharing partners provides service. When UE enters a particular shared network domain, it needs to find out which operators provide service in this particular shared network domain. The way how UE finds out the available operators depends on the network selection solution. Note that shared network domain is not same as the shared network area introduced in REL-5 UTRAN sharing.

Proposal

It is proposed that the concept of shared network domain is accepted and the following chapters included into the Annex of shared networks technical report.
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3GPP TR 22.951, Service aspects and requirements for network sharing

4.1 CN operator and Network Selection

[Editor’s note: TR 22.951 specifies certain requirements related to the selection of the CN operator. Those requirements are identified and principles for the solutions are described here. How the choice of CN operator relates to the pre-Rel-6 network selection procedure (e.g. is the selection of CN operator a separate procedure or part of the network selection procedure, or does it replace it) will be considered. This chapter considers issues related to how the RNC/BSC selects the CN operator to which it routes the Initial UE message and potential optimisations/enhancements associated with it. 

Depends on the LCS response from RAN2 and GERAN2]

4.1.1 Shared Network Domain

REL-6 shared UTRAN consist of one or more Shared Network Domains (SND) and each Shared Network Domain consists of one or more location areas. Each cell in the REL-6 shared UTRAN broadcasts the identity of the Shared Network Domain and its identity shall be unique within one PLMN. When UE detects that SND has changed, it shall check the identities of available CN operators and their associated network configuration information from the network before registering to the network as specified in following chapters.
9
Open Issues

Following open issues have been identified which need further studies:

· Optimisation of authentication vector usage; In case of rerouting, the first attempted CN node may have retrieved authentication vectors from old CN node and authenticated the user before rerouting is initiated. This leads to a situation in which the next CN node authenticates the user with old authentication vectors and the authentication will fail. This could be avoided if the first attempted CN node forwards the unused authentication vectors to the next CN node during rerouting.

· The need for cause code coordination needs to be evaluated. There is a trade off between impact of existing standards and benefit of the function. 

· The network selection mechanisms in MOCN needs to be defined when the LS response from RAN2 and GERAN2 is available.

· To enable RAN2 to determine the coding of Shared Network Domain information element, it needs to be decided how many Shared Network Domains is sufficient within one PLMN.
















































