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Introduction

TR 23.917 presents a concept which can be used to control both session based (e.g. IP multimedia and PSS) and non session based (e.g. signalling QoS) traffic in an operator's network. The concept allows service based QoS control and thus provides better control resolution compared to the existing APN based QoS control.

This contribution proposes enhancements with which the operator is able to control how traffic in the operator's network is treated from QoS point of view. As an example, the operator may decide that SIP signalling should be treated with high priority, whereas lower priority should apply in case of interactive IP multimedia sessions.

Three kinds of QoS policies are considered in this contribution:

· service based 

· subscription based  

· and default QoS policies 

These policies are used in the PDF to perform QoS authorization as requested by the GGSN:

· The service based QoS policy is available for the PDF through the Gq interface. 

· The subscription based QoS policy is available for the PDF with a database of subscription profiles. 

· The default QoS policy is configured in the PDF. 

It should be noted that all the three QoS policies may not be available for a service. As an example, only the default QoS policy may be used for SIP signalling and thus the same QoS policy is applied for all subscribers requesting signalling QoS. The role of the PDF is to take into account all the relevant policies and provide a QoS policy decision to the GGSN.

The above QoS policies may be used by the operator e.g. to limit service based QoS. As an example, the outcome of an application session negotiation may require a specific bitrate, but the operator is able to limit this bitrate with the default bitrate configured in the PDF. And if the operator requires granularity on subscriber basis, this is achieved by using subscription based bitrate limitations. Bitrate is used here only as an example, and the QoS attributes to be applied in different kind of QoS policies are left for further study.

Example architecture

In the figure below, an example architecture is given.


[image: image1.wmf]DOCUMENTTYPE

TypeUnitOrDepartmentHere

TypeYourNameHere

TypeDateHere

GGSN

PDF

AF

Profiles

Service

information

Subscription

profiles

QoS policy

Gq

Go


The Gq interface is used to carry service information from the AF to the PDF. This service information comprises the service based QoS policy. A database of subscription profiles is introduced. A subscription profile comprises the subscription based QoS policy. The default QoS policy is configured in the PDF.

The PDF performs an authorization decision with all the relevant policies and sends the QoS policy to the GGSN. In this architecture, the PDF is a centralized control point which knows all the relevant QoS policies and can perform one authorization decision to the GGSN. In the GGSN, there is no need to receive QoS policies from more than one control point. In addition, there is no need in the GGSN to process more than one QoS policy for one request.

Proposal

It is proposed to modify the text in TR 23.917 as shown below.

************************************** First set of changes *****************************************

6
Objectives

Opening the interface between the PDF and the P-CSCF may greatly simplify introduction of new services and enable operators to leverage their ownership of the access network by introducing opportunities for service-based control of the access for a whole range of services (potentially including third party services) in an operator controlled manner.
Introducing subscription based QoS policies and default QoS policies in the PDF provides tools for operators to achieve better QoS control resolution than the existing APN- based and HLR-based QoS control mechanisms.
Decoupling of the PDF & P-CSCF could:

· Enable service based local policy control over IP bearer resources and SIP services to evolve separately.

· Facilitate future application of service based local policy control over IP bearer resources for non-SIP services (e.g., streaming services, etc.) that the operator will want to deploy.

· Improve network scalability/stability by allowing the decoupled functions to be scaled/upgraded independently according to network requirements. 

· Encourage more flexibility in engineering and policy control of IP bearer resources. This means that policy control mechanisms for IP bearer resources related to SIP- & non-SIP-based services, as well as their related IP bearer resources, can be controlled either together or separately.

In order to obtain all these benefits related to distributed policies, a generic protocol should be used allowing any service domain to provide session authorization to their customers in a particular access network.

Figure 2 shows the IM Subsystem as well as other services, in relation to the UMTS Core Network. Decoupling of the PDF from the P-CSCF enables policy control to be applied for other services than SIP IMS services. 
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 Figure 2: Policy applied to IMS and other services, also showing an integrated P-CSCF/PDF
The benefit of the service-based policy control for services including the following will be investigated in this technical report.

· Services not related to IMS 

· 3GPP PSS based streaming services

· Services related to IMS 

· IMS signalling bearer 

· IMS emergency sessions

The benefits and architectural solutions for subscription based QoS policy control and default QoS policy control will be investigated in this technical report.
************************************** Second set of changes ***************************************

7
Architecture
7.1
Reference model
The reference model for enhanced policy control is presented in Figure X below:
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Figure X: Reference model for enhanced policy control
There are four main elements to the rel6 policy control architecture:

· the GGSN

· the PDF

· the server in the operator’s or service provider domain (e.g. P-CSCF for the IM Subsystem), or “Application Function” (AF).

· A repository containing the subscription-based QoS profiles.
7.2
Description of functional entities

7.2.1
GGSN
The Gateway GPRS Support Node (GGSN) is defined in TS 23.002 [2].

The procedures for information transfer between the GGSN and the PDF are defined in TS 23.207 [3] and TS 29.207 [4].

7.2.2
PDF
The Policy Decision Function (PDF) acts as a Policy Decision Point for service based local policy control. The PDF takes into account all the relevant QoS policies, i.e. service based, subscription based and/or default QoS policies, when performing an authorization decision. It should be noted that all three types of QoS policies may not be available for a service.
7.2.3
Application Function
The Application Function is an element controlling applications that require the use of IP bearer resources (e.g. UMTS PS domain/GPRS domain resources). One example of an application function is the P-CSCF. 

The Application Function represents the application level intelligence for any service running over the IP bearer which needs service based policy control, and should not be confused with SIP Application Servers, OSA Application Server, or CAMEL IM-SSF defined in TS 23.228.

7.2.4
Subscription Profiles

The Subscription Profiles repository contains information on subscription-based QoS information on a per-service basis. The interface between this repository function and the PDF is not intended to be standardized.
************************************** Third set of changes ***************************************
7.4
Functions with Policy Control
[Editor’s Note: This section identifies the individual functions that are provided for policy control. Under each individual function, a description of the function and the distribution over the functional elements can be made. It can also indicate open questions for each function.]


7.4.1
Authorise service
There may be links between the AF and PDF policies to authorise the service.

The AF provides the service determined decision information.

The PDF provides the final policy decision controlling the allocated QoS resources for the authorized media stream to the GGSN taking into account all relevant service-based, subscription-based, and default QoS policies. It should be noted that all three types of QoS policies may not be available for a service.
When the AF requests the token from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation.

The Authorise service function can be invoked between PDF and AF at session establishment and/or at bearer establishment.

The UE decides whether to aggregate or separate flows. The total QoS authorised may depend on which flows the UE decides to multiplex. Depending on the flows and the application, there may be some multiplexing gain (e.g. it may be that some flows never transmit at the same time).

As the AF can request to be contacted at UE resource reservation, it can interact with the PDF so that the PDF enforces downgraded bandwidth usage if the UE has asked for more bandwidth than the AF allows.

Further, the AF may provide information to the PDF in order for the PDF to authorise aggregate of flows.

In the case the AF does not request to be contacted at UE resource reservation, and that no additional information is available at the PDF, the PDF authorisation will be based on the addition of bandwidth of flows proposed by the UE.

For some services, the authorisation decision may be time dependent (e.g. a different authorisation is applicable at a different time). Further, different services may make the authorisation decision for the flow at the AF at the time the flow is identified, and others may make this authorisation decision at the AF at the time the bearer is established. If a time dependent decision at the AF needs to be made at bearer establishment, the AF shall request the PDF to contact the AF at UE resource reservation.

************************************** Fourth set of changes ***************************************
8.3.1
Example of authorisation of QoS resources, P-CSCF is Application Function
One example of usage of the authorisation flow above is at IMS session setup. This scenario is shown below:
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Figure 3: Example Information flow for IMS session set-up

The P-CSCF sends an authorisation request message to the PDF to request an authorisation token. The message may include SDP information. All possible interactions between P-CSCF and PDF at this stage are not shown in this call flow. The P-CSCF may provide sufficient information to enable the PDF to make authorization decisions.

The PDF uses the information received from the P-CSCF in order to authorize the necessary QoS resources.

An authorisation token is generated by the PDF. The authorisation token is a globally unique value. This authorisation token includes the PDF identifier. The PDF identifier ensures that the GGSN knows which PDF to contact for Go interface flows.

The PDF sends an acknowledgement message to the P-CSCF containing the Authorisation Token.

If the P-CSCF had requested to be instructed at resources setup, the PDF further interacts with the P-CSCF on bearer establishment. The P-CSCF makes an IMS decision on the authorisation and sends authorisation information to the PDF. The PDF makes an authorisation decision which is communicated to the GGSN. The authorization decision of the PDF shall take into account the service-based decision received from the AF (e.g. P-CSCF) via the Gq interface, and the subscription-based QoS-profile.

The successful installation of the decision is reported to the P-CSCF.
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