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1. Introduction

This contribution discusses about the operation mode of the GUP Server. The current TS 23.240 presents both the modes “proxy” and “redirect” as alternatives in the editor’s note of the subclause 4.2.1. Alcatel has proposed in S2-031420 and S2-031421 the selection of the “proxy” mode. However SA2 has not been able to make the decision yet. However it is important to make this selection in SA2#32 in order to allow the work to proceed towards further details. This contribution sets criteria for the selection of the operation mode, and lists reasons why the “proxy” mode should be selected. Modifications to the subclause 4.2.1 of TS 23.240 are proposed accordingly.

2. Discussion

The decision whether the GUP Server should operate in the “proxy” and/or “redirect” mode concerns the capabilities of both the Rp and Rg reference points, and also the requirements of the whole functionality of GUP. The criteria for the selection of the mode should thus take into account the already agreed functionality of the GUP server and GUP reference points as well as the overall network functionalities such as charging and security issues. The selection of the mode has also effect on what part of the functionality and how much responsibility can be left to the Application which might be 3rd party to the operator’s network. Also the simplicity and interoperability issues should be considered.

The following text discusses about the criteria in more detail. The evaluation concentrates only on the GUP functionality where the GUP Server and the Rg reference point are involved.
GUP reference points and GUP Server
The current GUP architecture has two reference points for different purposes: Rp and Rg. In the “proxy” mode the Application may connect via the Rg only whereas the “redirect” mode requires also the Rp for all the Applications. This means that the Rp cannot be restricted only to intra-operator usage as specified in TS 23.240 (subclause 4.2.4). It also means that the Applications must get to know the address of the network element.

The Applications have direct interface to network elements of an operator’s network via the Rp. Thus the Rp does not allow to make queries to several network elements (more specifically RAFs) at the same request. However, the “proxy” mode of the GUP Server allows an Application to make a request concerning the whole user profile via the Rg. This means that the GUP Server is able to collect user related information from several RAFs and combine the result to one response for the Application. This can be seen as a clear benefit for many applications. 

One could claim that having the GUP Server operating in the “proxy” mode where all the messages bypass the server overloads the network. Basically in implementations the GUP Server might even control traffic towards GUP Data Repositories. Also the physical implementation of GUP allows several GUP Servers to be located in the network.

Network functionality: charging and security

The charging data of GUP operations can be produced by the GUP Server and GUP Data Repository (or alternatively other charging mechanisms may be used). 

In the “proxy” mode the GUP Server has better possibility to control the charging. Also the correlation of charging data produced by several elements becomes possible within the same “dialog”. 

Because the GUP Server has no visibility and control for the operations between the Applications and GUP Data Repositories (Rp) there might become problems with overlapping charging. Also the charging mechanism has difficulties to make a separation between the “direct” and “redirect” usage of the Rp which might be needed for avoiding duplicate charging in the case of the “redirect” mode. 

The “redirect” mode requires more security and authentication related information to be given to and handled by the Repository Access Functions and Applications. In the “proxy” mode the GUP Server is able to take care of at least part of the actions related to the security and authentication, and handling of such information. GUP Server is able to implement authorisation and privacy control in both the modes.

Technology aspects

The “proxy” mode allows separate technology choices for the Rp and Rg reference points whereas it is more beneficial in the “redirect” mode to support as similar technologies to both the reference points as possible. This is because the Application must support both the reference points in the “redirect” mode. From the GUP point of view it is better to have separately optimised technology choices for operator’s own management applications and e.g. web based usage.

The contribution S2-031986 on Liberty Alliance Project specifications relationship to GUP suggests to base the specification of the Rg reference point on Liberty Alliance Project specified functionality and interfaces. It also includes a proposal for mapping of the GUP architecture with the functional elements specified by Liberty. Among other things the Discovery Service (DS) of Liberty is proposed to be adopted as a new and optional logical element of the GUP architecture. The operations specified by Liberty to be used for the Rg do not include the needed redirection request for the “redirect” mode. 

3. Proposal

We kindly propose to select only the “proxy” mode of operation for the Rg reference point. The suggested  changes to TS 23.240 are given on the following pages.

4.2.1
GUP Server

The GUP Server is a functional entity providing a single point of access to the Generic User Profile data of a particular subscriber. The Reference Architecture does not specify or limit the physical location of the GUP Server enabling flexibility in the implementations.

The GUP Server includes the following main functionalities:

· Single point of access for reading and managing generic user profile data of a particular subscriber.

· Location of Profile Components.

· Authentication of profile requests.

· Authorisation of profile requests.

· Synchronisation of Profile Components.

The GUP Server may work as a kind of proxy as described in Figure 4.3. The Application requests user related data located in the GUP Data Repositories from the GUP Server. After taking care of needed actions specified for the GUP Server (and depending on the type of the request) the GUP Server makes requests to the corresponding GUP Data Repositories and receives responses from them. Finally the Application gets a response to the original request from the GUP Server. Depending on the type of the request also possible subsequent responses are delivered through the GUP Server.
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Figure 4.3: Overview of proxy operation of GUP Server
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4.2.6
Message Flow of using GUP

For an application requesting GUP data component(s) a message flow is described in the following:

· The application requests a GUP component(s) via Single Point of Access (Rg) from the GUP server 

· The GUP server authenticates the application. Note that also separate authentication services may be applied.

· The GUP Server identifies the level of authorization the Application is allowed to access the GUP data.

· The GUP Server identifies the location of the GUP component(s). 

At this point the GUP Server may (see figure 4.3 below)

· Access the GUP component(s) by means of the Harmonised Access Interface (Rp) or by other means outside the scope of GUP. 

· Respond to the application with the result of the request, optionally combining results from different GUP data repositories.


· 
· 
Privacy rules may stay together with the data it applies to at the data repository where the data is stored. In this case this privacy rules shall apply. Optionally, the GUP Server may apply additional privacy rules. However the GUP Server must never “bypass” existing privacy rules.

The following figures show the message flows for both cases as described.
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Figure 4.3: An Example of Application Requesting GUP Data Component(s) Message Flow
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