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1. Introduction

This contribution is the second of three analysing approaches to the problem of Service (APN) selection and authorisation.

We address the following questions:

· Where is the authorisation decision taken ?

· Does an APN identify a just network beyond Wi, or the actual access point (i.e. a network plus a gateway to access it) ?

· Should the service request/authorisation process be separate from the tunnel establishement process ?

This contribution addresses the second of these.

2. What does an W-APN identify ?

It has been agreed that a W-APN identifies a network accessible over Wi. However, a given such IP networks may be accessible through several Packet Data Gateways. Further, these gateways may be in the home or visited network, but still providing access to the same IP network (e.g. the Internet, or a particular corporate intranet).

Does the W-APN represent the IP network, or does it also indicate which gateway should be used ? Does it indicate exactly which gateway, or just whether a Home or Visited gateway should be used ?

To answer these questions, we first note that the user and network have different concerns with respect to the W-APN. The user cares about:

· Gaining access to a particular IP network

· If allowed, gaining access at the nearest point of interconnection i.e. in the visited network

In addition to the above, the network cares about:

· Whether the user is allowed access through the visited network

· Exactly which gateway should be used

We conclude that we cannot allow the user to control outright whether access will be through the visited network or not, nor which gateway it will be through. There are then three approaches:

1) The W-APN specifies all these elements, but the network has an opportunity to modify it before it is authorised, or

2) The W-APN specifies all these elements, and something other than the W-APN (some new ‘W-APN selection information’) is used to signal the users request, or

3) The W-APN specifies only the elements that can be controlled by the user, and something new is used within the network for the other aspects

Of course these three are at some level equivalent – largely it is just a question of how we define and name the information objects that are exchanged.

We note that the first choice is closest to the approach taken by GPRS. In this option, the UE may specify a complete APN, and the network validates and potentially modifies it. We propose to follow this option. This results in the concepts of Requested W-APN and Selected W-APN, which may be different.

3. Conclusion

We conclude that a W-APN may identify an IP network and a particular connection point (Packet Data Gateway) to that IP network and that the network shall be able to modify the W-APN before authorising it.

This results in a distinction between Requested W-APN and Selected W-APN.

This also results in a requirement for W-APN formats which indicate a wildcard, or default, Packet Data Gateway in either the Home or Visited network. This is because the user may know whether they wish to request visited or home network access, but may not care which PDG is used.

4. Proposal

Section 3.1, “Definitions”

3.1
Definitions

W-APN:
WLAN Access Point Name – identifies an IP network and a point of interconnection to that network (Packet Data Gateway)
Requested W-APN: The W-APN requested by the user

Selected W-APN: The W-APN selected by the network in response to the user request
Environment: The type of area to be covered by the WLAN network of a 3GPP - WLAN interworking; e.g. public, corporate and residential.
Home WLAN: The WLAN that is interworking with the HPLMN of the 3GPP - WLAN interworking user.

Interworking WLAN :  WLAN that interworks with a 3GPP system. 
Visited WLAN: An interworking WLAN that Interworks only with a visited PLMN. 

WLAN coverage: an area where wireless local area network access services are provided for interworking by an entity in accordance with WLAN standards.

WLAN roaming: The ability for a 3GPP - WLAN interworking user (subscriber) to function in a serving WLAN different from the home WLAN

3GPP - WLAN Interworking: Used generically to refer to interworking between the 3GPP system and the WLAN family of standards. Annex B includes examples of WLAN Radio Network Technologies.
Section 5.2, “Access Control Principles”

Additional access control principle for scenario 3:

Service Selection

The solution shall include means for securely delivering service selection information from the UE to the 3GPP AAA server. The service selection information may contain a Requested W-APN . Before admitting the user to access WLAN, the 3GPP AAA server shall verify the users subscription to the indicated W-APN against the WLAN subscriber profile retrieved from HSS. The 3GPP AAA Server may modify the requested W-APN based on the users subscription/local policy and return this to the user as the Selected W-APN.
Section 5.5, “IP Network Selection”

5.5 IP Network Selection

Note that this type of IP Network Selection is only applicable in scenario 3. Scenario 2 offers direct connection from the WLAN network to Internet/intranet.

The UE can connect to different IP networks, including the Internet, an operator’s IP network or an external IP network such as a corporate IP network. The user may indicate a preferred IP network with aRequested WLAN Access Point Name (WAPN). The Requested WAPN may also indicated a point of connection to the IP network (i.e. WAG or PDG).
A W-APN is transmitted from the UE to the 3GPP AAA server in the end-to-end EAP/AAA signalling. The home network decides the type of IP connectivity based on for example the WAPN and user’s subscription information and may return an alternative W-APN, the Selected W-APN indicating the same network, but a different point of interconnection. The home network choices are:

1. No tunnelling

2. UE-transparent tunnelling

3. UE-initiated tunnelling

Visited network choices are FFS.

These cases are described below.

































































































