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	not used
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	S2-031413
	Motorola
	Emergency Procedure for MS/UE without SIM/USIM or not Registered
	TR
	
	
	0.0.0
	6
	ECALL
	
	not available

	
	
	9.2
	S2-031414
	Motorola
	Emergency Call Back
	TR
	
	
	0.0.0
	6
	EMC1-PS
	
	not available

	
	
	9.2
	S2-031415
	Motorola
	Packet Data Filter for Anonymous Access
	TR
	
	
	0.0.0
	6
	EMC1-PS
	
	not avialable

	
	
	9.2
	S2-031456
	Nokia
	
	
	
	
	
	
	
	
	withdrawn

	
	
	9.8
	S2-031374
	Ericsson
	tbd
	
	
	
	
	
	
	
	not used

	
	
	9.8
	S2-031390
	Nokia
	IMS charging aspects
	
	
	
	
	
	
	
	withdrawn

	001
	03
	2
	S2-031100


	Chairman
	Draft Agenda
	
	
	
	
	
	
	
	approved

	002
	02
	4
	S2-031102


	SA2 Vice Chairman (Aki)
	Result of SA2#30 Documents for E-mail approval
	
	
	
	
	
	
	
	noted

	003
	03
	4
	S2-031101


	Chairman
	Chairman’s notes of the TSG-SA #19
	
	
	
	
	
	
	
	noted and LS to SA is made by Harri in S2-031466

	003,1
	05
	13
	S2-031466
	SA2
	 Draft LS on Specifications not yet under change control, but pertaining to frozen Releases
	
	
	
	
	
	
	
	revised to S2-031580

	003,2
	
	
	S2-031580
	SA2
	LS on Specifications not yet under change control, but pertaining to frozen Releases
	
	
	
	
	
	
	revision of S2-031466
	approved

	004
	05
	4
	S2-031465
	MCC
	SA2 #30 meeting minutes
	
	
	
	
	
	
	
	revised to S2-031467

	004,1
	05
	4
	S2-031467

	MCC
	revised sa2#30 meeting minutes
	
	
	
	
	
	
	
	approved

	005
	04
	5
	S2-031103


	Chairman
	Review of incoming LSs to SA2 #31

	
	
	
	
	
	
	
	noted

	006
	02
	5
	S2-030922


	R3-030348
	REPLY on use of Allocation/Retention Priority
	
	
	
	
	
	
	
	noted

	007
	02
	5
	S2-030923


	R3-030349
	Liaison Statement to confirm Maximum Rate Control and Guaranteed Bit Rate
	
	
	
	
	
	
	
	noted

	008
	02
	5
	S2-030924


	R3-030351
	Reply LS on Usage of UMTS Bearer Service attribute Maximum SDU size
	
	
	
	
	
	
	
	noted

	008,1
	01
	5
	S2-031110


	R2-030629
	Reply to SA2 LS on Usage of UMTS Bearer Service attribute Maximum SDU size
	
	
	
	
	
	
	
	noted

	008,2
	02
	5
	S2-031130

	G2-030271
	Reply: LS on Usage of UMTS Bearer Service attribute Maximum SDU size
	
	
	
	
	
	
	
	noted

	009
	02
	5
	S2-030949

	N2-030099
	LS on CAMEL_PS_Notification procedure
	
	
	
	
	
	
	
	noted

	010
	02
	5
	S2-030950

	S3-020704
	LS on Requirement to allow access to IMS by means of SIM
	
	
	
	
	
	
	
	noted

	011
	01
	5
	S2-031104

	G2-030246
	Reply: LS on Usage of UMTS Bearer Service attribute Maximum SDU size Reply: LS on Usage of UMTS Bearer Service attribute Maximum SDU size
	
	
	
	
	
	
	
	replaced by S2-031130

	012
	01
	5
	S2-031105

	G2-030272
	Reply to LS on GERAN Iu mode impact to UTRAN
	
	
	
	
	
	
	
	noted

	012,1
	01
	5
	S2-031109

	R2-030628
	LS on GERAN Iu mode impact to UTRAN
	
	
	
	
	
	
	
	noted

	013
	01
	5
	S2-031106

	GP-030297
	LCS architecture descriptions for TS23.002 update
	
	
	
	
	
	
	
	withdrawn

	014
	01
	5
	S2-031107

	R2-030620
	Response Liaison Statement: LCS architecture descriptions for TS23.002 update
	
	
	
	
	
	
	
	withdrawn

	015
	01
	5
	S2-031108

	R2-030624
	Liaison Statement on RTCP signalling in MBMS
	
	
	
	
	
	
	
	forwarded to MBMS drafting session

	016
	01
	5
	S2-031111

	R3-030355
	REPLY: LS on QoS for Signalling PDP Context
	
	
	
	
	
	
	
	noted

	017
	01
	5
	S2-031112

	S3-030116
	SA3 response on the “Additional Release 5 work needed for Policy Control and Subscription Control of Media”
	
	
	
	
	
	
	
	noted

	018
	01
	5
	S2-031113

	G2 #14b (03)0273
	LS on Reporting Radio Resource Usage Information for MBMS from UTRAN/GERAN to Core Network and/or to OAM
	
	
	
	
	
	
	
	noted

	019
	01
	5
	S2-031114

	S3-030117
	Response to LS (S2-030374
) on Multiple IMS registrations
	
	
	
	
	
	
	
	noted

	020
	01
	5
	S2-031115

	S3-030159
	Reply LS on clarification on the requirement for UE re-authentication initiated by HSS
	
	
	
	
	
	
	
	noted

	021
	01
	5
	S2-031116

	S3-030160
	Use of ISIM and USIM for IMS access
	
	
	
	
	
	
	
	revised to S2-031136 before the meeting as the attachment is missing.

	021,1
	04
	5
	S2-031136
	S3-030160
	Use of ISIM and USIM for IMS access
	
	
	
	
	
	
	
	noted. 

Reply LS to SA3 in S2-031468

	021,2
	06
	13
	S2-031468
	SA2
	PROPOSED 
LS Response on Use of ISIM and USIM for IMS access
	
	
	
	
	
	
	
	revised to S2-031581

	021,3
	
	
	S2-031581
	SA2
	LS Response on Use of ISIM and USIM for IMS access
	
	
	
	
	
	
	
	approved

	022
	01
	5
	S2-031117

	S3-030161
	LS on: “Requirement to allow IMS access by means of SIM”
	
	
	
	
	
	
	
	noted

	023
	01
	5
	S2-031118

	S3-030164
	LS on security issues regarding multiple PDP contexts in GPRS
	
	
	
	
	
	
	
	Reply LS in S2-031529

	024
	01
	5
	S2-031119

	S3-030166
	LS on interworking between 3GPP and IEEE 802.11 systems
	
	
	
	
	
	
	
	forwarded to WLAN session 

	025
	01
	5
	S2-031120

	S3-030167
	Security in WLAN and 3G interworking
	
	
	
	
	
	
	
	forwarded to WLAN session

	026
	01
	5
	S2-031121

	S3-030168
	SA3 response on the “Proposed Confidentiality for IMS”
	
	
	
	
	
	
	
	revised to S2-031145 as the attachment is missing.

	026,1
	05
	5
	S2-031145
	S3-030168
	SA3 response on the “Proposed Confidentiality for IMS”
	
	
	
	
	
	
	
	Forwarded to WLAN session

	027
	01
	5
	S2-031122

	S4-030242
	Liaison Statement on MBMS codec requirements
	
	
	
	
	
	
	
	forwarded to MBMS session 

	028
	01
	5
	S2-031123

	S4-030243
	LS on Corrections on Procedure for specifying UMTS QoS parameters per application
	
	
	
	
	
	
	
	noted

	029
	01
	5
	S2-031124

	S5-034151
	Reply LS on IPv4 and IPv6 form of Charging Gateway Address
	
	
	
	
	
	
	
	noted

	030
	01
	5
	S2-031125

	S5-034155
	Reply LS on ‘Charging Implications of 3GPP System – WLAN Interworking’
	
	
	
	
	
	
	
	LS to SA3 in S2-031469

	030,1
	
	13
	S2-031469
	SA2
	DRAFT Reply LS on ‘Charging implications of 3GPP System – WLAN Interworking’
	
	
	
	
	
	
	
	revised to S2-031582

	030,2
	
	
	S2-031582
	SA2
	Reply LS on ‘Charging implications of
	
	
	
	
	
	
	
	approved

	031
	01
	5
	S2-031126

	S5-034173
	Reply LS on Structure of IMS Charging Identifier (ICID)
	
	
	
	
	
	
	
	noted

	032
	01
	5
	S2-031127

	S5-034176
	LS on the Inclusion of the ECF/CCF Addresses on the ‘Sh’ interface
	
	
	
	
	
	
	
	no need to provide ls to sa5 and no changed are required

noted

	033
	01
	5
	S2-031128

	T3-030116
	Request for Information Regarding WLAN Interworking Impacts to UICC applications
	
	
	
	
	
	
	
	forwarded to WLAN session

	034
	01
	5
	S2-031129

	IEEE 802.11-03/226r1
   
	Liaison response to 3GPP SA2 S2-030993
	
	
	
	
	
	
	
	forwarded to WLAN drafting session

	035
	02
	5
	S2-031131

	S3-030155
	Response on the proposals for GUP requirements- UE Data access and Backwards
	
	
	
	
	
	
	
	noted

	036
	02
	5
	S2-031132

	S3-030157
	Protocols, Codecs and Media formats for MBMS
	
	
	
	
	
	
	
	forwarded to MBMS drafting session

	037
	02
	5
	S2-031133

	John Horrocks, STQ chairman
	Liaison Statement to 3GPP SA on Quality of Service
	
	
	
	
	
	
	
	postponed to the next meeting 

	038
	03
	5
	S2-031134

	Jari-Pekka Heikkilä, 3GPP Liaison officer, Liberty Alliance Project


	3Gpp - Liberty Alliance Project Liaison request
	
	
	
	
	
	
	
	forwarded to LCS drafting session

	039
	04
	5
	S2-031135

	S3-030171
	Response to LS (S2-030445) on use of HTTP between UE and AS in the IMS


	
	
	
	
	
	
	
	LS to SA3 in S2-031470

	039,1
	06
	13
	S2-031470
	SA2
	Proposed Response to LS (S2-030445) on use of HTTP between UE and AS in the IMS
	
	
	
	
	
	
	
	revised to S2-031583

	039,2
	
	
	S2-031583
	SA2
	Response to LS (S2-030445) on use of HTTP between UE and AS in the IMS
	
	
	
	
	
	
	
	approved

	040
	04
	5
	S2-031137
	S3-030169
	LS on 3GPP/WLAN simultaneous access
	
	
	
	
	
	
	
	noted and

forwarded to WLAN session

	041
	04
	5
	S2-031138
	N1-030543
	Reply LS on Early UE handling
	
	
	
	
	
	
	
	forwarded to early UE session

	042
	04
	5
	S2-031139
	N1-030548
	LS on IPv6 DNS server discovery in release 99 and release 4
	
	
	
	
	
	
	
	LS to CN1 in S2-031471

	042,1
	06
	13
	S2-031471
	SA2
	Proposed LS Response on IPv6 DNS server discovery in release 99 and release 4
	
	
	
	
	
	
	
	revised to S2-031584

	042,2
	
	
	S2-031584
	SA2
	LS Response on IPv6 DNS server discovery in release 99 and release 4
	
	
	
	
	
	
	
	approved

	043
	04
	5
	S2-031140
	N1-030549
	LS on change of IP address due to privacy
	
	
	
	
	
	
	
	LS to CN1 in S2-031472

	043,1
	
	13
	S2-031472
	SA2
	LS on change of IP address due to privacy
	
	
	
	
	
	
	
	revised to S2-031547

	043,2
	
	13
	S2-031547
	SA2
	LS on change of IP address due to privacy
	
	
	
	
	
	
	
	revised to S2-031585

	043,3
	
	13
	S2-031585

	SA2
	LS on change of IP address due to privacy
	
	
	
	
	
	
	
	revised to S2-031594

	043,4
	
	
	S2-031594
	SA2
	LS on change of IP address due to privacy
	
	
	
	
	
	
	
	approved and for special e-mail approval

	044
	04
	5
	S2-031141
	N1-030560
	LS on duration of ICID at IMS registration
	
	
	
	
	
	
	
	ls to CN1 in S2-031473

	044,1
	05
	13
	S2-031473
	SA2
	PROPOSED 
LS Response on duration of ICID at IMS registration
	
	
	
	
	
	
	
	revised to S2-031586



	044,2
	
	13
	S2-031586

	SA2
	PROPOSED 
LS Response on duration of ICID at IMS registration
	
	
	
	
	
	
	
	revised to S2-031587

	044,3
	
	
	S2-031587
	SA2
	
LS Response on duration of ICID at IMS registration
	
	
	
	
	
	
	
	approved

	045
	04
	5
	S2-031142
	N1-030566
	LS on Protocols over the Mt interface
	
	
	
	
	
	
	
	ls to CN1 in S2-031474

	045,1
	
	13
	S2-031474
	SA2
	LS on Protocols over the Mt interface
	
	
	
	
	
	
	
	revised to S2-031548

	045,2
	
	13
	S2-031548
	SA2
	LS on Protocols over the Mt interface
	
	
	
	
	
	
	
	revised to S2-031588

	045,3
	
	
	S2-031588
	SA2
	LS on Protocols over the Mt interface
	
	
	
	
	
	
	
	approved

	046
	04
	5
	S2-031143
	N1-030567
	LS on DRX parameters update
	
	
	
	
	
	
	
	delay to the next meeting to get the geran's opinion about it.

	047
	04
	5
	S2-031144
	Location WG of the Open Mobile Alliance
	LS on Request for Inter-GMLC (Lr) Interface Work Item progress report
	
	
	
	
	
	
	
	forwarded to LCS drafting session

	048
	03
	8
	S2-031355

	Nortel Networks
	Release and Preservation
	
	
	
	
	
	
	(1) Real-time RAB (conversational and streaming): RAB release/Iu release are only possible for a cause "UE lost" and not for a cause "user inactivity" (see 12.7.3 of 23.060). This triggers the preservation procedure and PDP contexts are set to 0 bandwidth.

(2) Non real-time RAB (interactive and background): RAB Release/Iu release are possible for a cause "UE lost" or "user inactivity". Issue: for the cause "UE lost" there needs to be a preservation procedure so that packets are blocked at the GGSN and the G-CDR and S-CDRs are aligned


	noted

offline discussion

	049
	03
	8
	S2-031356

	Nortel Networks
	SRNS Relocation cancel
	
	
	
	
	
	
	This issue needs to be addressed in 23.060, either in release 5 if the discussion shows this can be a correction, or in release 6 if this is seen as a more important change. We suggest that the solution 2 be adopted in release 5, which can be seen as a clarification since it makes no stage 3 changes and is in line with the current specs with the understanding that a GTP update PDP context could be done from SGSN to GGSN even if effectively no update is made.
	noted

	049,1
	03
	8
	S2-031357

	Nortel Networks
	SRNS Relocation cancel
	23.060
	431
	F
	5.5.0
	5
	TEI5
	In the SRNS relocation cancel flows, add a GTP Update PDP context from the old SGSN to the GGSN. Move the C2 and C3 triggers to when the old SGSN gets the relocation cancel.
	noted

	050
	03
	8
	S2-031461

	Siemens
	Discussion:  the Preservation Feature for A/Gb mode
	
	
	
	
	
	
	It is proposed to align Iu mode and A/Gb mode as far as the preservation procedure for realtime PDP contexts is concerned. The triggers for the preservation in A/Gb mode are different to that of Iu mode. Only the following events trigger a preservation:

(1) Suspend procedure as defined in 48.018

(2) RADIO STATUS PDU (Radio cause “Radio contact lost with MS” or “Radio link quality insufficient to continue communication" only)
The preservation is either removed via MS initiated PDP context modification or the preserved contexts are deactivated via PDP context synchronisation triggered during the RAU procedure when these are not longer active in the MS. 

Siemens propose to describe the A/Gb mode preservation in 23.060 as in the related CR.
	noted

	050,1
	03
	8
	S2-031462

	Siemens
	Preservation procedure for realtime bearers in A/Gb mode
	23.060
	435
	F
	5.4.0
	Rel-5
	TEI-5
	Preservation in A/GB mode can be triggered by Suspend or Radio Status procedures. The return to normal bearer service provision for realtime PDP contexts is done via PDP context modification procedure.
	revised to S2-031475

	050,2
	
	14
	S2-031475
	siemens
	Preservation procedure for realtime bearers in A/Gb
	
	
	
	
	
	
	
	revised to S2-031595.

LS to GERAN is S2-031596

	050,3
	
	
	S2-031595
	Siemens
	Preservation procedure for realtime bearers in A/Gb
	
	
	
	
	
	
	
	approved

	050,4
	
	
	S2-031596
	SA2
	LS to GERAN
	
	
	
	
	
	
	
	for  e-mail appvoal

	051
	03
	8
	S2-031441

	Vodafone UK
	Transfer Delay definition
	23.107
	136
	F
	
	5
	TEI
	Text is added to indicate that RNCs etc should not discard 5% of SDUs
	revised to S2-031476 and offline discussion

	051,1
	
	14
	S2-031476
	vodafone
	Transfer Delay definition
	
	
	
	
	
	
	
	revised to S2-031597

	051,2
	
	
	S2-031597
	Vodafone
	Transfer Delay definition
	
	
	
	
	
	
	
	approved

	052
	03
	8
	S2-031404

	Ericsson
	Max SDU Size and MTU
	
	
	
	
	
	
	Keep the 3GPP bearer service attribute ‘Max SDU Size’ and the Maximum Transfer Unit (MTU) defined in the IETF standards separate and independent. Clarify TS 23.060 and TS 23.107 as proposed in CR 432 (S2-031405) and CR 135 (S2-031406).
	noted

	052,1
	03
	8
	S2-031405

	Ericsson
	Max SDU Size and MTU clarification
	23.060
	432
	F
	V5.5.0
	Rel-5
	TEI5
	Subclause 9.3 “Packet Routeing and Transfer Function” clearly states the maximum size of each N‑PDU (1 502 octets for PDP type PPP and 1500 octets for all other PDP Types). Later in the same subclause there is a sentence that may be interpreted to be in contradiction to this.  That sentence is removed.
	noted

	052,2
	03
	8
	S2-031406

	Ericsson
	Max SDU Size and MTU clarification
	23.107
	135
	F
	V5.8.0
	Rel-5
	TEI5
	The definition of the ‘Maximum SDU Size’ UMTS Bearer Service Attribute is extended to clarify its relation to MTU. Use of ‘Maximum SDU Size’ in definitions of Maximum Bitrate and Guaranteed Bitrate replaced by maximum N-PDU size to maintain correct definitions.
	noted

	053
	03
	9.1
	S2-031349

	Vodafone
	Synchronisation Mechanism for GUP
	23.240
	
	
	v.1.0
	R’6
	
	This paper proposes a synchronization mechanism. We would like to have a discussion on this aspect and have agreement on adding the above text into 23.240. 

Do we need to generate a LS to CN4 to study which protocol should be used for the purpose?
	noted

	053,1
	03
	9.1
	S2-031378

	Nokia
	Synchronisation in GUP
	
	
	
	
	
	
	One important requirement in GUP is for the synchronisation function. This contribution discusses the technical solutions for synchronisation and proposes descriptions to TS 23.240.
	revised to S2-031477

	053,2
	
	14
	S2-031477

	Nokia
	Synchronisation in GUP
	
	
	
	
	
	
	
	approved

	054
	03
	9.1
	S2-031375

	Nokia
	Introduction of GUP Server in the network architecture
	23.002
	122
	B
	6.0.1
	Rel6
	GUP
	GUP Server is introduced in the network architecture with the Rp interface to HSS. Additionally 3GPP TS 23.240 is added in the References.
	not agreed

	055
	03
	9.1
	S2-031376

	Nokia
	GUP for IMS Subscription Management
	23.228
	272r1
	B
	6.1.0
	Rel6
	GUP
	A new subclause is added to describe the adapdation of the GUP reference architecture to the IM CN Subsystem subscription management. Additionally 3GPP TS 23.240 is added in the References, and GUP and RAF in the Abbreviations.
	revised to S2-031478

	055,1
	
	14
	S2-031478

	Nokia
	GUP for IMS Subscription Management
	
	
	
	
	
	
	
	revised to S2-031550

	055,2
	
	14
	S2-031550
	Nokia
	GUP for IMS Subscription Management
	
	
	
	
	
	
	
	revised to S2-031601

	055,3
	
	
	S2-031601
	Nokia
	GUP for IMS Subscription Management
	
	
	
	
	
	
	
	for email approval

	056
	03
	9.1
	S2-031377

	Nokia
	Rp procedure description enhancements for GUP
	
	
	
	
	
	
	The procedures of the Rp interface of the Generic User Profile (GUP) were introduced in the SA2#29. This contribution proposes a number of parameter descriptions to these procedures as well as a new procedure for unsubscribing the change notifications. Additionally a number of detailed changes are suggested to the descriptions of the procedures.
	revised to S2-031479

	056,1
	
	14
	S2-031479

	Nokia
	Rp procedure description enhancements for GUP
	
	
	
	
	
	
	
	approved

	057
	03
	9.1
	S2-031379

	Nokia
	Enhancements of the GUP Information Model
	
	
	
	
	
	
	The contribution enhances the specification of the GUP Information Model of TS 23.240. The UML Class Diagram is modified to better meet the needs of the existing data models of user related data. Also an example structure of the Generic User Profile is added to clarify the mapping of the UML Class Information Model to the structure of the XML document.
	revised to S2-031480

	057,1
	
	14
	S2-031480

	Nokia
	Enhancements of the GUP Information Model
	
	
	
	
	
	
	
	approved

	058
	04
	9.1
	S2-031420
	Alcatel
	GUP server access-discussion 
	
	
	
	
	
	
	
	go to next doc(1421)

noted

	058,1
	04
	9.1
	S2-031421
	Alcatel
	GUP server access
	23.240
	
	
	
	Rel-6
	9.1
	
	noted.

chairman encouraged to bring contribtuions on this issues for the next meeting.

	059
	03
	9.1
	S2-031447

	Nokia
	Enhancements to the descriptions of GUP functional entities
	
	
	
	
	
	
	The contribution enhances the specification of the GUP Server in TS 23.240, and proposes two new subclauses for Application and GUP Data Repository functional entities. The functionality of the GUP Server is described from the proxy server point of view.
	revised to S2-031481

	059,1
	
	14
	S2-031481

	Nokia
	Enhancements to the descriptions of GUP functional entities
	
	
	
	
	
	
	
	approved

	059.5
	
	9.1
	S2-031551
	Nokia
	updated GUP TR
	
	
	
	
	
	
	
	noted

	060
	03
	8.1
	S2-031442

	Ericsson
	Handling of IMS signalling information in QoS and PCO IEs at GGSN
	23.228
	292
	F
	5.7.0
	5
	IMS-CCR
	Include that enhanced QoS can be provided with the ‘signalling indication’. Include the capability for the GGSN to downgrade this indication if so required by operator policy.
	revised to S2-031527

	060,1
	06
	14
	S2-031527

	ericsson
	Handling of IMS signalling information in QoS and PCO IEs at GGSN
	
	
	
	
	
	
	
	approved

	061
	03
	8.1 (9.2)
	S2-031443

	Ericsson
	Handling of IMS signalling information in QoS and PCO IEs at GGSN
	23.228
	293
	A
	6.1.0
	6
	IMS2
	Include that enhanced QoS can be provided with the ‘signalling indication’. Include the capability for the GGSN to downgrade this indication if so required by operator policy.
	offline discussion

revised to S2-031528

	061,1
	06
	14
	S2-031528
	ericsson
	Handling of IMS signalling information in QoS and PCO IEs at GGSN
	
	
	
	
	
	
	
	approved

	062
	03
	8.1
	S2-031444

	Ericsson
	Handling of IMS signalling information in QoS and PCO IEs at GGSN
	23.207
	57
	F
	5.6.0
	5
	IMS-CCR
	Include that enhanced QoS can be provided with the ‘signalling indication’. Include the capability for the GGSN to downgrade this indication if so required by operator policy.
	revised to S2-031482

	062,1
	
	14
	S2-031482

	Ericsson, Nortel, Nokia, Alcatel
	Handling of IMS signalling information in QoS and PCO IEs at GGSN
	
	
	
	
	
	
	
	approved

	063
	03
	9.2
	S2-031384

	Nokia
	Introducing session timer to IMS
	23.228
	284
	B
	6.1.0
	Rel6
	IMS2
	A new section is introduced to form the architectural requirements for a SIP-level mechanism to refresh active sessions.
	revised to S2-031483

	063,1
	06
	14
	S2-031483
	nokia
	Introducing session timer to IMS
	
	
	
	
	
	
	
	withdrawn by Nokia and revised to S2-031545 before the presentation

	063,2
	
	14
	S2-031545
	Nokia
	Introducing session timer to IMS
	
	
	
	
	
	
	
	approved

	064
	03
	9.2
	S2-031409

	Orange
	Barring and Roaming restrictions
	23.228
	289
	F
	
	6
	IMS2
	This document proposes that :

(1) the barring and roaming restrictions rules may be enforced during the activation of the IP-CAN bearer for signalling if configured by the operator when all public user identities are barred or not allowed to roam in the current network.

(2) the I-CSCF shall enforce the barring and roaming restrictions rules during the registration otherwise; however, the S-CSCF shall be able to enforce the barring and roaming restrictions during the session establishment for particular cases (e.g. implicit registration or unauthorized roaming for audio sessions only).

(3) The S-CSCF shall store the P-CSCF network ID at the end of the registration in order to be able to enforce barring and roaming restrictions at session establishment in particular cases.


	noted

	065
	03
	9.2
	S2-031410

	Orange
	Barring and roaming restrictions for Implicit registration
	23.228
	290
	F
	
	6
	IMS2
	This document proposes that the registration attempt shall fail when all public user identities of the set are barred or not allowed to roam in the current network. 
	noted

	066
	03
	9.2
	S2-031416

	Siemens
	Enhancements for Messaging
	23.228
	291
	C
	6.1.0
	Rel-6
	IMS2
	More detailed description of the service logic in the S-CSCF in case of IM.
	revised to S2-031484

	066,1
	06
	14
	S2-031484

	siemens
	Enhancements for Messaging
	
	
	
	
	
	
	
	revised to S2-031552

	066,2
	
	14
	S2-031552
	siemens
	Enhancements for Messaging
	
	
	
	
	
	
	
	approved

	067
	03
	9.2
	S2-031451

	Nokia
	Capability to route non-SIP URIs
	23.228
	295
	F
	6.1.0
	Rel6
	IMS2
	The S2-030919rev1 (CR275) was accepted during last email approval and in the SA plenary. During the e-mail discussions it was identified that the added text is not very clear. This CR attempts to make text more readable.
	approved

	068
	03
	9.2
	S2-031452

	Nokia
	SLF on Sh interface
	23.228
	296
	B
	6.1.0
	Rel6
	IMS2
	A new Th interface is proposed to be added between AS and SLF to resolve the public user identity – HSS name mapping.
	revised to S2-031485

	068,1
	06
	14
	S2-031485

	nokia
	SLF on Sh interface
	
	
	
	
	
	
	
	revised to S2-031532

	068,2
	06
	14
	S2-031532

	nokia
	SLF on Sh interface
	
	
	
	
	
	
	
	revised to S2-031553

	068,3
	
	14
	S2-031553
	nokia
	SLF on Sh interface
	
	
	
	
	
	
	
	approved

	069
	03
	9.2
	S2-031453

	Nokia
	SLF on Sh interface
	23.002
	127
	B
	6.1.0
	Rel6
	IMS2
	A new Th interface is proposed to be added between AS and SLF to resolve the public user identity – HSS name mapping.
	revised to S2-031486 

SA2 assumes that the same protocol will be used on the new reference point as on Sh interface

	069,1
	06
	14
	S2-031486

	nokia
	SLF on Sh interface
	
	
	
	
	
	
	
	revised to S2-031554

	069,2
	
	14
	S2-031554
	nokia
	SLF on Sh interface
	
	
	
	
	
	
	
	approved

	070
	03
	9.2
	S2-031364

	Lucent
	AS use of the MRFC
	23.228
	283
	F
	6.1.0
	6
	IMS2
	Text is added clarifying the possible roles of the AS and use of the Mt interface.
	noted

	070,1
	06
	14
	S2-031487

	Lucent Technologies, Nokia
	AS use of the MRFC
	
	
	
	
	
	
	
	withdrawn and revised to S2-031543

	070,2
	
	14
	S2-031543
	Lucent Technologies, Nokia
	AS use of the MRFC
	
	
	
	
	
	
	
	approved

	071
	03
	9.2
	S2-031385

	Nokia
	Using the Mt reference point for conferencing aspects 
	23.228
	285
	B
	6.1.0
	Rel6
	IMS2
	To overcome the lack of functional consistency described above, it is proposed to describe that the MRFC may act as an Application Server. In this case it supports the ISC, Mt, and Sh reference points.
	noted

	072
	03
	9.2
	S2-031437

	Ericsson
	Enhancements of the Mt reference point
	23.002
	125
	C
	6.0.0
	Rel-6
	IMS2
	The possibility to use a gateway between the UE and the AS is added.
	revised to S2-031488

	072,1
	
	14
	S2-031488

	ericsson
	Enhancements of the Mt reference point
	
	
	
	
	
	
	
	postponed to the next meeting

withdrawn

	072,2
	
	13
	S2-031561
	SA2
	PROPOSED 
LS on enhancements of the Mt reference point
	
	
	
	
	
	
	
	revised to S2-031593

	072,3
	
	
	S2-031593
	SA2
	LS on enhancements of the Mt reference point
	
	
	
	
	
	
	
	approved and for special email approval

	073
	03
	9.2
	S2-031446

	Ericsson
	Clarification of Mt reference point for Si
	23.002
	126
	F
	6.0.1
	6
	IMS-CCR
	Remove Si and note from the spec in relation to Mt reference point.
	revised to S2-031489

	073,1
	
	14
	S2-031489

	ericsson
	Clarification of Mt reference point for Si
	
	
	
	
	
	
	
	revised to S2-031555

	073,2
	
	14
	S2-031555

	ericsson
	Clarification of Mt reference point for Si
	
	
	
	
	
	
	
	approved

	074
	03
	9.2 (also related to 5, 9.4, 13)
	S2-031417

	Siemens
	Architectural aspects of security for the use of http at the Mt reference point
	
	
	
	
	
	
	It is proposed that SA2 recommends SA3 to use the following architectural guidelines for their work on http security:

Overall impact: this should be minimised. Enhancements to existing procedures are preferred over the definition of new entities and/or interfaces.

Dependencies:Dependencies on work, which is uncertain to meet the Release 6 deadline should be avoided, given that the Mt reference point and Presence are important parts of release 6. This applies to work inside and outside 3GPP, in particular as the latter is outside the control of 3GPP. 

Efficiency: the number of protocol runs should be minimised so as to minimise the delay experienced by the user and the load on the network entities. Efficient cryptographic mechanism should be preferred if the use of more computation-intensive mechanisms does not provide a clear advantage in terms of additional functionality.
	noted

related LS is S2-031470

	075
	03
	9.2
	S2-031399

	Siemens
	IMS Group Management Considerations
	
	
	
	
	
	
	It is proposed that SA2 decides that Stage 2 concepts for IMS Group Management will be included in TS 23.228.

Companion contribution S2-031400 proposes IMS Group Management related text for TS 23.228 as a starting point.
	noted

	076
	03
	9.2
	S2-031400

	Siemens
	IMS Group Management
	23.228
	286
	B
	6.1.0
	Rel-6
	IMS2
	A basic stage 2 description for IMS Group Management is added to TS 23.228.
	revised to S2-031490

	076,1
	06
	14
	S2-031490

	siemens
	IMS Group Management
	
	
	
	
	
	
	
	revised to S2-031556

	076,2
	
	14
	S2-031556

	siemens
	IMS Group Management
	
	
	
	
	
	
	
	approved

	077
	03
	9.2
	S2-031401

	Siemens
	Format of Public Service Identities
	23.228
	287
	C
	6.1.0
	Rel-6
	IMS2
	Sentence added that public service identities shall take the form of SIP URL .
	revised to S2-031491

	077,1
	
	14
	S2-031491

	siemens
	Format of Public Service Identities
	
	
	
	
	
	
	
	revised to S2-031557

	077,2
	
	14
	S2-031557

	siemens
	Format of Public Service Identities
	
	
	
	
	
	
	
	approved

	078
	03
	9.2
	S2-031448

	Nokia
	PSI routing
	23.228
	294
	B
	6.1.0
	Rel6
	IMS2
	It is specified how I-CSCF retrieves routing information for requests destined to a Public Service Identity
	offline discussion

noted

	079
	03
	9.2
	S2-031449

	Rapporteur (Miikka Poikselkä, Nokia)
	TR ab.cde V0.0.0 IP based IMS Emergency Sessions
	
	
	
	
	
	
	
	agreed

	080
	03
	9.2
	S2-031365

	Lucent
	Emergency Services Assumptions
	
	
	
	
	
	
	At our last meeting, and over email approval, there was not a complete agreement regarding the assumptions for Emergency Services related to processing in the visited and home networks. This paper attempts to clarify the assumptions and proposes some resulting procedures.
	revised to S2-031492

	080,1
	
	14
	S2-031492

	lucent
	Emergency Services Assumptions
	
	
	
	
	
	
	
	ls to SA1 in S2-031559

revised to 1560 which is approved

	080,2
	
	14
	S2-031560
	lucent
	Emergency Services Assumptions
	
	
	
	
	
	
	
	approved

	080,3
	
	13
	S2-031559

	SA2
	PROPOSED 
 LS on UE actions for Emergency Services
	
	
	
	
	
	
	
	revised to S2-031591

	080,4
	
	
	S2-031591
	SA2
	LS on UE actions for Emergency Services
	
	
	
	
	
	
	
	approved and for speical e-mail approval

	081
	03
	9.2
	S2-031366

	Lucent
	UE handling of Emergency Services
	
	
	
	
	
	
	The current version of the TR for IP based IMS Emeregency Sessions contains a for-further-study item on the establishment of a session when the UE is already attached to a Home network GGSN. This contribution proposes some text to address this item.
	revised to S2-031493

	081,1
	
	14
	S2-031493

	lucent
	UE handling of Emergency Services
	
	
	
	
	
	
	
	approved

	082
	03
	9.2
	S2-031393

	Siemens
	IMS Emergency Session Requirements
	
	
	
	
	
	
	It is proposed to create a new sub-chapter 4.1.1 of TR ab.cde IP based IMS Emergency Sessions called “Requirements for IMS Emergency Sessions“ and to copy the text from the corresponding 23.228 sub-chapter 5.13.1 into this new chapter. As a consequence, it is also proposed to delete the sentence “It is expected that the existing principles from 3GPP TS 23.228 are copied here“ in the editor’s note of chapter 4.1.
	approved

	083
	03
	9.2
	S2-031394

	Siemens
	IMS Emergency Session Principles
	
	
	
	
	
	
	It is proposed to create new sub-chapters 4.1.2 and 4.1.3 of TR ab.cde IP based IMS Emergency Sessions called “Procedures for SIP Emergency Session Establishment“ and “Procedures for IMS Emergency Session Establishment” and to copy the text from the corresponding 23.228 sub-chapters 5.13.2 and 5.13.3 into these new chapters.  
	approved

	084
	03
	9.2
	S2-031395

	Siemens
	S-CSCF role in IMS emergency sessions
	
	
	
	
	
	
	This contribution deals with the role of the S-CSCF during set-up of an IMS emergency session. Currently the S-CSCF has the opportunity to respond to the request of the UE with an indication to establish the session in the CS domain or via the PS domain (last sentence in chapter 5.2.3 of the TR).
	noted

	085
	03
	9.2
	S2-031396

	Siemens
	P-CSCF role in IMS emergency sessions
	
	
	
	
	
	
	This contribution deals with the role of the P-CSCF during set-up of IMS emergency sessions. Currently the P-CSCF has the opportunity to respond to the request of the UE with an indication to establish the session in the CS domain or via the PS domain (last sentence in chapter 5.2.1 of the TR). However, this sentence is not clear. It does not say whether the visited or home PS domain is meant. The contribution proposes text to clarify that the emergency call may be redirected via the CS or PS domain of the visited network.
	noted

	086
	03
	9.2
	S2-031397

	Siemens
	I-CSCF role in IMS emergency sessions
	
	
	
	
	
	
	This contribution deals with the role of the I-CSCF during set-up of an IMS emergency session. Currently there is no text in sub-chapter 5.2.2 of the TR describing the role of the I-CSCF. The guideline for the proposed text is to keep the influence on the I-CSCF small with respect to make complex routing decisions based on the R-URI and location information.
	noted

	087
	03
	9.2
	S2-031398

	Siemens
	P-CSCF: How to find a S-CSCF in the local network?
	
	
	
	
	
	
	This contribution proposes now that the P-CSCF should simply route an emergency session request to a pre-configured S-CSCF in the same network (home or visited). The S-CSCF is able to route the request further on to the emergency center or a BGCF based on R-URI and signaled location information, e.g. based on a specific routing table. This S-CSCF could be any node, which is able to evaluate the emergency indication and location information, or one of a specific list of S-CSCFs.
	rewording to S2-031494

	087,1
	
	14
	S2-031494

	siemens
	P-CSCF: How to find a S-CSCF in the local network?
	
	
	
	
	
	
	
	approved

	088
	03
	9.2
	S2-031450

	Nokia
	Scope of IP based IMS Emergency Sessions TR
	
	
	
	
	
	
	In the last SA2 meeting it was agreed to create a TR on IMS emergency sessions. When we discussed on creation of the TR it was agreed in principle that the TR serves as a container for having overall picture of IMS emergency sessions. This contribution tries to capture this point and proposes a scope for the TR.
	revised to S2-031495

	088,1
	
	14
	S2-031495

	nokia
	Scope of IP based IMS Emergency Sessions TR
	
	
	
	
	
	
	
	approved

	089
	03
	9.2
	S2-031454

	Nokia
	Overview of GPRS procedures for IMS Emergency session support
	
	
	
	
	
	
	In the last meeting it was agreed to create a TR on IP based IMS emergency sessions.  This contribution proposes that an overview on the impact to current GPRS procedures due to IMS emergency session establishment is included in the subclause 4. 
	revised to S2-031530

	089,0
	
	14
	S2-031530

	nokia
	Overview of GPRS procedures for IMS Emergency session support
	
	
	
	
	
	
	
	approved

	089,1
	03
	9.2
	S2-031455

	Nokia
	IMS Emergency Sessions: Emergency Attach
	
	
	
	
	
	
	In the last meeting it was agreed to create a TR on IP based IMS emergency sessions.  This contribution defines further details on GPRS attach function and proposes to use a term ‘emergency GPRS attach’ instead of a term ‘attach procedure initiated for emergency use’. 
	revised to S2-031531

	089,2
	06
	14
	S2-031531

	nokia
	IMS Emergency Sessions: Emergency Attach
	
	
	
	
	
	
	
	approved

	090
	05
	9.2
	S2-031439
	SK Telecom
	S-CSCF selection for the IMS emergency session
	
	
	
	
	
	
	
	revised to S2-031496

	090,1
	
	14
	S2-031496

	SK Telecom
	S-CSCF selection for the IMS emergency session
	
	
	
	
	
	
	
	approved

	091
	05
	9.2
	S2-031440
	SK Telecom
	Required function of the UE in the IMS emergency session
	
	
	
	
	
	
	
	revised to S2-031497

	091,1
	
	14
	S2-031497

	SK Telecom
	Required function of the UE in the IMS emergency session
	
	
	
	
	
	
	
	revised to S2-031558

	091,2
	
	14
	S2-031558

	SK Telecom
	Required function of the UE in the IMS emergency session
	
	
	
	
	
	
	
	approved

	092
	03
	9.4
	S2-031380

	Rapporteur
	Editorial modification to figures 6.1.2-1 and 7-1
	23.141
	52
	D
	6.2.0
	Rel6
	PRESC
	Figures 6.1.2-1 and 7-1 have been re-drawn without any content changes.
	noted

reflected in S2-031498

	093
	03
	9.4
	S2-031438

	Ericsson
	Editorial cleanup of 23.141
	23.141
	51
	D
	6.2.0
	Rel-6
	PRESNC
	A number of editorial changes including removal of duplicated text, aligning text regarding Presence attributes and aligning figures with related text.
	revised to S2-031498

	093,1
	
	14
	S2-031498

	ericsson
	Editorial cleanup of 23.141
	
	
	
	
	
	
	
	approved

	094
	03
	9.4
	S2-031347

	Huawei, ChinaMobile, AWS
	 Supply  Presence info from 3GPP-WLAN
	
	
	
	
	
	PRESNC
	This contribution introduces a possible mechanism for access to the 3GPP Presence service in 3GPP-WLAN inter-working system.
As an important component of 3GPP network, 3GPP WLAN IW network should be considered as a Presence information supplier. For example, when a user connects to the 3GPP WLAN network, the information should be supplied to Presence server such as its connection/disconnection, communication means, address, and so on.
	noted

	094,1
	03
	9.4
	S2-031348

	Huawei, ChinaMobile, AWS，Lucent
	CR for Supplying  Presence info from 3GPP-WLAN
	23.141
	50
	B
	6.1.0
	Rel 6
	PRESNC
	A new reference point should be added between the 3GPP AAA Server and the Presence Network Agent
	revised to S2-031500

	094,2
	
	14
	S2-031500

	huawei
	CR for Supplying  Presence info from 3GPP-WLAN
	
	
	
	
	
	
	
	approved

	095
	03
	9.8
	S2-031370

	Editor
	TR 23.8xx (Bearer Level Charging)
	
	
	
	
	
	
	
	agreed

	096
	03
	9.8
	S2-031350

	TeliaSonera
	Filtering based on application protocol
	
	
	
	
	
	
	TeliaSonera proposes that the ability to distinguish between transport and application protocols above IP is part of the Traffic Plane Function: 

1.  Change a “may” into “shall” in the last sentence of section 4.1, where the idea is already introduced.

2.  Add the requirement in Section 4.2 “Traffic Plane Function”.


	noted

revised to S2-031521 by Megisto as TeliaSonera delegates is not here

	096,1
	06
	14
	S2-031521

	TeliaSonera
	Filtering based on application protocol
	
	
	
	
	
	
	
	withdrawn and replaced to S2-031526

	096,2
	06
	14
	S2-031526

	Megisto
	Filtering based on application protocol
	
	
	
	
	
	
	
	approved

	097
	03
	9.8
	S2-031351

	Cisco
	Charging Termination Action
	
	
	
	
	
	
	there can be a number of different scenarios concerning what to do when a user’s balance is depleted such that the Diameter Credit Control client is forces to terminate the service session:

· The Traffic Plane Function can simply let the service flow pass, but now without generating specific on-line accounting.

· The Traffic Plane function can drop the packets corresponding to the service flow.

· The Traffic Plane Function can re-direct the service flow.

These options apply only to those service flows which are non-zero charged. I.e., they are not considered applicable to dynamic service flow definitions which are generated by application servers for service charged at the application level.
	revised to S2-031522

	097,1
	06
	14
	S2-031522

	cisco
	Charging Termination Action
	
	
	
	
	
	
	
	for e-mail approval

	098
	03
	9.8
	S2-031352

	Cisco
	Independent Traffic Plane Function
	
	
	
	
	
	
	Go has been designed to enable applications to control service flows. The control of service flows allows charging to be supported at the application level. The introduction of the Traffic Plane Function supports charging at the application level by zero-rating service flows which are billed at the application level. 

Under such a scenario, the interaction between Traffic Plane Function and existing GGSN gating functionality is limited, allowing a stand alone Traffic Plane Function instance, independent from the GGSN.

Finally, such an independent Traffic Plane Function can then be directly re-used in WLAN interworking.
	noted

	099
	03
	9.8
	S2-031353

	Cisco
	OCS discovery
	
	
	
	
	
	
	This contribution has discussed the issue of dynamically retrieving the Service-Flow-Based Charging Rules Function address from the Traffic Plane Function. Two methods have been discussed:

(1) The first method is based on the transparent GPRS PDP context activation and has dependencies on the access specific network entities such as the HLR, SGSN and GGSN. 

(2) The second method is based on the non-transparent GPRS PDP context activation and has fewer dependencies as it only impacts the Home AAA server. However, it requires that at least the primary PDP context is activated in the non-transparent mode so that the GGSN can retrieve the address.


	noted

	100
	03
	9.8
	S2-031362

	Nortel Networks
	Subscription based policy for Charging and QoS
	
	
	
	
	
	
	Previous discussions in SA2 have noted that the relationship between the charging rules and the existing Service Based Local Policy for QoS needs to be studied. This contribution examines this relationship. We propose an important distinction between service-based and subscription-based– this is where we should draw the line between the existing Go interface and new interfaces.
	noted.

revised contrubtion for the next meeting

	101
	03
	9.8
	S2-031371

	Ericsson
	Terms and Definitions
	
	
	
	
	
	
	It is proposed that the terms and definitions in TR 23.8xx be updated as indicated above, and the remainder of the document modified to ensure these terms are used consistently throughout. The changes required to the TR are described below.
	offline discussion 

revised to S2-031523

	101,1
	
	14
	S2-031523

	sericsson
	Terms and Definitions
	
	
	
	
	
	
	
	approved

	102
	03
	9.8
	S2-031372

	Ericsson
	Data Repository for Charging Rules
	
	
	
	
	
	
	It is proposed that the per-flow-based charging rules function be defined as a function accessing a data repository. The changes required to the TR are described below.
	revised to S2-031524

	102,1
	
	14
	S2-031524

	ericsson
	Data Repository for Charging Rules
	
	
	
	
	
	
	
	approved

	103
	03
	9.8
	S2-031373

	Ericsson
	Aggregating credit reservation
	
	
	
	
	
	
	It is proposed that TR 23.8xx be updated to include requirements for a local credit pool within the traffic plane function. The changes required to the TR are described below.
	not agreed

offline discussion and revised if some agreement appears

	104
	03
	9.8
	S2-031388

	Nokia, Nortel
	Charging rules and the Gx interface
	
	
	
	
	
	
	During SA2#30 the basic functional architecture for service-flow-based bearer charging architecture was agreed. This contribution attempts to further clarify the contents of Charging rules. Additionally, the relationship of the newly introduced Gx interface and the existing Go reference point is also addressed.
	revised to S2-031525

	104,1
	
	14
	S2-031525

	nokia, nortel
	Charging rules and the Gx interface
	
	
	
	
	
	
	
	approved

	105
	03
	9.8
	S2-031389

	Nokia
	Service-flow information in CDRs
	
	
	
	
	
	
	This contribution seeks to clarify that, for GPRS charging, the Gz and Ga interfaces should be combined. Accordingly, correlation can be facilitated between associated PDP context level CDRs and service-flow-based CDRs by ensuring a common interface to the Charging Gateway Function. 
	noted

	109
	03
	9
	S2-031369

	Vodafone UK
	Discussion on Security Issues with Multiple Primary PDP Contexts
	
	
	
	
	
	
	It is proposed that the associated CR on 23.060 using the network based solution, detailed in section 2.2, is discussed and approved.

It is also recognised that this security issue afflicts over access technologies, most notably WLAN that is being standardised in 3GPP. 
	noted

reply ls to SA3 in S2-031529

	109,1
	03
	9
	S2-031412

	Vodafone UK
	CR on 23.060: Security Issue with Multiple Primary PDP Contexts
	23.060
	434
	B
	6.0.0
	Rel-6
	
	The addition of the parameters APN Restriction and Maximum APN Restriction to be transferred in Create PDP Context requests and Update PDP Context requests. Addition of feature to perform calculation/decision of whether certain APN combinations are permissible in the PDP Context Activation and Inter-SGSN Routeing Area Update procedures.
	noted and related to LS S2-031529

	109,2
	
	13
	S2-031529

	SA2
	DRAFT Response to LS on security issues regarding multiple PDP contexts in GPRS
	
	
	
	
	
	
	
	revised to S2-031589 

	109,3
	
	
	S2-031589
	SA2
	Response to LS on security issues regarding multiple PDP contexts in GPRS
	
	
	
	
	
	
	
	approved

	110
	03
	9
	S2-031411

	Nortel Networks
	RAU in PMM-connected
	23.060
	433
	F
	6.0.0
	6
	TEI6
	State that In PMM connected, the new RAI shall only be sent by the RNC to the UE in case of SRNS relocation”
	noted

and discuss more in the next meeting

	111
	03
	9.3
	S2-031368

	Rapporteur (Balazs Bertenyi)
	TR 23.864 v0.5.0 –  Commonality and harmonization between IMSs
	
	
	
	
	
	
	
	approved

	112
	03
	9.3
	S2-031363

	Nortel Networks
	Policy and WLAN
	
	
	
	
	
	
	Feedback from discussion of that document suggested that greater support for Service Based Local Policy than proposed was required for the Wireless LAN case. This contribution proposes that this be achieved via policy at Layer 3 (IP layer) with respect to the 3GPP IP network to which the UE is connected (identified by an APN).
	agreement during coffee break

revised to S2-031533

	112,1
	
	14
	S2-031533

	nortel
	Policy and WLAN
	
	
	
	
	
	
	
	approved

	113
	03
	9.3
	S2-031402

	Siemens
	Corrections and Clean-Up after Re-organisation of TS 23.228
	23.228
	288
	F
	6.1.0
	Rel-6
	IMSCOMM
	CR 280 significantly revised and restructured TS 23.228. This CR corrects a few errors, which were introduced in this process.
	approved

	114
	03
	9.5
	S2-031354

	Cisco
	Inter-domain Gq reference point
	
	
	
	
	
	
	As part of the work item Dynamic Policy Control Enhancements, it is proposed to decouple the PDF and P-CSCF function hence introducing a new reference point: the Gq reference point. The aim of this contribution is to discuss the applicability of the Gq interface, i.e. shall it be intra- or inter-domain.
	approved

	115
	03
	9.5
	S2-031358

	Ericsson, Lucent, Nortel Networks
	Token Generation and Authorisation Scenarios in 23.917
	
	
	
	
	
	
	The proposed release 6 architecture in TR 23.917 provides a standalone PDF entity and thus enables more flexible management of QoS authorisation. 

The PDF performs the QoS authorisation, and also generates and provides the token. In certain circumstances, these two functions may occur at different points in the sequence (for example, when the token is requested before final QoS information is available). In addition, an AF may request for a batch of tokens to use for future sessions. This allows for signalling optimisation where less PDF/AF interaction is required.
	revised to S2-031534

	115,1
	
	14
	S2-031534

	erisson,lucent,nortel
	Token Generation and Authorisation Scenarios in 23.917
	
	
	
	
	
	
	
	approved

	116
	03
	9.5
	S2-031359

	Nortel Networks
	Generic functions with policy control
	
	
	
	
	
	
	Nortel Networks proposes that in 23.917, we remove the fact that the functions with policy control are for the IMS case only, as these have been written in a generic way and should be applicable for all Application Functions. The change is shown below.
	noted

	117
	03
	9.5
	S2-031360

	Nortel Networks
	PSS and PDF
	
	
	
	
	
	
	The text on PSS and PDF in 23.917 contains some notes and remarks, due to the e-mail approval process. We propose to do some clean-up of this section and address the concerns raised while maintaining the consistency of the TR and the objective to study whether and how the standalone PDF framework could be of use to PSS. This is as per the e-mail discussion that followed the e-mail approval of the text.
	revised to S2-031535

	117,1
	
	14
	S2-031535

	nortel
	PSS and PDF
	
	
	
	
	
	
	
	revised to S2-031598

	117,2
	
	
	S2-031598
	Nortel Networks, AWS, Nokia
	PSS and PDF
	
	
	
	
	
	
	
	approved

	118
	03
	9.5
	S2-031361

	Nortel Networks
	Token Generation by the AF in 23.917
	
	
	
	
	
	
	The token generation described in 23.917 is currently only possible at the PDF. It is propose to introduce the possibility for the AF to generate a token.

This would enable the AF to authorise a user, generate a reference, and then check that it has authorised the user or not to receive the service, when resources are being established.

In this case, the GGSN needs to contact a PDF that has been configured in the GGSN or a ‘default’ PDF.

The same principle as the PDF generated token is used, i.e. the AF includes its address in the reference, so that the PDF knows which AF to contact.
	noted

	119
	03
	9.5
	S2-031386

	Nokia
	QoS policies and service types
	
	
	
	
	
	
	This contribution proposes enhancements with which the operator is able to control how traffic in the operator's network is treated from QoS point of view. As an example, the operator may decide that SIP signalling should be treated with high priority, whereas lower priority should apply in case of interactive IP multimedia sessions.
	noted

	120
	03
	9.5
	S2-031387

	Nokia
	Binding information
	
	
	
	
	
	
	This contribution proposes modifications to clarify binding mechanism for session based and non session based services. This contribution also proposes additions which are needed for subscription based policies.
	noted

new contrbution for the next meeting

	121
	03
	9.7
	S2-031341

	RIM
	Push Architecture Req – Delivery Network Independent Support for Push
	23.976
	
	
	
	R6
	PUSH
	RIM proposes adding text to 23.976 section 4 Architecture Requirements reflecting the impact on the Push Architecture of the requirement from 22.174 relating to independent support of Push Services over supported delivery networks.
	revised to S2-031537

	121,1
	
	14
	S2-031537
	rim
	Push Architecture Req – Delivery Network Independent Support for Push
	
	
	
	
	
	
	
	approved

	122
	03
	9.7
	S2-031342

	RIM
	Push Architecture Req – Delivery Network Service Selection
	23.976
	
	
	
	R6
	PUSH
	RIM proposes to add text to 23.976 section 4 Architecture Requirements, reflecting the impact on the Push Architecture of requirements from 22.174 relating to delivery network service selection.
	revised to S2-031538

	122,1
	
	14
	S2-031538
	rim
	Push Architecture Req – Delivery Network Service Selection
	
	
	
	
	
	
	
	revised to S2-031600

	122,2
	
	
	S2-031600
	RIM
	Push Architecture Req – Delivery Network Service Selection
	
	
	
	
	
	
	
	for email approval

	123
	03
	9.7
	S2-031343

	RIM
	Push Architecture Req – Delivery Network Support for Ack and Unack Push Message Delivery
	23.976
	
	
	
	R6
	PUSH
	RIM proposes adding text to 23.976 section 4 Architecture Requirements reflecting the impact on the Push Architecture of the requirement from 22.174 relating to the support of acknowledged and unacknowledged push data.
	revised to S2-031539

	123,1
	
	14
	S2-031539
	RIM
	Push Architecture Req – Delivery Network Support for Ack and Unack Push Message Delivery
	
	
	
	
	
	
	
	for e-mail approval

	124
	03
	9.7
	S2-031344

	RIM
	Definition and Use of Long-Lived PDP Context
	23.976
	
	
	
	R6
	PUSH
	A PDP Context that is defined to be Long-Lived and is supported by the network as such, allows the application at the mobile side and network side to be relieved of the burden to maintain the PDP Context. The application developer can write an application under the assumption that if the PDP Context is active then the mobile is likely reachable. 
	revised to S2-031344rev1 which is in Set_04 before the meeting.

noted

	125
	03
	9.7
	S2-031345

	RIM
	Push using Network Requested PDP Context Activation with static IP addressing
	23.976
	
	
	
	R6
	PUSH
	The capability of the network to generate an unsolicited Network Requested PDP Context Activation towards the UE is a very important feature that supports Push Services. The nature of push data is in many cases non-deterministic in terms of when it will arrive and when the recipient will want the information. Therefore the NRPCA feature is well suited to the needs of a Push Service. 
	revised to S2-031540

	125,1
	
	14
	S2-031540
	RIM
	Push using Network Requested PDP Context Activation with static IP addressing
	
	
	
	
	
	
	
	approved

	126
	03
	9.7
	S2-031346

	RIM
	Call for Push Ad Hoc meeting
	23.976
	
	
	
	R6
	PUSH
	The raporteur for the Push TR 23.976 would like to call for an Ad Hoc meeting to progress the work on the Push TR. Research In Motion will sponsor this 2 day meeting with prospective dates being Wednesday and Thursday May 28th and 29th or Wednesday and Thursday June 4th and 5th, and will be located in Toronto, Canada.
	noted

	127
	03
	9.10
	S2-031381

	Nokia
	Gs interface and NAS broadcast information in multi-operator core network
	
	
	
	
	
	
	The purpose of this discussion paper is to present the issues related to the usage of Gs interface and broadcasting of other NAS information in the MOCN concept.
	revised to S2-031541

	127,1
	
	14
	S2-031541
	nokia
	Gs interface and NAS broadcast information in multi-operator core network
	
	
	
	
	
	
	
	revised to S2-031599

	127,2
	
	
	S2-031599
	
	Gs interface and NAS broadcast information in multi-operator core network
	
	
	
	
	
	
	
	approved

	128
	03
	9.10
	S2-031419

	ALCATEL
	Stage 2 work on  network sharing scenarios
	
	
	
	
	
	
	It is proposed to discuss within SA2 the relevance of the different scenarios and to clarify how to address the stage 2 work with regards to network sharing and to possibly prioritize these scenarios within the scope of R6. Feedback from SA1 and other groups such as RAN and GERAN would be necessary.


	noted

	129
	03
	9.10
	S2-031408

	TeliaSonera
	Proposed text to Section 4
	
	
	
	
	
	NETSHARE
	In this document we propose text for section 4 “General Description” in the stage 2 TR 23.8de on Network Sharing. The text introduces example network architecture that need to be considered for network sharing stage 2 work. 
	revised to S2-031542

	129,1
	
	14
	S2-031542
	TeliaSonera, Nokia
	Proposed text to Section 4
	
	
	
	
	
	
	
	approved

	130
	03
	9.10
	S2-031382

	Nokia
	Rerouting of registration signalling in multi-operator core network
	
	
	
	
	
	
	[1] introduces a network sharing scenario called common spectrum network sharing. This scenario enables multiple operators to connect their core networks to a shared UTRAN and provide service via same WCDMA carrier. In this paper, this concept is called a multi-operator core network (MOCN). 

The purpose of this discussion paper is to present the initial registration signalling related issues in MOCN concept.

	approved

	131
	03
	9.10
	S2-031407

	TeliaSonera
	Proposed text to Section 1 and 2
	
	
	
	
	
	NETSHARE
	This document proposes text for the Scope (Section 1) and adds a reference to the 3GPP SA1 TR on Network Sharing TR 22.951 to the list of references in Section 2. 
	approved

	132
	03
	9.10
	S2-031403

	Ericsson, Nokia
	Proposal for LS on Network Selection in Shared RAN
	
	
	
	
	
	
	To make a correct decision on what principle shall be used for network selection in Shared RAN environments it is important for SA2 to understand the implications of extending the current broadcast to include multiple PLMN Id’s in the broadcasted system information. It is therefore proposed to send an LS to RAN2 and GERAN2 to gain a complete understanding in this issue.
	revised to S2-031544

	132,1
	
	13
	S2-031544
	SA2
	[Draft] LS on Broadcast and PLMN selection for Shared RAN
	
	
	
	
	
	
	
	revised to S2-031579

	132,2
	
	13
	S2-031579

	SA2
	[Draft] LS on Broadcast and PLMN selection for Shared RAN
	
	
	
	
	
	
	
	revised to S2-031590

	132,3
	
	
	S2-031590
	
	LS on Broadcast and PLMN selection for Shared RAN
	
	
	
	
	
	
	
	approved and for speical e-mail approval

	133
	03
	9
	S2-031391

	Siemens
	Ge reference point
	23.002
	123
	F
	6.0.1
	Rel-6
	TEI-6
	Reference point name added to reference architecture and reference point description.
	revised to S2-031499 as CR assigning problem before discussion

	133,1
	
	9
	S2-031499

	siemens
	Ge reference point
	
	
	
	
	
	
	
	revised to S2-031546

	133,2
	
	14
	S2-031546
	siemens
	Ge reference point
	
	
	
	
	
	
	
	approved

	134
	03
	9
	S2-031392

	Siemens
	Gd reference point
	23.002
	124
	F
	6.0.1
	Rel-6
	TEI-6
	Add a reference figure and a reference point description for the Gd interface.
	approved

	135
	03
	10.2
	S2-031383

	Nokia
	Status of IPv6 transition work
	
	
	
	
	
	
	TSG-SA#19 has tasked SA2 to provide a status report on “the work on interworking with systems outside of the 3GPP IMS domain and any potential limitations with the current decision to allow only IPv6 for access to IMS.”

In accordance with this task, the present contribution briefly summarizes the work being done in IETF around this topic, and highlights the current status of the work. The status of this work was first presented during SA2#26 in Toronto, this contribution provides the updated status.
	noted

	136
	03
	12.1
	S2-031367


	Lucent
	IMS Stage-2 Enhancements 
	
	
	
	
	
	
	The Work Item Description for Release 6 IMS Stage-2 Enhancements has not been updated for some time. The completion dates are incorrect and some other areas need correction. In addition, we should verify that all of the topics mentioned are still intended to be covered.
	revised to S2-031549

	136,1
	
	14
	S2-031549
	lucent
	IMS Stage-2 Enhancements 
	
	
	
	
	
	
	
	approved

	137
	03
	12.1
	S2-031457


	Nokia
	PS domain and IM CN subsystem support for IMS Emergency sessions
	
	
	
	
	
	
	
	approved

	138
	06
	12.2
	S2-031463

	MCC
	3GPP work plan
	
	
	
	
	
	
	
	noted

	138,1
	
	
	S2-031562
	SA2
	LS
	
	
	
	
	
	
	
	for email approval

	139
	04
	12
	S2-031464

	MCC
	List of SA2 TRs and TSs and corresponding rapporteurs
	
	
	
	
	
	
	
	noted

	150
	
	15
	S2-031536
	Chairman
	Meeting on IMS/MMD standards status
	
	
	
	
	
	
	
	noted

	501
	
	11.1
	S2-031151
	convenor
	LCS session report
	
	
	
	
	
	
	
	approved

	502
	
	11.1
	S2-031182
	SA2
	[Draft] Reply LS on Inter-GMLC (Lr) Interface protocol development, response to 1174
	
	
	
	
	
	
	
	revised to S2-031570 and approved

	502,1
	
	11.1
	S2-031570
	SA2
	[Draft] Reply LS on Inter-GMLC (Lr) Interface protocol development, response to 1174
	
	
	
	
	
	
	
	approved

	503
	06
	11.1
	S2-031183
	SA2
	Draft LS on the Introduction of Anonymous Subscribers and the Lid interface
	
	
	
	
	
	
	
	revised to S2-031571

	503,1
	
	
	S2-031571
	SA2
	LS on the Introduction of Anonymous Subscribers and the Lid interface
	
	
	
	
	
	
	
	approved

	504
	
	11.1
	S2-031193
	SA2
	[DRAFT] LS on overload control function in GMLC
	
	
	
	
	
	
	
	revised to S2-031572

	504,1
	
	
	S2-031572
	SA2
	[DRAFT] LS on overload control function in GMLC
	
	
	
	
	
	
	
	approved and for special e-mail approval

	505
	
	11.1
	S2-031187
	Nokia
	Exception procedures in 23.171
	23.171
	29
	F
	3.9.0
	R99
	LCS2
	
	revised to S2-031573

	505,1
	
	
	S2-031573
	Nokia
	revision of 1187
	
	
	
	
	
	
	
	for e-mail approval

	505,2
	
	11.1
	S2-031186
	Nokia
	Exception procedures in 23.271
	23.271
	169
	A
	6.3.0
	Rel6
	LCS2
	
	revised to S2-031576

	505,3
	
	
	S2-031574
	Nokia
	revision of 1184
	
	
	
	
	
	
	
	for e-mail approval

	505,4
	
	11.1
	S2-031185
	Nokia
	Exception procedures in 23.271
	23.271
	168
	A
	5.6.0
	Rel5
	LCS2
	
	revised to S2-031575

	505,5
	
	
	S2-031575
	Nokia
	revision of 1185
	
	
	
	
	
	
	
	for emial approval

	505,6
	
	11.1
	S2-031184
	Nokia
	Exception procedures in 23.271
	23.271
	167
	F
	4.8.0
	Rel4
	LCS2
	
	revised to S2-031574

	505,7
	
	
	S2-031576
	Nokia
	revision of 1186
	
	
	
	
	
	
	
	for email approval

	506
	
	11.1
	S2-031191
	Alcatel
	Presentation of TR 28.3xx “Study into applicability of Galielo in LCS”
	
	
	
	
	
	
	
	ls to ran is 1577 and 1191 is revised to 1578

	506,1
	
	
	S2-031577
	SA2
	LS made by Jan Kall
	
	
	
	
	
	
	
	for e-mail approval

	506,2
	
	
	S2-031578
	
	revision of 1191
	
	
	
	
	
	
	
	approved

	507
	
	11.1
	S2-031152
	LCS chair
	agreed AGENDA for the LCS drafting session in SA2#31
	
	
	
	
	
	
	
	

	508
	03
	11.1
	S2-031153


	ALCATEL SA
	TR 23.8xx – Study into Applicability of GALILEO in LCS
	
	
	
	
	
	
	
	

	509
	03
	11.1
	S2-031154


	Huawei
	Introduction of the Maximal Target UE number of the LCS Client
	
	
	
	
	
	
	
	

	510
	03
	11.1
	S2-031155


	Huawei
	Introduction of the overload contorl of LCS
	
	
	
	
	
	LCS2
	
	

	511
	03
	11.1
	S2-031156


	Vodafone UK
	CR on 23.271. Correction to GMLC Definition
	23.271
	163
	D
	6.3.0
	Rel-6
	LCS2
	
	

	512
	03
	11.1
	S2-031157


	Vodafone UK
	CR on 23.271: Clarification of UE Available event Definition
	23.271
	164
	D
	6.3.0
	Rel-6
	LCS2
	
	

	513
	03
	11.1
	S2-031158


	Vodafone UK
	Discussion on the Use of Network Induced Location Requests for Value Added Services
	
	
	
	
	
	
	
	

	514
	03
	11.1
	S2-031159


	Vodafone UK
	CR on 23.271: Addition of CS NI-LR for Value Added Services
	23.271
	165
	B
	6.3.0
	Rel-6
	LCS2
	
	

	515
	03
	11.1
	S2-031160


	Nokia
	Addition of mobile based change of area event to deferred location request
	23.271
	155r1
	B
	6.3.0
	Rel6
	LCS2
	
	

	516
	03
	11.1
	S2-031161


	Nokia
	Enhanced codeword
	23.271
	130r1
	C
	6.3.0
	Rel6
	LCS2
	
	

	517
	03
	11.1
	S2-031162


	Nokia
	Including pseudonym to LCS authorisation request
	23.271
	166
	C
	6.3.0
	Rel6
	LCS2
	
	

	518
	03
	11.1
	S2-031163


	Nokia
	Exception procedures in 23.171
	23.171
	29
	F
	3.9.0
	R99
	LCS2
	
	

	519
	03
	11.1
	S2-031164


	Nokia
	Exception procedures in 23.271
	23.271
	167
	F
	4.8.0
	Rel4
	LCS2
	
	

	520
	03
	11.1
	S2-031165


	Nokia
	Exception procedures in 23.271
	23.271
	168
	A
	5.6.0
	Rel5
	LCS2
	
	

	521
	03
	11.1
	S2-031166


	Nokia
	Exception procedures in 23.271
	23.271
	169
	A
	6.3.0
	Rel6
	LCS2
	
	

	522
	03
	11.1
	S2-031167


	Siemens
	Pseudonym attachment options
	23.271
	170
	F
	Rel-6
	LCS2-GMLC
	
	
	

	523
	04
	11.1
	S2-031168

	Alcatel
	Shape definition:ellipsoid arc with altitude
	23.032
	9
	
	
	Rel-5
	11.1
	
	

	524
	03
	11.1
	S2-031169


	NEC
	Clarification on privacy check procedures with PPR
	23.271
	171
	F
	6.3.0
	Rel-6
	LCS2-GMLC
	
	

	525
	03
	11.1
	S2-031170


	NEC
	Clarification on pseudonym mediation device functionality
	23.271
	172
	F
	6.3.0
	Rel-6
	LCS2
	
	

	526
	03
	11.1
	S2-031171


	NEC
	Enhancement on the reuse machanism of the previously obtained locaiton information.
	23.271
	173
	C
	6.3.0
	Rel-6
	LCS2
	
	

	527
	03
	11.1
	S2-031172


	TeliaSonera
	Handling of anonymity in location services
	23.271
	174
	B
	6.3.0
	Rel-6
	LCS2
	
	

	528
	03
	11.1
	S2-031173


	TeliaSonera
	Enabling efficient tracking in mobile networks
	
	
	
	
	
	
	
	

	529
	
	11.1
	S2-031174
	Location WG of the OMA
	LS on Request for Inter-GMLC (Lr) Interface Work Item progress report
	
	
	
	
	
	
	
	

	530
	
	11.1
	S2-031175
	SA2
	[Draft] Reply LS on Inter-GMLC (Lr) Interface protocol development, response to 1174
	
	
	
	
	
	
	
	

	531
	
	11.1
	S2-031176
	SA2
	Draft LS on the Introduction of Anonymous Subscribers and the Lid interface.
	
	
	
	
	
	
	
	

	532
	
	11.1
	S2-031177
	Alcatel
	Presentation of TR 28.3xx “Study into applicability of Galielo in LCS”
	
	
	
	
	
	
	
	

	533
	
	11.1
	S2-031178
	Nokia
	Including pseudonym in the LCS authorisation request
	23.271
	166r1
	C
	6.3.0
	Rel6
	LCS2
	
	

	534
	
	11.1
	S2-031179
	Siemens
	Pseudonym attachment options
	23.271
	170r1
	F
	Rel-6
	LCS2-GMLC
	
	
	

	535
	
	11.1
	S2-031180
	Vodafone UK, LCS session
	CR on 23.271: Clarification of UE Available event Defintion
	23.271
	164r1
	D
	6.3.0
	Rel-6
	LCS2
	
	

	536
	
	11.1
	S2-031181
	Nokia, LCS session
	Addition of mobile based change of area event to deferred location request
	23.271
	155r2
	B
	6.3.0
	Rel6
	LCS2
	
	

	537
	
	11.1
	S2-031188
	NEC
	Clarification on privacy check procedures with PPR
	23.271
	171r1
	F
	6.3.0
	Rel-6
	LCS2-GMLC
	
	

	538
	
	11.1
	S2-031189
	SA2
	[DRAFT] LS on overload control function in GMLC
	
	
	
	
	
	
	
	

	539
	
	11.1
	S2-031190
	Nokia
	Enhanced codeword
	23.271
	130r2
	C
	6.3.0
	Rel6
	LCS2
	
	

	540
	
	11.1
	S2-031192
	Nokia
	Including pseudonym in the LCS authorisation request
	23.271
	166r2
	C
	6.3.0
	Rel6
	LCS2
	
	

	541
	
	11.1
	S2-031194
	Nokia, LCS session
	Addition of mobile based change of area event to deferred location request
	23.271
	155r3
	B
	6.3.0
	Rel6
	LCS2
	
	

	542
	
	11.1
	S2-031195
	NEC
	Clarification on privacy check procedures with PPR
	23.271
	171r2
	F
	6.3.0
	Rel-6
	LCS2-GMLC
	
	

	601
	
	11.2
	S2-031201
	chair
	MBMS session report
	
	
	
	
	
	
	
	approved without change

	602
	06
	11.2
	S2-031234
	SA2
	[DRAFT] Reply to Liaison Statement on Scalable Codec for MBMS
	
	
	
	
	
	
	
	revised to S2-031563

	602,1
	
	
	S2-031563
	SA2
	[DRAFT] Reply to Liaison Statement on Scalable Codec for MBMS
	
	
	
	
	
	
	
	approved

	603
	
	11.2
	S2-031240
	SA2
	[DRAFT] Reply to Liaison Statement on MBMS Codec Requirements
	
	
	
	
	
	
	
	revised to S2-031564

	603,1
	
	
	S2-031564
	SA2
	[DRAFT] Reply to Liaison Statement on MBMS Codec Requirements
	
	
	
	
	
	
	
	for e-mail approval

	604
	06
	11.2
	S2-031236
	Ericsson, Nokia, Siemens
	Revision of 1232
	
	
	
	
	
	
	
	approved

	605
	06
	11.2
	S2-031238
	Ericsson, Nokia, Siemens
	Revision of 1235
	
	
	
	
	
	
	
	approved

	606
	05
	11.2
	S2-031202
	Chair
	S2#31 MBMS ad-hoc agenda
	
	
	
	
	
	
	
	

	607
	03
	11.2
	S2-031203


	Huawei
	MBMS Architecture Overview
	
	
	
	
	
	
	
	

	608
	03
	11.2
	S2-031204


	Huawei
	MBMS Gmb Reference Point
	
	
	
	
	
	
	
	

	609
	03
	11.2
	S2-031205


	Huawei
	MBMS Functional Entities
	
	
	
	
	
	
	
	

	610
	03
	11.2
	S2-031206


	Huawei
	MBMS Security and Ciphering
	
	
	
	
	
	
	
	

	611
	03
	11.2
	S2-031207


	Vodafone
	Enhanced Transmission Sequence Number Mechanism Required in MB-SC
	23.246
	
	
	V04.0
	R’6
	
	
	

	612
	02
	11.2
	S2-031208



	Motorola
	Correction to Section 8 MBMS Procedures
	
	
	
	
	
	
	
	

	613
	
	11.2
	S2-031209
	Nortel Networks
	Application Session Information
	
	
	
	
	
	
	
	

	614
	03
	11.2
	S2-031210


	Nortel Networks
	MBMS service priority
	
	
	
	
	
	
	
	

	615
	03
	11.2
	S2-031211


	Nortel Networks
	MBMS Service Provision
	
	
	
	
	
	
	
	

	616
	03
	11.2
	S2-031212


	Nortel Networks
	Signalling flows for MBMS Service Provision
	
	
	
	
	
	
	
	

	617
	03
	11.2
	S2-031213


	Nortel Networks
	Update Paging chapter in the MBMS TS
	
	
	
	
	
	
	
	

	618
	03
	11.2
	S2-031214


	Nortel Networks
	Group Paging identifier
	
	
	
	
	
	
	
	

	619
	03
	11.2
	S2-031215


	Nortel Networks
	Service Activation after Session has started
	
	
	
	
	
	
	
	

	620
	03
	11.2
	S2-031216


	Nortel Networks
	Timeline and MBMS Broadcast procedure overview
	
	
	
	
	
	
	
	

	621
	03
	11.2
	S2-031217


	Nortel Networks
	Procedures for MBMS Broadcast services
	
	
	
	
	
	
	
	

	622
	03
	11.2
	S2-031218


	Nortel Networks
	Proposal for service leave
	
	
	
	
	
	
	
	

	623
	03
	11.2
	S2-031219


	Nortel Networks
	Procedure update with Gi message
	
	
	
	
	
	
	
	

	624
	03
	11.2
	S2-031220


	Nortel Networks
	Editorial update to change “user plane” into “bearer plane”
	
	
	
	
	
	
	
	

	625
	03
	11.2
	S2-031221


	Nortel Networks
	MBMS Bearer Service Definition
	
	
	
	
	
	
	
	

	626
	03
	11.2
	S2-031222


	NEC
	APN handling in MBMS Multicast Service Activation procedure
	
	
	
	
	
	
	
	

	627
	03
	11.2
	S2-031223


	NEC
	IGMP procedure to be an optional for MBMS Multicast Service Activation procedure
	
	
	
	
	
	
	
	

	628
	03
	11.2
	S2-031224


	Nokia
	MBMS service discovery
	
	
	
	
	
	
	
	

	629
	03
	11.2
	S2-031225


	Nokia
	Clarification on MBMS notification
	
	
	
	
	
	
	
	

	630
	04
	11.2
	S2-031226

	Samsung Electronics
	Clarification on MBMS Multicast Service Activation
	
	
	
	
	
	
	
	

	631
	04
	11.2
	S2-031227

	Samsung Electronics
	Second Thought on MBMS Session Update
	
	
	
	
	
	
	
	

	632
	03
	11.2
	S2-031228


	Samsung Electronics
	TMGI Text Proposal
	
	
	
	
	
	
	
	

	633
	03
	11.2
	S2-031229


	Samsung Electronics
	Combination Text Proposal on TMGI
	
	
	
	
	
	
	
	

	634
	03
	11.2
	S2-031230


	Vodafone UK
	User alerting for MBMS
	
	
	
	
	
	
	
	

	635
	03
	11.2
	S2-031231


	Ericsson
	MBMS access control
	
	
	
	
	Rel6
	MBMS
	
	

	636
	03
	11.2
	S2-031232


	Ericsson, Nokia,

Siemens and 3
	MBMS Bearer Context and MBMS UE Context
	23.246
	
	
	
	Rel6
	MBMS
	
	

	637
	03
	11.2
	S2-031233


	Ericsson, Nokia,

Siemens and 3
	Enhancing the description of MBMS procedures in TS 23.246
	23.246
	
	
	
	Rel6
	MBMS
	
	

	638
	
	11.2
	S2-031237
	Nokia
	Revision of 1225
	
	
	
	
	
	
	
	for e-mail approval

	639
	
	11.2
	S2-031239
	Nortel
	Revision of 1213
	
	
	
	
	
	
	
	for e-mail approval

	640
	
	11.2
	S2-031241
	Vodafone
	Revision of S2-031207
	
	
	
	
	
	
	
	for e-mail approval

	641
	
	11.2
	S2-031242
	Rapporteur
	New TS version
	
	
	
	
	
	
	
	

	642
	
	11.2
	S2-031243
	Chair
	MBMS chair featuring on Video
	
	
	
	
	
	
	
	

	643
	06
	11.2
	S2-031235
	Ericsson, Nokia, Siemens
	Revision of 1233
	
	
	
	
	
	
	
	

	701
	
	11.3
	S2-031251
	chair
	Wlan session report
	
	
	
	
	
	
	
	revised to S2-031568

	701,1
	
	
	S2-031568
	chair
	Wlan session report
	
	
	
	
	
	
	
	approved

	702
	
	11.3
	S2-031512
	SA2
	Draft LS on impacts on the UE of UE-Initiated Tunnelling
	
	
	
	
	
	
	
	revised to S2-031569

	702,1
	
	
	S2-031569
	SA2
	LS on impacts on the UE of UE-Initiated
	
	
	
	
	
	
	
	approved

	703
	
	11.3
	S2-031513
	WLAN convenor
	WLAN Ad-hoc Scope and Agenda
	
	
	
	
	
	
	
	approved

	704
	
	11.3
	S2-031510
	SA2
	Security in WLAN and 3G interworking
	
	
	
	
	
	
	
	for e-mail approval

	705
	02
	11.3
	S2-031252



	Megisto
	Scenario 3 and WLAN/VPLMN Site-to-Site Tunnels
	
	
	
	
	
	
	
	

	706
	03
	11.3
	S2-031253


	Motorola
	Network Selection for WLAN Interworking
	23.234
	
	C
	1.6.0
	Rel-6
	WLAN
	
	

	707
	03
	11.3
	S2-031254


	Huawei
	Attachment of WLAN UE to the 3gpp network
	
	
	
	
	
	WLAN
	
	

	708
	03
	11.3
	S2-031255


	ChinaMobile, Huawei


	Roaming requirement for Wr 
	
	
	
	
	
	LCS2
	
	

	709
	03
	11.3
	S2-031256


	Vodafone
	MSISDN Needed for Delivery SMS over WLAN
	23.234
	
	
	v.1.6.0
	R’6
	
	
	

	710
	03
	11.3
	S2-031257


	Vodafone
	Proposed WLAN Tunnelling Mechanism
	23.234
	
	
	v.1.6.0
	R’6
	
	
	

	711
	03
	11.3
	S2-031258


	Cisco
	Diameter to Radius Interworking
	
	
	
	
	
	
	
	

	712
	03
	11.3
	S2-031259


	Cisco
	Network Selection
	
	
	
	
	
	
	
	

	713
	03
	11.3
	S2-031260


	Cisco
	Introduction of WPA
	
	
	
	
	
	
	
	

	714
	03
	11.3
	S2-031261


	Cisco
	Scenario 2 addressing
	
	
	
	
	
	
	
	

	715
	03
	11.3
	S2-031262


	Cisco 
	Scenario 3 principles and differentiation
	
	
	
	
	
	
	
	

	716
	03
	11.3
	S2-031263


	Cisco
	Scenario 3 Tunnel Options
	
	
	
	
	
	
	
	

	717
	03
	11.3
	S2-031264


	Cisco 
	Scenario 3 addressing
	
	
	
	
	
	
	
	

	718
	02
	11.3
	S2-031265



	Thomson
	A tight coupling solution
	
	
	
	
	
	
	
	

	719
	02
	11.3
	S2-031266



	Thomson
	The Network discovery protocol
	
	
	
	
	
	
	
	

	720
	03
	11.3
	S2-031267


	Nokia
	Scenario 3. Tunneling principles. Site-to-Site
	
	
	
	
	
	
	
	

	721
	03
	11.3
	S2-031268


	Nokia
	Scenario 3. UE-Initiated Tunnel Principles
	
	
	
	
	
	
	
	

	722
	03
	11.3
	S2-031269


	Nokia
	Scenario 3. UE-Initiated Tunnel Requirements
	
	
	
	
	
	
	
	

	723
	03
	11.3
	S2-031270


	Nokia
	Scenario 3. UE-Initiated Tunnel Reference Point & Reference Models
	
	
	
	
	
	
	
	

	724
	03
	11.3
	S2-031271


	Fujitsu
	Text for tunnelling
	23.234
	
	
	
	Rel-6
	WLAN
	
	

	725
	03
	11.3
	S2-031272


	Fujitsu
	Service access procedures
	23.234
	
	
	
	Rel-6
	WLAN
	
	

	726
	03
	11.3
	S2-031273


	Siemens
	Support of CS only and CS/PS capable mobiles
	
	
	
	
	
	
	
	

	727
	03
	11.3
	S2-031274


	Siemens
	Gr’ signalling flow
	
	
	
	
	
	
	
	

	728
	03
	11.3
	S2-031275


	Siemens
	Problems of simultaneous connections when using Gr'/D
	
	
	
	
	
	
	
	

	729
	03
	11.3
	S2-031276


	Siemens
	Remove reference to 802.11i
	
	
	
	
	
	
	
	

	730
	03
	11.3
	S2-031277


	Siemens
	Remove the UE transparent tunnelling option
	
	
	
	
	
	
	
	

	731
	03
	11.3
	S2-031278


	Siemens
	WLAN tunnelling requirements
	
	
	
	
	
	
	
	

	732
	03
	11.3
	S2-031279


	Orange
	TS 23.234 v1.6.0
	
	
	
	
	
	
	
	

	733
	03
	11.3
	S2-031280


	Orange
	HLR Interface
	
	
	
	
	
	
	
	

	734
	03
	11.3
	S2-031281


	Orange
	Removal of the Gr' Interface
	
	
	
	
	
	
	
	

	735
	
	11.3
	S2-031282
	Orange
	Spare
	
	
	
	
	
	
	
	not used

	736
	04
	11.3
	S2-031283

	Telecom Italia
	Services access
	TS23.234
	
	
	
	
	
	
	

	737
	04
	11.3
	S2-031284

	Telecom Italia
	Authorisation procedure
	TS23.234
	
	
	
	
	
	
	

	738
	04
	11.3
	S2-031285

	Telecom Italia
	Wm reference point in visited network
	TS23.234
	
	
	
	
	
	
	

	739
	04
	11.3
	S2-031286

	Huawei, ChinaMobile
	Clarification of 3GPP-AAA functionality
	
	
	
	
	
	
	
	

	740
	04
	11.3
	S2-031287

	Mobility Networks
	Simultaneous Access Using Gr(prime) Signaling
	TS 23.234
	
	
	
	6
	WLAN
	
	

	741
	04
	11.3
	S2-031288


	Mobility Networks
	Option 5 Tunnelling: Detailed Description
	TS 23.234
	
	
	
	6
	WLAN
	
	

	742
	04
	11.3
	S2-031289


	Mobility Networks
	PLMN Selection Alternatives using Standard SSID
	TS 23.234
	
	
	
	6
	WLAN
	
	

	743
	04
	11.3
	S2-031290

	Mobility Networks
	3GPP AAA Interworking using RADIUS 
	TS 23.234
	
	
	
	6
	WLAN
	
	

	744
	03
	11.3
	S2-031422


	Panasonic
	Addressing principles
	
	
	
	
	
	
	
	

	745
	03
	11.3
	S2-031423


	Lucent
	Corrections to 23.234 1.6.0
	
	
	
	
	
	
	
	

	746
	03
	11.3
	S2-031424


	convenor
	draft agenda
	
	
	
	
	
	
	
	

	747
	05
	11.3
	S2-031425
	convenor
	Revision of  S2-031424
	
	
	
	
	
	
	
	

	748
	
	11.3
	S2-031426
	SA2
	Reply to Request for Information Regarding WLAN Interworking Impacts to UICC applications
	
	
	
	
	
	
	
	

	749
	06
	11.3
	S2-031427
	Cisco
	Security in WLAN and 3G interworking
	
	
	
	
	
	
	
	

	750
	06
	11.3
	S2-031428
	CIsco
	Revision of S2-031290
	
	
	
	
	
	
	
	

	751
	
	11.3
	S2-031429
	Cisco
	Revision of S2-031262
	
	
	
	
	
	
	
	

	752
	
	11.3
	S2-031430
	Nokia
	PLMN Selection for 802.11 type of WLAN
	
	
	
	
	
	
	
	

	753
	
	11.3
	S2-031431
	Mobility Networks
	Revision of S2-031287
	
	
	
	
	
	
	
	

	754
	
	11.3
	S2-031432
	Orange
	Revision of S2-031280
	
	
	
	
	
	
	
	

	755
	
	11.3
	S2-031433
	ChinaMobile, Huawei
	Revision of S2-031255
	
	
	
	
	
	
	
	

	756
	
	11.3
	S2-031434
	SA2
	Draft LS on impacts on the UE of UE-Initiated Tunnelling
	
	
	
	
	
	
	
	

	757
	
	11.3
	S2-031435
	Nokia
	Revision of S2-031267
	
	
	
	
	
	
	
	

	758
	06
	11.3
	S2-031436
	Fujitsu
	Revision of  S2-031272
	
	
	
	
	
	
	
	

	759
	
	11.3
	S2-031501
	Orange
	End to end UE-Initiated Tunnels for scenario 3


	
	
	
	
	
	
	
	

	760
	
	11.3
	S2-031502
	Huawei
	Revision of S2-031254
	
	
	
	
	
	
	
	

	761
	
	11.3
	S2-031503
	Orange
	Revision of S2-031432
	
	
	
	
	
	
	
	

	762
	
	11.3
	S2-031504
	Cisco
	Revision of S2-031428
	
	
	
	
	
	
	
	

	763
	
	11.3
	S2-031505
	Huawei
	Revision of S2-031502
	
	
	
	
	
	
	
	

	764
	
	11.3
	S2-031506
	Orange
	 Revision of S2-031501
	
	
	
	
	
	
	
	

	765
	
	11.3
	S2-031507
	Nokia
	Revision of S2-031435
	
	
	
	
	
	
	
	

	766
	
	11.3
	S2-031508
	Cisco
	Revision of S2-031429
	
	
	
	
	
	
	
	

	767
	
	11.3
	S2-031509
	Nokia
	Revision of S2-031507
	
	
	
	
	
	
	
	

	768
	
	11.3
	S2-031511
	SA2
	RE: Request for Information Regarding WLAN Interworking Impacts to UICC applications
	
	
	
	
	
	
	
	for e-mail approval

	801
	
	11.4
	S2-031291
	
	Early UE session report
	
	
	
	
	
	
	
	approved

	802
	
	11.4
	S2-031334
	SA2
	DRAFT 
LS on unciphered IMEISV transfer
	
	
	
	
	
	
	
	revised to S2-031565

	802,1
	
	
	S2-031565
	SA2
	LS on unciphered IMEISV transfer
	
	
	
	
	
	
	
	approved and for special e-mail approval

	803
	
	11.4
	S2-031330
	SA2
	LS to CN4 to get advice on MAP-FIB/EIR concept
	
	
	
	
	
	
	
	revised to S2-031566

	803,1
	
	
	S2-031566
	SA2
	LS on standardised interfaces for conversion of IMEISV to “Bitmap Of UE Faults” 


	
	
	
	
	
	
	
	approved and for speical e-mail approval

	804
	
	11.4
	S2-031328
	Ericsson
	Rev of 1317
	
	
	
	
	
	
	
	approved and special email apprvoal

	805
	
	11.4
	S2-031329
	SA2
	[Draft] LS on Stage 3 work for Early UE handling
	
	
	
	
	
	
	
	revised to S2-031567

	805,1
	
	13
	S2-031567

	SA2
	[Draft] LS on Stage 3 work for Early UE handling
	
	
	
	
	
	
	
	revised to S2-031592

	805,2
	
	
	S2-031592
	SA2
	[Draft] LS on Stage 3 work for Early UE handling
	
	
	
	
	
	
	
	approved and for special e-mail approval

	806
	
	11.4
	S2-031335
	Vodafone
	Rev of 1326 (WID)
	
	
	
	
	
	
	
	approved

	807
	03
	11.4
	S2-031293


	Nokia
	Clarifications to Early UE TS
	
	
	
	
	
	
	
	

	808
	03
	11.4
	S2-031294


	Nokia
	UESBI-Iu/IMEISV in CN signalling
	
	
	
	
	
	
	
	

	809
	03
	11.4
	S2-031295


	Nokia
	Common ID timing
	
	
	
	
	
	
	
	

	810
	03
	11.4
	S2-031296


	Nokia
	Operational aspect (bitmap part of TS)
	
	
	
	
	
	
	
	

	811
	03
	11.4
	S2-031297


	Nokia
	Empty bitmap handling (bitmap part of TS)
	
	
	
	
	
	
	
	

	812
	
	11.4
	S2-031298
	Nokia
	Spare
	
	
	
	
	
	
	
	not used

	813
	
	11.4
	S2-031299
	Siemens
	<title to be defined>
	
	
	
	
	
	
	
	

	814
	03
	11.4
	S2-031300


	Motorola
	Issues related to transmission of Common ID
	
	
	
	
	
	
	
	

	815
	03
	11.4
	S2-031301


	ALCATEL
	Gs interface solution
	
	
	
	
	
	
	
	

	816
	03
	11.4
	S2-031302


	ALCATEL
	Roll out issues of SGSN
	
	
	
	
	
	
	
	

	817
	03
	11.4
	S2-031303


	ALCATEL
	Inter-MSC handover
	
	
	
	
	
	
	
	

	818
	03
	11.4
	S2-031304


	ALCATEL
	Operational aspects on handling of fault information (UESBI-IU is a BMUEF)
	
	
	
	
	
	
	
	

	819
	03
	11.4
	S2-031305


	ALCATEL
	Operational aspects on handling of fault information (UESBI-IU is the IMEISV)
	
	
	
	
	
	
	
	

	820
	
	11.4
	S2-031306
	ALCATEL
	SPARE
	
	
	
	
	
	
	
	not used

	821
	05
	11.4
	S2-031307
	Vodafone UK
	Agenda for Early UE drafting session
	
	
	
	
	
	
	
	

	822
	05
	11.4
	S2-031308
	Vodafone UK
	Agenda with tdoc allocation
	
	
	
	
	
	
	
	

	823
	
	11.4
	S2-031309
	Vodafone UK
	Emergency call handling
	
	
	
	
	
	
	Same as S2-030761
	

	824
	
	11.4
	S2-031310
	Vodafone UK
	Inter-MSC handover
	
	
	
	
	
	
	
	

	825
	03
	11.4
	S2-031311


	Vodafone UK
	Gs interface
	
	
	
	
	
	
	
	

	826
	03
	11.4
	S2-031312


	Vodafone UK
	Common ID message timing
	
	
	
	
	
	
	
	

	827
	03
	11.4
	S2-031313


	Vodafone UK
	A interface and UESBI-Iu
	
	
	
	
	
	
	
	

	828
	
	11.4
	S2-031314
	Vodafone UK
	Roll Out issues
	
	
	
	
	
	
	
	

	829
	03
	11.4
	S2-031315


	Vodafone UK
	Fault data base issues
	
	
	
	
	
	
	
	

	830
	05
	11.4
	S2-031316
	Ericsson
	PS-CS Co-ordination of UESBI-Uu at SRNS relocation
	23.195
	
	
	
	Rel6
	Late_UE
	
	

	831
	
	11.4
	S2-031317
	Ericsson
	CR on 23.895: new msg instead of Direct Transfer
	23.195
	
	
	
	Rel6
	Late_UE
	
	

	832
	05
	11.4
	S2-031318
	Nortel
	Email on RAN 2 list from Dennis F (31/3/03 at 11:19)
	
	
	
	
	
	
	
	

	833
	05
	11.4
	S2-031319
	Nortel
	Email on SA2 list from Mark W (7/4/03, sent 01:56, rx 07:59)
	
	
	
	
	
	
	
	

	834
	05
	11.4
	S2-031320
	Nortel
	Email on SA list from Claire M (7/4/03, sent 10:42)
	
	
	
	
	
	
	
	

	835
	05
	11.4
	S2-031321
	Vodafone
	Notes from Monday pm session of early UE drafting group
	
	
	
	
	
	
	
	

	836
	05
	11.4
	S2-031322
	Nortel
	2nd email on SA 2 list from Claire M (7/4/03, sent 17:21, rx 20:55)
	
	
	
	
	
	
	
	

	837
	05
	11.4
	S2-031323
	Vodafone
	Notes of early UE drafting session: up to end of Tuesday mornings session
	
	
	
	
	
	
	
	

	838
	06
	11.4
	S2-031324
	Vodafone (with help form Nokia)
	V1.0.1 of TS 23.195
	
	
	
	
	
	
	
	

	839
	
	11.4
	S2-031325
	Vodafone/Nortel
	Email on SA 2 list. CDP answer (11 :34) to Claire M (9/4/03 at 10:31)
	
	
	
	
	
	
	
	

	840
	
	11.4
	S2-031326
	Vodafone
	Updated WID/impacted specs
	
	
	
	
	
	
	
	

	841
	
	11.4
	S2-031327
	RAN 3
	LS on duplicate UESBI-Uu
	
	
	
	
	
	
	
	

	842
	
	11.4
	S2-031331
	Early UE session
	Drafting group revision of 1324
	
	
	
	
	
	
	
	

	843
	
	11.4
	S2-031332
	Vodafone
	Rapporteur’s revision of 1331
	
	
	
	
	
	
	
	

	844
	
	11.4
	S2-031333
	Vodafone
	Notes of Monday, Tuesday and Thursday sessions
	
	
	
	
	
	
	
	

	900
	
	13
	S2-031418
	Siemens
	Proposed Liaison Statement to ST-W adhoc
	
	
	
	
	
	
	
	noted


List of agenda items for S2#30

1. Opening of the meeting  
-- 9:00am on Monday
2. Approval of the agenda

2.1. IPR call reminder 

Reminder to Individuals Members and the persons making the technical proposals about their obligations under their respective Organizational Partners IPR Policy.

3. Allocation of documents to agenda items

4. Meeting reports

5. Incoming Liaison Statements

6. Release 99 and earlier

7. Release 4

8. Release 5

8.1. IMS

9. Release 6

9.1. GUP

9.2. IMS Phase 2

9.3. IMS Commonality and Harmonisation

9.4. Presence

9.5. Policy Control Evolution

9.6. Radio Optimisations

9.7. Push Services

9.8. IP-flow-based Bearer Charging 

9.9. Policy-based Control of Diffserv

9.10. Network Sharing

10. Actions from SA plenary

10.1. eTFO related contributions

10.2. Status of interworking to external IPv4 Networks

11. Drafting groups during the week

11.1. LCS

11.2. MBMS

11.3. WLAN

11.4. Early UE Handling

12. Project planning & management

12.1. New and revised Work Items

12.2. Review of the 3GPP Work Plan

13. Outgoing LSs

14. Revised documents

15. Any other business and postponed issues

- Review of future meetings

16. Closing of the meeting 
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