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Introduction

As part of the work item Dynamic Policy Control Enhancements, it is proposed to decouple the PDF and P-CSCF function hence introducing a new reference point: the Gq reference point. The aim of this contribution is to discuss the applicability of the Gq interface, i.e. shall it be intra- or inter-domain.

Discussion

One of the objectives of this decoupling is to give more flexibility in designing the network allowing non-SIP applications (e.g. streaming applications as currently being studied) to benefit from the Service Based Local Policy procedure to authorize specific QoS parameters to a user. The Gq reference point is then extended to be the reference point between the PDF function and an Application Function. By Application Function, it is meant a function executed within an internal/external server. In the context of IMS, the AF is performed by a SIP-based server.

According to the current architecture, the PDF belongs to the network containing the GGSN (either visited or home). On the contrary, the AF (in the SIP case) may belong to the home network or could even be located in a third party provider domain (i.e. an Application Service Provider (ASP)). In light of this, it is proposed to make the Gq reference point an inter-domain reference point. This would obviously requires adequate security and integrity mechanisms (e.g. authentication and ciphering) on this interface.

It has to be noted that such an interface, namely the Ro interface between an Application Server and the Online Charging System, has been defined as potentially inter-domain. In section 7.3 of 3G TS 32.200, the following is stated: 

“Event-based charging between an AS or MRFC and the ECF is performed using the Ro reference point. Ro is an interface that is standardised in TS 32.225 [24]. The Ro reference point supports integrity protection and authentication for the case that the AS/MRFC is outside the operator domain.”
It is proposed to take the same approach for the Gq interface.

Proposal

The following change is proposed to be agreed for inclusion in the latest version of TR 23.917.

*** Proposed Change ***
7.5 Description of interfaces

The Rel6 policy control makes usage of:

· The interface between the GGSN and the PDF (Go interface) for service based local policy control.

The Go interface ensures that the PDF policy decisions are applied at the GGSN over the UMTS PS domain/GPRS and over the Gi interface.

· The interface between the Application Function (e.g. P-CSCF for the IM Subsystem) and the PDF (Gq interface) for service-based policy control.

The Gq interface ensures that the PDF policy decisions are applied for the service requesting access to IP bearer resources.
Gq interface may be intra- or inter-domain. Gq supports integrity protection and authentication in case, the Application Function is outside the operator domain.
*** End of Proposed Change ***

























































































































































































































































