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Introduction
A parallel contribution has examined the IP addressing requirements for scenario 2. The proposal is that since WLAN AN functionality cannot be mandated, this may include Network Address Translation functionality. Hence, it is recommended that clients capable of NAT traversal be deployed.

When examining scenario 3 requirements in more detail, another contribution has concluded that options 3 and 8 meet the requirements both for home based IMS services and for co-existent corporate remote access services. This contribution analyses the address implications of these options on the scenario 3 solution.
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Figure 1: Network Elements for Scenario 3 Interworking

Key to discussions around IP addressing for scenario 3 is the use of overlapping address ranges by different HPLMNs. In such a scenario, the use of NAT functionality may become mandatory in order to accommodate consistent addressing by the VPLMN, e.g., without requiring separate tunnel functionality between the VPLMN and another tunnel endpoint (last hop router in the WLAN AN or WLAN UE).
IP Address Allocation by HPLMN and VPLMN
By way of example, the IP address allocation by the HPLMN and VPLMN will be described for the IP connectivity domain only. It is assumed that techniques described for scenario 2 can be used to allocate a host address, e.g., IPv6 or IPv4 from a HPLMN, or IPv4 from a corporate network.
The user authenticates himself to the network using EAP which is transported between VPLMN and HPLMN using AAA signalling. The AAA message granting service, e.g., RADIUS Access Accept, includes AAA defined tunnelling attributes, see RFC 2868. 
Before proxying on the AAA response to the WLAN AN, the VPLMN uses the tunnel attributes to establish a tunnel between the VPLMN and the tunnel endpoint defined by the HPLMN. This tunnel endpoint could be identified using IP address or FQDN. In scenario 3, the IP address of the HPLMN tunnel endpoint should correspond to an address in the agreed peering agreement between HPLMN and VPLMN (i.e., packets will not be routed by the Public Internet).

The establishment of the tunnel will include a user identifier, pushed back from the HPLMN in the original AAA message. The tunnel is initialised by the HPLMN allocating a possibly private IP address to the user. The VPLMN will bind this address to the VPLMN-HPLMN tunnel and to the users calling-station-ID, recovered from the AAA dialogue, which corresponds to the users IEEE MAC address.

Following successful VPLMN-HPLMN tunnel establishment, the VPLMN can proxy the AAA message back to the WLAN AN, after removing the tunnel attributes.

The WLAN AN will open the controlled port and forward the EAP-SUCCESS massage to the WLAN UE. The WLAN UE will then perform DHCP in order to receive an IP address. In this example, the WLAN AN supports DHCP relay functionality which is forwarded to the VPLMN. The VPLMN is then responsible for IP address allocation for a specific IEEE MAC Address.
The VPLMN then has all the information necessary to bind a users traffic to a VPLMN-Tunnel:

· The source/destination IP address to be used for up-link/down-link traffic within the VPLMN-HPLMN tunnel, bound to a MAC address.

· The IP address allocated to the WLAN UE, bound to a MAC address.

The new network element defined in the VPLMN can then make the association between the two and enable UE-transparent tunnel service.
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Figure 2: IP Connectivity Domain for Scenario 3 (with tunnel option 3/8)

Summary
NATless functionality cannot be assumed for either scenario 2 or scenario 3 interworking. The VPN solution defined for scenario 3 should enable NAT traversal. Address allocation for tunnel option 3 and option 8 have been described. The interfaces between WLAN AN, VPLMN and HPLMN have been analysed and it is concluded that scenario 3 interworking can be achieved by using DHCP relay functionality between WLAN AN and VPLMN. 
In this example, a VPLMN network entity needs to be defined which:

· Performs the triggering of a per-user tunnel establishment according to attributes received during AAA signalling.

· Performs the binding between the per-user tunnel address allocated by the HPLMN and the MAC address included in AAA messages which triggered tunnel establishment
· Performs IP address allocation, e.g., using DHCP relay and binds this address to the MAC address provided during DHCP

· Performs policy routing of a users IP flows to the tunnel interface between the VPLMN and HPLMN

· Performs the NATing between the VPLMN allocated addresses and the HPLMN allocated Address.
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