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1.0 Introduction
Scenario 2 WLAN offers different deployment options.
Scenario 2 supports either logical addressing by the WLAN Access Network or by the VPLMN. Addressing which is topologically part of the VPLMN can be used in scenario 2 to:

· to enable routing of packets through the VPLMN;

· to enable the VPLMN to present a WLAN portal for the user; and 
· for the VPLMN to perform aggregate accounting on the packets sent to/from a particular WLAN Access Network.
This then defines the “bearer service” offered by scenario 2. 

Home operators can then offer various services over this scenario 2 bearer. 
The first driver in terms of adoption of WLAN has been by enterprise customers. The value proposition to these enterprise customers is to offer access to corporate Intranet services via the scenario 2 bearer. The enterprises will then augment their existing remote access portfolio with WLAN, e.g., using the same techniques as offering remote access over DSL and cable.

Whereas the corporate remote access service may be already in place, the home operator may look to manage a remote access service for a small to medium businesses. For WLAN this will entail providing the user with a VPN client, or re-using one already available on the laptop and offering techniques for managing user credentials and mutual authentication. The operator can look to offer the same services to their retail customers.
Scenario 2 then offers the home operator the ability to provide access to home based services over WLAN, even when roaming. This than allows for scenario 2, the HPLMN:
· to enable routing of packets through the HPLMN;

· to enable the HPLMN to present a WLAN portal for the user; and 

· for the HPLMN to perform per user accounting on the VPN termination device.

The limitations of accessing home based services using scenario 2 are that:

· It does not allow end-to-end service levels: because the tunneling between WLAN AN and HPLMN or VPLMN and HPLMN will traverse the public Internet, there is limited opportunity to offer service levels. This may deter a HPLMN from offering high value branded content over WLAN.
· It may require a client to be installed. Although L2TP/IPSec (RFC 3193) is automatically available on later OSs and a downloadable version is available for most platforms, there may be a policy which restricts the downloading of programs onto the platforms.

· Interoperability will depend on the tunneling client. At least L2TP/IPSec has proven to be interoperable.

· It may not be able to co-exist with access to the corporate remote access service. The nature of the co-existence problem will likely depend on the nature of the VPN client used.

· It assumes policy enforcement for service authorization is performed in the WLAN UE (an untrusted node).

The above principles need to be agreed so that architecture discussion for scenario 3 can focus on its differentiation from existing scenario 2. 

2.0 Proposed Changes
***** first proposed change *****

Additional access control requirements for scenario 3:

· Policy control applies to the services authorized for the user.

· Access to 3GPP PS based services shall be provided via WLAN. 3GPP PS based services supported shall include IMS based services including Presence and IMS Messaging services, location based services, MBMS and services built upon combinations of these. Among these services, prioritisation is given for information in Annex C.

· Access to PS based services normally provided by the 3GPP packet core shall be provided via WLAN. These PS based services shall include support of private addressing schemes, external address allocation, secure tunnelling to private network, ability to provide addresses of DNS and NetBios servers specific to a private network. Service levels shall be supported when accessing these services via WLAN.
· Scenario 3 access control shall be able to co-exist with scenario 2 access control and shall support graceful migration from pure scenario 2 deployments, e.g., a scenario 2 client attaching to a scenario 3 enabled WLAN AN or a scenario 3 client attaching to a scanrio 2 enabled WLAN AN.
· Any addition user equipment requirements for scenario 3, e.g., client software, shall be able to function in a scenario 2 deployment.
· Policy control and authorization shall not be delegated to the WLAN UE client
***** end of first proposed change *****

***** second proposed change *****

6.3.7  Wn

Reference point Wn indicates the reference point for transporting tunneled WLAN user data towards 3GPP system. Routing of Wn reference point is service specific. For accessing home network services the Wn may be routed directly between WLAN and Home 3GPP Network or forced to go via Border Gateway functionality within the Visited Network.

When the Packet Data GW is not provided  for  accessing the external  IP networks, data can be directly routed from the WLAN access network towards the external IP network without passing 3GPP network.
The functionality of the reference point is to:

· Support end-to-end service levels for 3GPP services access via WLAN.
· Support policy control and authorization by trusted network elements and not from un-controlled PC clients.
· Compensate for the possible limited ability to provide a pure WLAN UE client based approach, e.g., because of restrictions on downloading software to the WLAN UE. 
***** end of second proposed change *****

3.0 Summary
Now that scenario 2 is stable, the discussions around scenario 3 should concentrate on the ways that scenario 3 services differentiates itself from scenario 2, whilst simultaneously addressing co-existence and migration issues. It is proposed that the changes in section 2.0 be included in TS 23.234.

























































































































































































































































