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1 Introduction

This contribution is the output of S2-031267 revision.  It describes Site-to-Site tunneling and its usage in WLAN-3GPP interworking system.

2 Site-to-Site Tunnelling

Site-to-Site tunnelling is the tool used by local PLMN (VPLMN in roaming case and HPLMN in non-roaming case) to enforce user traffic to go through its network.  Furthermore, Site-to-Site tunnelling moves the user’s IP connectivity provisioning from WLAN AN to the local PLMN, enforcing data to go via BGW in local PLMN.

The existence of Site-to-Site tunnel between WLAN AN and the interworking PLMN is optional, but it has to enable multi-vendor interoperability between WLAN AN and PLMN. It is an aggregate tunnel pre-configured between WLAN AN and local PLMN, and not a per-user tunnel.


Site-to-Site tunnelling is an option for scenario 2. It is FFS its usage in Scenario 3.
2.1 UE IP Address Allocation Considerations


When a Site-to-Site tunnel is used between WLAN AN and the interworking PLMN, the PLMN is responsible for IP address assignment to UEs accessing services via WLAN.  The PLMN keeps track of which addresses have been assigned, and on which particular WLAN AN those addresses are being used.
Details of the Site-to-Site tunnel and IP address allocation are subject to operator agreement between the local PLMN and WLAN AN.


3 Conclusion

We propose to include in an annex in TS 23.234 v.1.6.0  chapter 2 and 2.1 on this contribution.


























































