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Introduction

The current version of the TR for IP based IMS Emeregency Sessions contains a for-further-study item on the establishment of a session when the UE is already attached to a Home network GGSN. This contribution proposes some text to address this item.

Discussion

One of the issues remaining to be determined it the behavour of the UE in establishing an emergency session when it already is using a home network GGSN. The issue is tied to whether or not a “special” PDP context is also used for IMS signalling for the emergency service case.

If a UE is knowingly establishing an emergency service session using the PS domain (i.e., it either recognized the request from the user or received a 380 response to an unrecognised request), it has a choice to continue to use an existing GGSN connection (PDP Context) or to initiate a new PDP Context for emergency service. 

The preference would seem to be for a UE to obtain emergency service from the “local” network (visited when roaming or home when not). This preserves the best chance that whatever regulatory requirements exist, are able to be applied to the session. If all service control is being done in a home network, it will be difficult to know or apply local regulatory requirements.

The the additional processing that needs to be done between using an existing PDP context to a home GGSN versus establishing a new one is the PDP context establishment and P-CSCF discovery. Since the context establishment can be flagged as for emergency, and since the P-CSCF discovery can be incorporated into the context establishment, this would not seem to have to be a significant delay as compared to the time it might take a home network to determine the destination in a roamed-to network. Even for the case where the user is located in the home network, this additional set-up time might be offset by optimisations that can be done as compared to continuing to use an existing context for emergency. No IMS registration need occur since the path to an S-CSCF can be pre-established and since no service control needs to be done (the S-CSCF processing might be avoided entirely). In fact, maximizing the cases where the session request is handled in the local network may optimize the session establishment since routing may all be pre-determined and database lookups may be avoided.

So it is not clear that a delay penulty is a result of always establishing a new PDP context for IMS signalling for emergency service. It is clear however, that doing so enables the emergency service session to be established in the local network whenever possible. This allows for the best treatment of PS based emergency services as is currently being done for CS based services. In the case where a roamed-to visited network does not support PS based emergency service, it will be up to the subscriber’s home network to do the best it can to deliver the session to an appropriate end point.

Recommendation 

Adopt the recommendation that for GPRS, whenever the UE recognizes a request  to establish a PS based emergency service session, it will establish a PDP context and indicate emergency service. The following text changes to TR ab.cde “IP based IMS Emeregency Sessions” are proposed.

4.1 GPRS Procedures for IMS Emergency Session Establishment

In order to establish an IMS emergency session the UE needs to have a PDP context to be used for IMS related signalling and optionally a secondary PDP context for the media related to the emergency session. 

It shall be possible for the network to identify that a PDP context is being activated for emergency use (signalling and media context). This allows the network to apply special treatment (e.g. with respect to filtering, higher priority, routing, QoS) to IMS emergency sessions.
Whenever a UE is knowingly establishing an emergency service session using the PS domain (i.e., it has either recognized the request from the user or received a 380 response to an unrecognised request), it should attempt to establish a PDP context for signalling, indicating that the context is for emergency use, and including a request for a P-CSCF assignment. This will be done even if the UE already has a PDP context for its use. This should allow for optimised establishment of the PDP context and for the IMS signalling path.
If the UE is not attached to GPRS network, then it shall first perform a GPRS attach. It shall be possible for the network to discriminate between a normal Attach and an Attach for emergency use.

The terminal handling for emergency session requests when some terminal resource is unavailable (e.g., all supported PDP contexts active), is for further study.






