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Introduction

At our last meeting, and over email approval, there was not a complete agreement regarding the assumptions for Emergency Services related to processing in the visited and home networks. This paper attempts to clarify the assumptions and proposes some resulting procedures.

Discussion

Some assumptions and requirements have been agreed for PS based Emergency Services. Currently accepted text in 23.228 indicates that:

1)
The UE should detect an emergency service request and indicate it to the network.

2)
An emergency service request should be served entirely within the serving network (visited when roaming).

3)
A Home network may respond to a UE indicating that the UE should initiate an emergency service session in the visited network.

For Release 5, it was also a requirement for the UE to initiate an emergency service session in the CS domain. While this may still apply for R6, we should recognize that this requirement applies only to emergency service sessions that are for voice. For other media, an emergency service session may certainly be more appropriately established in the PS domain.

Processing rules for the UE

From the above assumptions/requirements, we can identify the order in which a UE should attempt a recognized emergency service session. 

1)
The session should be attempted in the domain (CS or PS) as directed by the user. For PS domain attempt the session should be attempted in the serving (visited if roaming) PS domain.

2)
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) PS domain may be attempted (assuming UE capable). If the initial attempt is in the PS serving domain and it fails, the UE should make the attempt in the CS domain (assuming capable, for an appropriate service e.g., voice). 

3)
If #2 is not successful, or if #2 is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session should be attempted in the Home PS domain.

There remains the case where the UE does not recognize an emergency service session request. If the UE is requested by the user to initiate a session in the CS domain, there is no problem. However if the UE is requested to initiate a session in the PS domain, which isn’t recognized as an emergency session, the network has to make a first determination as to how to handle the session. 

The P-CSCF is the first entity that might recognize the session request to be for an emergency service. In R5 the P-CSCF is required to respond with a 380 (Alternative Service) with the type set to “emergency”. This is to notify the UE that the session being requested is for an emergency service. The expectation is that the UE will then re-attempt the session as appropriate and with an indication that emergency service is requested.

For R6, it would seem that this same response by a P-CSCF would be the most appropriate. Certainly, if the P-CSCF is in a Home network while the UE is roaming, it would be most appropriate to notify the UE that an emergency service is being requested by the user and that the session should be established as appropriate for an emergency service (following the order of precedence identified above).

For a P-CSCF which is in the same network as the UE, there is perhaps more of a question. The P-CSCF could mark the session as an emergency service request and pass it on for appropriate processing. However, this leaves the UE without any knowledge that an emergency service session is being established and thus unable to follow any further requirements that might be established by regulatory bodies. For this reason, it is recommended that in all cases, an unmarked session, that is recognized as an emeregency service request by the P-CSCF, should be treated the same as in the R5 system (380 response).

Processing rules for the Network.

If the R5 processing rules can be agreed to apply to R6, the following should be established for PS domain initiated emergency sessions:

-
Processing by the P-CSCF

-
On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF should respond with a 380 (Alternative Service) with the type set to “emergency”.

-
On receipt of a marked emergency service session establishment request, the P-CSCF should forward the request to an S-CSCF within the same network for further processing.

-
Processing by the S-CSCF

-
On receipt of a marked emergency service session establishment request, the S-CSCF should attempt to route the request to the appropriate emergency service center. Note that a S-CSCF should never receive an unmarked request for emergency service. Note also that a S-CSCF should only receive a marked request either for a UE in the same network, or a Home S-CSCF for a roaming UE where no appropriate emergency service support exists in the roamed-to network.

With the processing rules for the UE and for the network regarding support for PS based emergency services, the text and flows in TR ab.cde on IP based IMS Emergency Sessions can be updated as shown in the following section.

Recommendation

Incorporate the following recommended changes to TR ab.cde “IP based IMS Emergency Sessions”.

4 Impacts on the UE and on the IM CN subsystem

Editor's note: This clause is planned to contain the architectural impacts on the UE and on the IM CN subsystem for establishing an emergency session via IM CN subsystem.

4.1 UE
 Editor's note: This clause is planned to contain the required changes for UE functionality.
1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is attached to only a single domain (CS or IM CN Subsystem of the PS) it attempts the emergency service request within that domain. If the UE is attached to more than one domain then the emergency request is attempted as directed by the network operator. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.
3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, and with an indication that emergency service is requested.
4.2 IMS Functional entities

4.2.1 Proxy-CSCF

Editor's note: This clause is planned to contain the required changes for P-CSCF functionality.

· Detect an emergency session establishment request
-
On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall respond with a 380 (Alternative Service) with the type set to “emergency”.

-
On receipt of a marked emergency service session establishment request, the P-CSCF should forward the request to an S-CSCF within the same network for further processing.
4.2.2 Interrogating-CSCF

Editor's note: This clause is planned to contain the required changes for I-CSCF functionality.

4.2.3 Serving-CSCF

Editor's note: This clause is planned to contain the required changes for S-CSCF functionality.

Emergency Session establishment:

-
Receive an emergency session establishment request from a P-CSCF.

-
Route emergency session establishment requests to an appropriate destination (e.g. emergency centre or BGCF) based on location information and additionally other inforation such as type of emergency service in the request.

Based on operator policy, the S-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
4.2.4 Breakout Gateway Control Function

Editor's note: If needed, this clause is planned to contain the required changes for BGCF functionality.

4.2.5 Media Gateway Control Function

Editor's note: This clause is planned to contain the required changes for MGCF functionality.

4.3 Procedures for IP multi-media sessions

Editor's note: This clause is planned to contain the session flows between mobile users and an emergency centre.

4.3.1 Emergency session establishment

This subclause presents the detailed session flows to establish an emergency session while at home or roaming. These flows assume the use of the optional Service Based Local Policy control. It is for further study whether service based local policy should apply to emergency services and what kind of implications it may have.

4.3.1.1 Emergency center connected via IP using SIP 

The following emergency session flow assumes a scenario when an emergency center has IP connectivity and behaves as a SIP user agent. 
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Figure 5.1:  Emergency session establishment –emergency center that supports SIP 

1. In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF.

2. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF. The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain location information and it shall contain an emergency session indication when the UE has detected the emergency session itself.

3. P-CSCF detects the emergency session and forwards the SIP INVITE request to an S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCFreturns a 380 (Alternative Service) response with the type set to “emergency”.  How to find the S-CSCF in the local network is for further study.

4. The S-CSCF uses the location information to identify the next hop (e.g., the emergency center). The S-CSCF then forwards the request towards to this next hop the emergency center.

5. The emergency center determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to the S-CSCF.

6. The S-CSCF forwards the Offer Response message to the P-CSCF.

7. The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

8. The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

9. UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 15. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10. UE initiates resource reservation for the offered media.

11. The P-CSCF forwards this message to the S-CSCF.

12. The S-CSCF forwards this message toward the emergency center.

13. The Emergency center responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response.

14. The emergency center initiates the reservation procedures for the resources needed for this session.

15. The S-CSCF forwards the response to the P-CSCF.

16. The P-CSCF forwards the response to UE.

17-19. When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

20. The destination user may be alerted of an incoming session setup attempt.

21-23. The emergency center responds to the successful resource reservation and the message is forwarded to the originating end.

24-26. The emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to the S-CSCF and along the signalling path to the originating end.

27. The UE indicates to the originating user that the destination is ringing

28. When the destination party answers, emergency center sends a SIP 200-OK final response to the S-CSCF.

29. The emergency center starts the media flow(s) for this session.

30. The S-CSCF forwards the 200-OK to the P-CSCF

31. The P-CSCF indicates the resources reserved for this session should now be approved for use.

32. The P-CSCF sends a SIP 200-OK final response to the session originator.

33. The UE starts the media flow(s) for this session.

34-36. The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

4.3.1.2 Emergency center located at the GSTN

This procedure applies when an emergency center islocated for example in the PSTN networks.
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Figure 5.2:  Emergency session establishment –emergency center located at the PSTN
In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF.

1. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF.   The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain location information and it shall contain an emergency session indication when the UE has detected the emergency session itself.

2. P-CSCF detects the emergency session and forwards the SIP INVITE request to an S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCF returns a 380 (Alternative Service) response with the type set to “emergency”. 

3. The S-CSCF uses the location information to identify the next hop. The S-CSCF determines that this is for the PSTN, and passes the request to the BGCF.

4.  The BGCF forwards the request to the MGCF.

5. MGCF receives an INVITE request, containing an initial SDP and it initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

7-9. MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator.

10. The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

11. The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

12. UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 11 or a subset. If new media are defined by this SDP, a new authorization (as in Step 10) will be done by the P-CSCF(PDF) following Step 21. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 10) again.

13. UE initiates resource reservation for the offered media.

14. The P-CSCF forwards this message to the S-CSCF.

15. The S-CSCF forwards this message to the BGCF.

16. The BGCF forwards this message to the MGCF.

17. MGCF initiates a H.248 interaction to modify the connection established in step #6 and instruct MGW to reserve the resources necessary for the media streams.

18-22. MGCF responds to the offered media towards the originating party.

23-26. When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

27. MGCF sends an IAM message to the PSTN. How to find the correct PSTN entity is for further study.

28-31. MGCF sends response to the successful resource reservation towards originating end.

32. The PSTN establishes the path to the destination. It may optionally alert the destination user before completing the session. If so, it responds with an ACM message.

33-36. The emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent along the signalling path to the originating end.

37. The UE indicates to the originating user that the destination is ringing.

38. When the destination party answers, the PSTN sends an ANM message to MGCF.

39. MGCF initiates a H.248 interaction to make the connection in the MGW bi-directional.

40-42. MGCF sends a SIP 200-OK final response along the signalling path back to the session originator.

43. The P-CSCF indicates the resources reserved for this session should now be approved for use.

44. The P-CSCF sends a SIP 200-OK final response to the session originator.

45. The UE starts the media flow(s) for this session.

46-49. The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.
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