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Proposed text:

5.X Service Authorization Principles for scenario 3

· It shall be possible for the UE to access several APNs simultaneously.

· Service authorization information e.g. APN shall be protected end to end between WLAN UE and UE’s home network. 

· The PDG shall be selected based on the APN.

· The decision on whether the service shall be provided by home or visited network is made by the home network based on e.g. APN, the user subscription information, visited network capabilities and roaming agreement.

· Only if the home network decides the service is provided by the visited network, the service related information will be transmitted to the visited network.


· 
· 
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