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Introduction

3GPP TS 23.240 v0.10, clause 4.2.1 proposed 2 ways to access the GUP server. The understanding of the editor's note in clause 4.2.1 is that SA2 shall define a method, which may be used:

· for GUP server access inside the home domain,
· for third party provider access ,
· for UE accesses, 
Keeping in mind that the GUP server is the point of access for reading and managing generic user profile data for a given subscriber.
The purpose of this contribution is to discuss these 2 access methods and find out what is the preferred one.

Stage 2 requirements of the GUP server:

Stage 2 has defined a GUP functionality keeping information where GUP data are located and providing a single point of access for reading and managing GUP data. 

This functionality belongs to the logical entity called GUP server: 





The GUP server,

· is the GUP Access Point (GAP) for all GUP data consumers and suppliers

· enable transaction/event based charging

· Controls the Profile Authorization and Authentication (PAAC). The GUP server may also have to perform privacy control (PC) per user. 
· Contains a Component Location Broker (CLB) function to handle the GUP data access for data retrieval, data modification, deletion & creation. 

The GUP server handles,

· The administration and management of the PAA & PC data and the location data. This is done under the control of the home network,

· The storage of these data, 

· And all decisions based on these data. 

Discussion

3GPP TS 23.240 is proposing two different working modes:

The GUP server working via the redirected method providing the addresses where the requested data resides or/and the GUP server acting as a proxy server, by providing the requested data to the requester itself. 

Note: The editor note in clause 4.2.1 foresees also the possibility to have the both methods implemented. This contribution doesn't consider this case, but prefers to concentrate on one common & unique solution.

Possible solution 1: GUP server access via the redirected method
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In this solution the GUP server authenticates the user, checks the authorization and privacy rules and retrieves the localization information needed for further data accesses.

Here the requester does the data access itself. Which means that the localization information are downloaded at requester level and there used to sequence the component accesses. A part of the CLB function is now at requester level. 

To allow a secure interface between the requester and the data repository, security information have also to be downloaded at requester level.

















Advantages/disadvantages:

An advantage of this solution is to have a better load balance between requester and GUP server. 

However 

· it makes more complex the security function: security informations as tokens have to be downloaded to the requester to be able to satisfy secure data access. 

· correlation between charging at data repository and charging at GUP server level will not be possible.

to have the knowledge of the GUP data location at requester level, may give inter-operability problems with different terminal equipment, as inter-operability problem with different network 

Solution 2: GUP server accessed as a proxy server
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This solution centralized the GUP data access into a single point, the GUP server. The mapping of the logical GUP server function into physical entities will depend on the required performance, depend on scalability and on security. It is for the time being out of the scope of SA2 standardization work.

The access using the proxy method may be represented as follow:













Advantages/disadvantages:

Using proxy technology allows more flexible and scalable architecture. Security informations are kept in a single point: the GUP server. This solution makes also possible the correlation of charging between the data repository and the GUP server as requested in stage2 clause 4.1.9

Conclusion:

Alcatel preference is solution 2 and proposes to access the GUP server using a proxy server like mechanism. 

It is in line with what is done today in the NGN world where most access methods are based on proxy, f.e. radius access to AAA server or DNS lookup. 
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