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1
Scope

This document defines the stage-2 service description for the IP Multimedia Core Network Subsystem (IMS), which includes the elements necessary to support IP Multimedia (IM) services. ITU-T Recommendation I.130 [4] describes a three-stage method for characterisation of telecommunication services, and ITU-T Recommendation Q.65 [3] defines stage 2 of the method.

This document does not cover the Access Network functionality except as they relate to provision of IM services, these aspects are covered in the normative Annex E. 3GPP TS 23.060 [23] describes GPRS. GSM 03.64 [5] contains an overall description of the GSM GPRS radio interface. 3GPP TS 25.301 [11] contains an overall description of the UMTS Terrestrial Radio Access Network.

This document identifies the mechanisms to enable support for IP multimedia applications. In order to align IP multimedia applications wherever possible with non-3GPP IP applications, the general approach is to adopt non-3GPP specific IP based solutions.

*** NEXT SET OF CHANGES ***

4.1
Relationship to CS domain and the IP-Connectivity Access Network

The IP multimedia subsystem utilizes the IP-CAN to transport multimedia signalling and bearer traffic. The IP-CAN maintains the service while the terminal moves and hides these moves from the IP multimedia subsystem.

The IP multimedia subsystem is independent of the CS domain although some network elements may be common with the CS domain. This means that it is not necessary to deploy a CS domain in order to support an IP multimedia subsystem based network.

*** NEXT SET OF CHANGES ***

4.2.6
QoS Requirements for IM CN subsystem signalling

The UE shall be able to establish a dedicated signalling IP-CAN bearer for IM Subsystem related signalling or utilize a general-purpose IP-CAN bearer for IM subsystem signalling traffic. 
The use of a dedicated signalling IP-CAN bearer for IM Subsystem related signalling may provide enhanced QoS for signalling traffic. 

If a dedicated signalling IP-CAN bearer is to be used for IM Subsystem related signalling, rules and restrictions may apply to the bearer according to operator implementation. A set of capabilities shall be standardised to provide user experience consistency and satisfy user expectation. The rules and restrictions on other capabilities beyond the standardised set are configured by the operator in the IP-CAN.

To enable the described mechanism to work without requiring end-user interaction and under roaming circumstances, it is a requirement for the UE to be made aware of the rules and restrictions applied by the visited network operator. As there is as yet no mechanism available in this Release for providing the information about the restrictions back to the UE, the available set of rules and restrictions in this Release is the set of capabilities as defined below. 

The dedicated signalling IP-CAN bearer is subject to restrictions, the capabilities to be applied are defined as follows: all messages from the UE that use a dedicated signalling IP-CAN bearer shall have their destination restricted to:

-the P-CSCF assigned for this UE, or to any one of the set of possible P-CSCFs that may be assigned to this UE

-and towards DHCP and DNS servers within the IMS operator’s domain where the P-CSCF is located.

The UE is not trusted to implement these restrictions, therefore the restrictions are enforced in the IP-CAN by the operator.

*** NEXT SET OF CHANGES ***

5.1
CSCF related procedures

5.1.0
Establishing IP-Connectivity Access Network bearer for IM CN Subsystem Related Signalling

Before the UE can request IM services, an appropriate IP-CAN bearer must be available to carry IM Subsystem related signalling. 

5.1.1
Procedures related to local CSCF discovery

The Proxy-CSCF discovery shall be performed using one of the following mechanisms:

· As part of the establishment of connectivity towards the IP-Connectivity Access Network, if the IP-Connectivity Access Network provides such means. 

· Alternatively, the P-CSCF discovery may be perfomed after the IP connectivity has been established. To enable P-CSCF discovery after the establishment of IP connectivity, the IP-Connectivity Access Network shall provide the following P-CSCF discovery option to the UE:

Use of DHCP to provide the UE with the domain name of a Proxy-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name, as described below in clause 5.1.1.1. 

5.1.1.1
DHCP/DNS procedure for P-CSCF discovery

The DHCP relay agent within the IP-Connectivity Access Network relays DHCP messages between UE and the DHCP server.
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Figure 5.0a: P-CSCF discovery using DHCP and DNS

1. Establish an IP-Connectivity Access Network bearer if not already available by using the procedures available in the IP-Connectivity Access Network. 

2. The UE requests a DHCP server and additionally requests the domain name of the P-CSCF and IP addresses of DNS servers. It may require a multiple DHCP Query/Response message exchange to retrieve the requested information. 

3. The UE performs a DNS query to retrieve a list of P-CSCF(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) to an IP address.

After reception of domain name and IP address of a P-CSCF the UE may initiate communication towards the IM subsystem.

*** NEXT SET OF CHANGES ***

5.3.2.1
Network Initiated Application (SIP) De-registration, Registration Timeout

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on a registration timeout. A timer value is provided at initial registration and is refreshed by subsequent re-registrations. The flow assumes that the timer has expired. The locations (home or visited network) of the P-CSCF and S-CSCF are not indicated as the scenario remains the same for all cases.
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Figure 5.4: Network initiated application de-registration, registration timeout

1. The registration timers in the P-CSCF and in the S-CSCF expire. The timers are assumed to be close enough that no external synchronisation is required. The P-CSCF updates its internal databases to remove the public user identity from being registered. It is assumed that any cleanup of IP-Connectivity Access Network resources will be handled by independent means.

2. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate. Service control platform removes all subscription information related to this specific public user identity.

3. Based on operator choice the S-CSCF can send either Cx-Put (public user identity, private user identity, clear S-CSCF name) or Cx-Put (public user identity, private user identity, keep S-CSCF name), and the public user identity is no longer considered registered in the S-CSCF. The HSS then either clears or keeps S-CSCF name for that public user identity according to the request. In both cases the state of the public user identity is stored as unregistered in the HSS. If the S-CSCF name is kept, then the HSS shall be able to clear the serving S-CSCF at any time.

4. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

*** NEXT SET OF CHANGES ***

5.4.4
Requirements for IP multi-media session control

In order for operators to be able to offer a “carrier-grade” IP multimedia service, and to require bearers whose features (e.g. Bandwidth) are coherent with the media components negotiated through CSCFs, the following features shall be offered: 

1.
Both end points of the session shall be able to negotiate (according to service /UE settings,) which resources (i.e. which media components) need to be established before the destination party is alerted. The session signalling shall ensure that these resources (including IP-Connectivity Access Network resources and IP multimedia backbone resources) are made available or reserved before the destination UE rings. 


This should nevertheless not prevent the UE from offering to the end-user the choice of accepting or rejecting the components of the session before establishing the bearers.

2.
Depending on regulatory requirements, the IP multimedia service shall be able to charge the originating party for the IP-Connectivity Access Network service of both originating and destination side or when reverse charging applies to charge the terminating party for the IP-Connectivity Access Network service of both originating and terminating side. This implies that it should be easy to correlate CDR held by the IP-Connectivity Access Network service with a session.

3.
The session control function of IP multimedia network of an operator (CSCF) shall be able (according to operator choice) to have a strict control (e.g. on source /destination IP address, QoS) on the flows associated with session established through SIP entering the IP multimedia bearer network from IP-Connectivity Access Network service. This does not mean that CSCF is the enforcement point (which actually is the Gateway between the IP-Connectivity Access Network and the IP multimedia network) but that the CSCF may be the final decision point for this control. 

4.
The session control and bearer control mechanisms shall allow the session control to decide when user plane traffic between end-points of a SIP session may start/shall stop. This allows this traffic to start/stop in synchronisation with the start/stop of charging for a session.

5.
The IP-Connectivity Access Network service shall be able to notify the IP multimedia session control when the IP-Connectivity Access Network service has either modified or suspend\ed or released the bearer(s) of a user associated with a session (because e.g. the user is no longer reachable).

6.
The solution shall comply with the architectural rules relating to separation of bearer level, session control level, and service level expressed in 23.221[7].

*** NEXT SET OF CHANGES ***

5.4.6.3 
Mechanism for bearer establishment

In order to fulfil the above requirements, it is needed that the destination user can be pre-alerted before the bearer establishment and negotiation and IP-Connectivity Access Network bearer activation has taken place. This gives room for the destination user to choose the media streams and codecs required before an expensive resource (as the air interface is) is established. 

Figure 5.7 shows the mechanism for the bearer establishment in which the pre-alerting occurs before the initial bearer creation procedures are performed. Furthermore, a user interaction may also occur after the initial bearers are created as shown in figure 5.7. If the session originator receives multiple provisional responses for the same session indicating that the session has been forked in the network, the UE may choose to process a pre-configured number of responses.  In the case of multiple responses, the resources requested by the UE shall be the “logical OR” (i.e. least upper bound) of the resources indicated in the multiple responses to avoid allocation of unnecessary resources. The UE shall never request more resources then was originally proposed in the Original INVITE.

The "Other x-CSCFs" entity in figure 5.7 comprises several CSCFs: I-CSCF and S-CSCFs. For the sake of simplicity only the IP-Connectivity Access Network is shown,and the Policy Decision Functions have been omitted from the diagram. 
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Figure 5.7: Bearer establishment showing optional pre-alerting

1.
UE(A) starts a Session Initiation procedure to UE(B) that includes an SDP proposal. 

The steps 2-4 are optional and may depend on terminal implementation and/or terminal pre-configured settings.

2. 
The user at UE(B) is pre-alerted.

3. 
An indication of the pre-alerting may be sent towards UE(A).

4. 
User at UE(B) will then interact and express his/her wishes regarding the actual session.

5. 
UE(B) generates accepted SDP based on terminal settings, terminal pre-configured profiles and optionally the user's wishes. 

6. 
The accepted SDP is forwarded to UE(A) in the payload of a reliable SIP response.

7. 
Initial bearer creation procedure is performed. During this bearer creation step the resources in the UE(A)'s and UE(B)'s IP-CANs are reserved. Bearer resources in external networks may also be reserved at this point.

The steps 8-10 are also optional and may be skipped.

8. 
Terminal at UE(B) starts ringing.

9. 
The alerting indication is sent towards UE(A).

10. 
User at UE(B) may interact and express his/her wishes regarding the actual session.

11. 
UE(A) and UE(B) may perform bearer modification procedure at this point, if the initial bearers reserved in step 7 and the wishes of user at UE(B) are different. During this bearer modification step the resources in the IP-CANs of UE(A) and UE(B) may be modified, and the resource reservation in the external network may also be modified.

12. 
Session initiation procedure is acknowledged.

5.4.6.4
Session progress indication to the originating UE

The pre-alerting or alerting indications returned to the originating UE shall enable the 
originating UE to inform the calling user of the session progress prior to the arrival of the incoming media (for example the originating UE may synthesise ringing locally).

5.4.7
Interaction between QoS and session signalling

At IP-CAN bearer activation the user shall have access to either IP-CAN services without service-based local policy, or IP-CAN services with service-based local policy. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP-CAN without service-based local policy, the bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator's admission control function and roaming agreements.

When using IP-CAN with service-based local policy, Service-Based Local Policy decisions (e.g., authorisation and control) are also applied to the bearer.

The description in this clause and the following sub-clauses (sub-clauses 5.4.7.1 – 5.4.7.7) is applicable for the case when service-based local policy is employed.

The IP-Connectivity Access Network contains a Policy Enforcement Function (PEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through an IP-CAN bearer according to a packet classifier. This service-based policy ‘gate’ function has an external control interface that allows it to be selectively ‘opened’ or ‘closed’ on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PDF, which is a logical entity of the P-CSCF. (Note: If the PDF is implemented in a separate physical node, the interface between the PDF and the P-CSCF is not standardised).

There are eight interactions defined for service-based local policy:

1.
Authorize QoS Resources. 

2.
Resource Reservation with Service-based Local Policy.

3.
Approval of QoS Commit for resources authorised in (1), e.g. ‘open’ the ‘gate’.

4.
Removal of QoS Commit for resources authorised in (1), e.g. ‘close’ the ‘gate’.

5.
Revoke Authorisation for IP-CAN and IP resources.

6.   Indication of IP-CAN bearer release from the PEF in the IP-Connectivity Access Network to the PDF.

7.   Authorization of IP-CAN bearer modification

8.   Indication of IP-CAN bearer modification from the PEF in the IP-Connectivity Access Network to the PDF.

These requirements and functional description of these interactions are explained further in the following sections. The complete specification of the interface between the Policy Decision Function and the Policy Enforcement Function is contained in TS 23.207.

5.4.7.1
Authorize QoS Resources 

The Authorize QoS Resources procedure is used during an establishment of a SIP session. The P-CSCF(PDF) shall use the SDP contained in the SIP signaling to calculate the proper authorisation. The PDF authorizes the required QoS resources.

The authorisation shall include binding information, which shall also be provided by the UE in the allocation request to the IP-CAN, which enables accurate matching of requests and authorisations. The binding information includes an Authorisation Token sent by the P-CSCF to the UE during SIP signaling, and one or more Flow Identifiers, which are used, by the UE, the PEF within the IP-Connectivity Access Networkand PDF to uniquely identify the media component(s). If forking has occurred, the P-CSCF will re-use the same Authorisation Token in all subsequent provisional responses belonging to the same session. If the least upper bound of the requested resources is changed due to a subsequently received response then an update of the authorised resources is performed.

The authorisation shall be expressed in terms of the IP resources to be authorised and shall include limits on IP packet flows, and may include restrictions on IP destination address and port.

5.4.7.1a
Resource Reservation with Service-based Local Policy

The IP-CAN provides the Policy Enforcement Point that implements the policy decisions for performing admission control and authorising the IP-CAN and IP BS QoS Resource request, and policing IP flows entering the external IP network.

Authorisation of IP-CAN and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The IP-CAN shall determine the need for authorisation, possibly based on provisioning and/or based on requested parameters, which may be IP-CAN specific.

Resource Reservation shall be initiated by the UE, and shall take place only after successful authorisation of QoS resources by the PDF. Resource reservation requests from the UE shall contain the binding information which enables the IP-CAN to correctly match the reservation request to the corresponding authorisation. The authorisation shall be 'Pulled' from the PDF by the PEF within the IP-CAN when the reservation request is received from the UE. When a UE combines multiple media flows onto a single IP-CAN bearer, all of the binding information related to those media flows shall be provided in the resource reservation request.

With a request for IP-CAN QoS resources, the PEF within the IP-CAN shall verify the request is less than the sum of the authorised IP resources (within the error tolerance of the conversion mechanism) for all of the combined media flows. With a request for IP QoS resources, the PEF within the IP-CAN shall verify the request is less than the authorised IP resources.

5.4.7.2
Approval of QoS Commit

The PDF makes policy decisions and provides an indication to the PEF within the IP-CAN that the user is now allowed to use the allocated QoS resources for per-session authorisations unless this was done based on service based local policy at the time of the Resource Reservation procedure. If there is more than one response for the same session, indicating that the session has been forked in the network, the PDF may authorise the “logical OR” of the resources requested in the responses.  When the session established indication has been received, if the PDF earlier have authorised the "logical OR" of the resources then the PDF will modify the authorisation and commit to resources according to the session established indication.

The PEF within the IP-CAN enforces the policy decisions. The  IP-CAN may restrict any use of the IP-CAN resources prior to this indication from the PDF. The IP-CAN shall restrict any use of the IP resources prior to this indication from the PDF, e.g. by open the gate and enabling the use of resources for the media flow. Based on local policy, IP-CAN and/or IP resources may beallowed to be used by the user at the time they are authorised by the PDF.

5.4.7.3
Removal of QoS Commit

The PDF makes policy decisions and provides an indication to the PEF within the IP-CAN about revoking the user’s capacity to use the allocated QoS resources for per-session authorisations. Removal of QoS Commit for IP-CAN and IP resources shall be sent as a separate decision to the PEF within the IP-CANcorresponding to the previous "Approval of QoS commit" request.

The PEF within the IP-CAN enforces the policy decisions. The IP-CAN may restrict any use of the IP-CAN resources after this indication from the PDF. The IP-CAN shall restrict any use of the IP resources after this indication from the PDF, e.g. by closing the gate and blocking the media flow.

5.4.7.4
Revoke Authorisation for IP-Connectivity Access Networkand IP Resources

At IP multimedia session release, the UE should deactivate the IP-CAN bearer(s) used for the IP multimedia session. In various cases the UE will be unable to perform this release itself. The Policy Decision Function provides indication to the PEF within the IP-CAN when the resources previous authorised, and possibly allocated by the UE, are to be released. The IP-CAN shall deactivate the IP-CAN bearer used for the IP multimedia session. 

5.4.7.5
Indication of IP-Connectivity Access Network bearer release

Any release of IP-CAN bearer(s) that were established based on authorisation from the PDF shall be reported to the PDF by the PEF within the IP-CAN. 

This indication may be used by the PDF to initiate a session release towards the remote endpoint.

5.4.7.6
Authorization of IP-Connectivity Access Network bearer modification

When an IP-CAN bearer is modified such that the requested QoS falls outside of the limits that were authorized at IP-CAN bearer activation (or last modification) or such that new binding information is received, then the PEF within the IP-CAN shall verify the authorization of this IP-CAN bearer modification. 

If the PEF within the IP-CAN does not have sufficient information to authorize the IP-CAN bearer modification request, the PEF within the IP-CAN shall send an authorization request to the PDF.

5.4.7.7  

Indication of IP-Connectivity Access Network bearer modification

When an IP-CAN bearer is modified such that the maximum bit rate (downlink and uplink) is downgraded to 0 kbit/s or changed from 0 kbit/s to a value that falls within the limits that were authorized at IP-CAN bearer activation (or last modification) then the PEF within the IP-CAN shall report this to the PDF.

This indication may be used by the PDF to initiate a session release towards the remote endpoint.

*** NEXT SET OF CHANGES ***

5.4.9
Event and information distribution

The S-CSCF and Application Servers (SIP-AS, IM-SSF, OSA-SCS) shall be able to send service information messages to endpoints. This shall be done based on a SIP Request/Response information exchange containing the service information and/or a list of URI(s) pointing to the location of information represented in other media formats. The stimulus for initiating the service event related information message may come from e.g. a service logic residing in an application server. 

In addition, the end points shall also be able to send information to each other. This information shall be delivered using SIP based messages. The corresponding SIP messages shall be forwarded along the IMS SIP signalling path. This includes the S-CSCF but may also include SIP application servers. The information may be related or unrelated to any ongoing session and/or may be independent of any session. Applicable mechanisms (for e.g. routing, security, charging, etc) defined for IMS SIP sessions shall also be applied for the SIP based messages delivering the end-point information. The length of the information transferred is restricted by the message size (e.g. the MTU), so fragmentation and re-assembly of the information is not required to be supported in the UE. This information may include e.g. text message, http url, etc.

This mechanism considers the following issues:

-
The IMS has the capability to handle different kinds of media. That is, it is possible to provide information contained within several different media formats e.g. text, pictures or video.

-
The UE's level of supporting service event related information and its exchange may depend on the UE's capabilities and configuration. 

-
A UE not participating in the service related information exchange shall not be effected by a service related information exchange possibly being performed with another UE of the session. 

Note: The service event related information exchange may either take place in the context of a session, or independently outside the context of any existing session. 
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Figure 5.8: Providing service event related information to related endpoint

1.
When a service event occurs that the S-CSCF or the Application Server wishes to inform an endpoint about, the S-CSCF or the Application Server generates a message request containing information to be presented to the user. The contents may include text describing the service event, a list of URI(s) or other service modification information.

2.
P-CSCF forwards the message request.

3.
UE presents the service-related information, to the extent that it conforms to its capabilities and configuration, to the user.

4.
Possibly after interaction with the user, the UE will be able to include information in the response to the S-CSCF.

5.
P-CSCF forwards the response.

Note 1: The UE may retrieve service event related information using IP-CAN or IMS procedures.

Note 2: transport aspects of the information transfer described above may require further considerations.

*** NEXT SET OF CHANGES ***

Annex E (Normative): 
IP-Connectivity Access Network specific concepts when using GPRS to access IMS

This clause describes the main IP-Connectivity Access Network specific concepts that are used for the provisioning of IMS services over GPRS access with a GERAN and/or UTRAN radio access.

When using GPRS-access, the IP-Connectivity Access Network bearers are provided by PDP Context(s).

*** NEXT SET OF CHANGES ***

E.2.3

Interaction between GPRS QoS and session signaling

The generic mechanisms for interaction between QoS and session signaling are described in clause 5.4.7, the mechanisms described there are applicable to GPRS-access as well. 
This clause describes the GPRS-access-specific concepts.

At PDP context setup the user shall have access to either GPRS without service-based local policy, or GPRS with service-based local policy. The GGSN shall determine the need for service-based local policy, possibly based on provisioning and/or based on the APN of the PDP context.
For the GPRS without service-based local policy case, the bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator's admission control function and GPRS roaming agreements. The establishment of the PDP context bearer shall use the PDP context activation procedure specified in TS 23.060.

For the GPRS with service-based local policy case, Service-Based Local Policy decisions (e.g., authorisation and control) are also applied to the bearer. 
The GGSN contains a Policy Enforcement Function (PEF). 
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