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Discussion

It was agreed during email discussion to copy the IMS emergency session principles from 23.228 into the new TR ab.cde IP based IMS Emergency Sessions. The reason for this decision was to produce a stand-alone document on IMS Emergency Sessions that highlights all aspects of this topic and can be read for itself. Besides that it will be easier in future to create correct change requests for the various specifications such as 23.002, 23.060 and 23.228. Therefore, this contribution introduces the content of sub-chapter 5.13.1 on “Requirements for IMS Emergency Sessions” from 23.228 v6.1.0 in the TR.

Proposal

It is proposed to create a new sub-chapter 4.1.1 of TR ab.cde IP based IMS Emergency Sessions called “Requirements for IMS Emergency Sessions“ and to copy the text from the corresponding 23.228 sub-chapter 5.13.1 into this new chapter. As a consequence, it is also proposed to delete the sentence “It is expected that the existing principles from 3GPP TS 23.228 are copied here“ in the editor’s note of chapter 4.1.

4.1 Architecture Principles

Editor's note: This clause is planned to contain the architectural principles on the overall 3GPP system, including IP-Connectivity Access Network (IP-CAN), IM CN subsystem, mobile terminals in order to provide emergency services via the IP-CAN/IMS entities.  Also to cover how UICC & UICC-less cases are handled in the system. 



4.1.1 Requirements for IMS Emergency Sessions

A CS capable UE shall use the CS domain for emergency services.  In addition, the solution for emergency sessions in the IMS shall fullfil the following capability requirements:

1. It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions.

2. Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on adressing should be taken into consideration). 

3. Emergency sessions should be prioritized over “ordinary” sessions by the system.

4. Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

5. The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialed number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

6. The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

7. Emergency Service is not a subscription service and therefore will normally be supported entirely in the serving network and provided without interaction with a “Home” network in a roaming case.

8. The solution shall also work in a roaming case when the session establishment is routed via a P-CSCF located in the home network. In this case the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and route emergency sessions to an emergency center in the roaming country (i.e. where the user is geographically located). 

9. Alternatively, the home network may respond to the UE indicating that the UE should initiate an emergency session in the serving network (e.g. via the CS domain of the serving network). The solution should be in principle similar for both scenarios (considering e.g. the entities, which perform session control and detection of emergency situations).

10. Emergency centers may be connected to the CS domain, PS domain or any other packet network.
11. Emergency centres shall be able to call back the user.

The solution for emergency sessions shall also fulfil the following architectural requirements:

1. The architecture for Emergency Service should be driven by the specific capabilities requirements. To the extent that existing IMS functional entities can be re-used, this should be done. However the specification should not be constrained by the existing functional entities.

2. The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a videotelephony call.

4.2 Architectural considerations







