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Introduction

TR 23.917 presents a concept which can be used to control both session based (e.g. IP multimedia and PSS) and non session based (e.g. signalling QoS) traffic in an operator's network. By allowing the control of QoS of non session based services, the operator is able to control a substantially bigger part of the traffic in the network than with Rel5 SBLP. The concept presented in TR 23.917 allows service based QoS control and thus provides better control resolution compared to the existing APN based QoS control.

The authorization token is proposed to be used as the binding mechanism for session based services. Non session based services require also a key to map an authorization request and the relevant QoS policies, i.e. subscription based and/or default QoS policies. Subscription based and default QoS policies are described in contribution S2-031386. In case of a subscription based policy, a user identity is needed as a key to access the subscription profile.

This contribution proposes modifications to clarify binding mechanism for session based and non session based services. This contribution also proposes additions which are needed for subscription based policies.

Proposal

It is proposed to modify the text in TR 23.917 as shown below.

7.6
Binding mechanism handling

7.6.1
Session based services
This refers to the binding between any session information that may be provided by the Application Function, and the authorisation of QoS resources usage for that application, by the PDF. The binding mechanism for service based policy control uses an authorisation token.  The authorization token is passed among the PDF, AF and GGSN and is linked with session bearer information. Since PDFs, AFs, and GGSNs, may exist in many to many relationships, the specific GGSN and PDF and the specific PDF and AF supporting a particular session must be known to each other. The AF may be provisioned to know about the PDF or the AF and PDF may discover each other by other means.

In response to a session bearer authorization request from the AF, an authorization token is generated by the PDF and is passed back to the AF. This authorization token is used in the initial communications between the PDF and the GGSN and in the initial communications between the PDF and the AF to identify bearers related to this session. It contains the address of the PDF that has assigned the authorization token. The AF later passes this authorization token to the UE which then passes it when requesting a bearer from the GGSN.

The flows in Section 8.3 ‘Authorisation of QoS resources’ show an example of this binding case.
7.6.2 Non session based services

This refers to the binding between an authorization request and relevant QoS policies. This binding mechanism is service dependent.

This binding mechanism is used in the initial communications between the PDF and the GGSN. The PDF address to be contacted by the GGSN is configured in the GGSN.

7.6.3
Subscription profiles

A user identity, e.g. IMSI, is needed in order the PDF to access a subscription profile.

The user identity is used in the initial communications between the PDF and the GGSN and in the PDF to access a subscription profile.










