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1. Background

An LS in S2-030435 from SA 1 on Priorities for the support of PS based services over WLAN was discussed at the last SA 2 meeting. The LS indicated that SMS delivery over WLAN is a high priority work item for scenario 3. The example for using SMS is that the user should be able to send and receive SMS messages between themselves and terminals in the 3GPP system over WLAN.  
The SMS specifications from GSM phase 2 03.40 through to release 5 23.040 v5.5.1, show that (in section 9.3.2.1) if a source device (either UE, PDA or Laptop) sends an Mobile Originated SMS, the information sent by the mobile to the MSC or SGSN does not contain the mobile’s MSISDN. Instead, the MSC or SGSN adds the MSISDN to the information sent to the SMSC. Using the MSC/SGSN to insert the MSISDN is important because:

a) it means that recipients of the SMS can trust the “originator’s address” information that they receive in the Mobile Terminating SMS; and

b) the SMSC includes this MSISDN in the Call Detail Records. The billing systems then charge the owner of that MSISDN for sending the SMS!

Hence when we design SMS over WLAN for scenario 3, the source MSISDN needs to be added in the new node for completion of a SMS.   

Note: for MO-MMS in scenario 3, additional functionality is also probably needed to provide the MSISDN to the MM Service centre.

2. Proposed Text in Section 23.234 Annex D (informative):
Annex D (informative):
Function Prioritisation

	Topic
	Scenario
	Overall priority

(to March 2003)
	SA2 WLAN group priority

(to March 2003)
	Comment

	Access control architecture
	2
	High
	High
	

	Interworking architecture
	2
	High
	High
	Consideration of roaming and interworking scenarios

	Addressing
	2
	High  
	High  
	IP address allocation – basic capabilities need to be defined

	Security protocols
	2
	High  
	Low
	Detailed work on authentication and authorisation should now be undertaken by SA3

	Charging
	2
	High  
	Low
	Charging related architecture should be transferred to SA5 once this spec is stable enough until 1Q 2003

	Network selection
	2
	Medium / Low
	Medium / Low
	Does this need to be standardised for R6? Liaison to SA1

	SMS
	3
	Medium
	Medium
	No contributions have yet been made on this. May need architecture changes in other areas outside the scope of WLAN group (liaison needed).

The packet data gateway needs to have a function that can receive the MSISDN securely from the HPLMN and to put the MSISDN into the MO SMS.

	MMS
	3
	Medium
	Medium
	No contributions have yet been made on this. May need architecture changes in other areas outside the scope of WLAN group (liaison needed T2 & SA1)

	IMS access
	3
	High
	High
	IMS compatibility with R5 IMS is important to operators

	MBMS interworking
	3
	Low
	Low
	Propose for R7 as MBMS not yet stable

	Presence
	3
	Low
	Low
	Propose for R7 - IMS access should provide support for presence services

	Location services
	3
	Low
	Low
	Propose for R7 - Integration of WLAN and location services needs further consideration

	Instant messaging 
	3
	Low
	Low
	Propose for R7 - IMS access should provide support for messaging services

	Policy control information
	3 / 4
	High
	Low
	For R6 work on IMS access independence & policy control is ongoing in other groups within SA2

	Mobility
	4 / 5
	Low
	Low
	This is of high importance but is already agreed to be outside the scope of R6, it is therefore considered to be part of R7

	Editorial aspects
	All
	Low
	Low
	At this stage, priority should be given to technical rather than editorial aspects


Table C.1 Function Prioritisation

3. Conclusion

This paper proposed a change on MSISDN needed to delivery SMS over WLAN.  We would like the proposed text to be put into the current WLAN TS 23.234.






























































































