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1 Introduction

Over the last few meetings SA2 has started investigation how to support IMS based emergency services, over the PS domain, towards the end users.  Last meeting, some principles to guide the work have been agreed in S2 via approval of contribution S2-030376r2.  These principles and general requirements to support emergency services over PS/IMS require that a full analysis of the implications are done and documented before updating core specifications.  Even though IMS is providing signalling reachability for emergency session set up, impacts on the UE, radio access and the PS domain may become substantial depending the solution.  In this document, Ericsson attempts to bring forward some of different possibilities regarding a few key architecture issues SA2 should consider and investigate to come to a complete solution.  

2 Discussion

The issues that are addressed in this document are the following:

1. Location of GGSN, and CSCFs in regards to the definition of Serving Network

2. Handling UICC-less access and its implications in the total solution

3. Indication by the UE that the session is an emergency one & the relation (signalling level over IMS, PDP context level etc.)

4. Role of IMS and PS domain for emergency services

Depending on the entity/domain, the above issues have different implications.  SA2 must consider how to progress the solution and minimize adverse impacts on the overall system & performance.

2.1 Analysis of IMS domain implications

Current architecture principle defines that detection & routing of emergency sessions shall be bearer agnostic.  This is a feasible requirement that can be delivered via IMS, but it would mean possible updates and/or creation of protocol work in IETF.

Before proceeding though, architecture requirements and implications from access networks need to be taken into account when defining IMS architectural impacts.

2.1.1 Impact of GGSN location on the IMS level solution

 One aspect is the location of the GGSN in relation to the serving network, is it at home or in the serving network?  Current GPRS deployments mostly indicate GGSN location to be in the home operators domain, even though there is no restriction in the standards.  GGSN is the gateway towards external connection for PS domain access and connecting to serving network emergency centres via GGSN at different location & probably country creates interesting practical implications that have not been investigated yet.   When it comes to UEs connected to IMS, it is feasible that GGSN location is in the network where UE has already connected and with current architecture, P-CSCF is located at the same domain.  But if the UE is not currently either attached or registered with IMS, or does not have a UICC then the above assumption cannot be applied that simply.  Question arises then if the Serving network is responsible to provide emergency services via PS domain?  If so, the current architecture assumptions need re-evaluation.

If the IMS emergency solution shall support both the case of GGSN in home NW and GGSN in visited NW it seems like basically two different behaviours needs to be defined in the IMS level emergency procedures in regards of finding the EC and CS interworking point, P-CSCF discovery, etc. It may hence be beneficial to define a single solution where GGSN is assumed to always be in the same NW as the SGSN. 

2.1.2 IMS level impacts of UICC less Emergency support

An issue is the access to emergency sessions in 3GPP without having an UICC card.  This requirement, depending on how it is interpreted, could have implications on the terminal and/or network entities like GGSN, SGSN, HSS, CSCF nodes etc.  If IMS emergency solution benefits for the sessions being as much as possible same regardless of users with access and restricted to access, then solution may need to be differently.  For example, current IMS access requires users to be registered and to have some form of public & private user identities, when not available the terminals require generating this information based on IMSI information.  

What kind of identities is foreseen in IMS to be used to allow emergency support for users without IMS access (independent of whether the user has UICC or not)?  There should be only one way to provide access when users are not authorised to IMS to make a consistent solution for the total system.

2.2 PS domain considerations

2.2.1 GPRS impact of the UICC less case

Currently in GPRS there is no provisioning for support of UICC-less access.  

-If an UE has no UICC, configuration of APN and PDP context related parameters may be an issue as well.  . Specific PDP context coupled with emergency type APN handling may help with such issues without requiring operators to set up additional procedures for the UEs.

-Should SA2 evaluate a possible emergency PDP context procedure, which would pre-empt other procedures in the PS domain and bypass security/authentication procedures?  This could benefit from having one common procedure to handle emergency and not impact any existing GPRS procedures.  But could have drawback of having specific issues when it comes to SGSN & GGSN nodes from different release versions, though this issue may exist with any solution as well.

2.2.2 GPRS impact on emergency indication

Question on how to treat the emergency indications for PDP context level and what would this be used for?  If 
 there exists an IMS signalling PDP context already, the proposal has been to reuse this PDP context.  At the same time, there is proposal that the other PDP contexts are marked for emergency.  Leaving the issue aside of what will be done for this indicator for the moment, this will create inconsistency that the signalling part of the emergency session now has lower priority and may not get through over the bearer part.  So it seems that if the emergency indication actually has an impact on the treatment of the PDP context it is necessary to modify the existing PDP context or establish a new PDP context.

2.2.3 Emergency service implications from GGSN location

Location of the GGSN and it’s relation to the emergency session poses some interesting questions as well.  As GGSN is the gateway towards external networks from PS domain, where it is located poses some issues for support of emergency services on the same level as CS domain today.   Issue of restrictions on certain destinations and how that shall be applied becomes relevant.  If GGSN located at home and established PDP contexts are used, then how to prioritise the PDP context and then how to deal with the downgrading of the same PDP context becomes an issue.  

An issue that may also rise is the trace back to the GGSN/PDP context form emergency centre; will such mechanism be required and if so then how would this work if GGSN location is in different networks/countries?

2.2.4 Handling interactions between priority services & emergency services

We need to evaluate what is expected from GPRS in order to provide appropriate bearer level services towards the IMS domain so emergency sessions can have higher priority, but still not to pre-empt priority services.  In addition, it should be noted that prioritised services over PS domain is a feasibility study in SA1 where emergency services for end users are normally downgraded and even not allowed at certain situations to give access to prioritised service providers like police, security etc.  Interactions between these two need to be taken into account, even though they are not directly linked to one another.

2.3 Other deployment/performance considerations

- Will architecture consider scenarios where the operators have Release 6 PS domain but don’t have IMS domain, but would still require support emergency access to the users via PS domain?  This may have some implications for the home operators who may be providing IMS services and implications on providing the architectural impacts on IMS in general.

The priority traffic handling (ETS) over emergency session request needs to be taken into account when defining architecture & node requirements.

-Initially it is expected that emergency centres are located in the PSTN networks, what kind of architecture implications do that imply on the GGSN location & connection for the media?

-Is emergency service to be provided over the PS domain, or the requirements are to provide emergency services via IMS facilitated over the PS domain?

-Compatibility Issues, Some nodes are R5 compliant others are R6 compliant, which scenarios shall be supported?

-Will 3GPP need to mandate support for IMS in the terminals and networks due to emergency service support over IMS/PS domain?  

3 Proposal

Ericsson proposes that SA2 develops the full scope of IMS/PS based emergency services within one architecture guideline specification and then update other relevant affected specifications when the solution has reached enough maturity for CN & other WGs to start protocol development work.

It is important to understand the PS domain and other requirements first and resolve these issues, as IMS implications may be easier to resolve in comparison to the rest of 3GPP entities.

Proposed work order:

a. Decide if the should be common or separate GPRS solution for UICC/UICC less case

b. GGSN location, any or only in the serving 

c. IMS level procedure

d. Any special treatment on bearer level

