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1 Introduction
This contribution describes a possible authorization failure cases i.e the case when roaming is not permitted.
Since the visited network has no access to user’s subscription information,  the home network has to determine whether roaming is allowed. The visited network needs to send its identifier to the home network to let the home network know which network the subscriber is roaming into.

2 Proposal

It is proposed to add a new section to 23.234, 
3.1
Definitions
Visited network identifier: Optional element that describes the 3GPP AAA proxy network name. The vnid value is a string of characters that identifies the visited network at the user's home network.
3.3
Abbreviations

vnid
Visited Network Identifier
6.2.2 3GPP AAA Proxy

· the 3GPP proxy AAA  represents a Diameter proxying and filtering functionthat  resides in the visited 3GPP network.  The 3GPP proxy AAA functions include.:

· Relay the AAA information between WLAN and the 3GPP AAA Server. 

· Indicate its network identification to the home network

· Enforce policies derived from roaming agreements between 3GPP operators and between WLAN operator and 3GPP operator

· Report charging/accounting information to local CCF/CGw for roaming users

· Service termination (O&M initiated termination from visited NW operator)

· Receives authorization information  (Subscriber information)

· Forwarding authorization information to WLAN

· Rejection of authorization according to local policy 

6.3Reference Points

6.3.1.2 Functionality

The functionality of the reference point is to transport RADIUS/DIAMETER frames:

· Carrying data for authentication signalling between WLAN UE and 3GPP AAA Server

· Carrying data for authorization signalling between WLAN AN and 3GPP AAA server

· Carrying roaming network identification information

· Carrying keying data for the purpose of radio interface integrity protection and encryption

· Used for purging a user from the WLAN access for immediate service termination

A.1 Signalling Sequences examples for Wr Reference Point

A.1.3
Authorization failure due to roaming is not allowed
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Figure A.1.3 Signalling example on Wr, Wx Reference Poinst for not allowing roaming case
0.
  UE has been successfully authenticated by 3GPP system
1. UE sends authorization request which contains user identity and APN to 3GPP network.
2. 3GPP AAA proxy sends Diameter_Authorization_Request which contains vnid to 3GPP AAA server.
3. 3GPP AAA server presents the vnid along with user identity and APN to HSS 
4. HSS checks user subscribtion information, determines that user is not allowed to roam into that visited network against the service indicated by APN, therefore rejects the authorization request.
5. 3GPP AAA server sends Diameter_Authorization_Answer to indicate authorization failure

6. 3GPP AAA proxy forwards the Diameter_Authorization_Answer message to WLAN
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