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Introduction

This contribution analyses the current R5 IMS SBLP and different IP connectivity networks in order to define requirements for commonality between IMS CNs.

Release 5 SBLP

3GPP Release 5 IMS includes optional SBLP (via the Go interface between GGSN and PDF) which provides the coupling between a native IP application and the access network Hence, it is prudent to first examine the assumptions made by SBLP in R5:

· it assumes a Layer 2 session establishment capable of transporting application based authorization tokens

· it assumes the Layer 3 address in the access network is identical to that in the application domain, i.e., tunnel encapsulation/decapsulation cannot exist between the client and a gateway located between the access network and the application server

· it requires a Layer 3 host address uniquely identifies a user for the application of QoS policy at both layer 2 and layer 3, i.e., a collapsed Layer 2 and Layer 3 gateway

Current IP connectivity networks

To determine the requirements for commonality and Interoperability between IMS CNs, this section will details the following IP CNs : 3GPP release 5, 3GPP2/CDMA2000, WLAN.

Figure 1 describes how those three different IP connectivity networks are layered and where SBLP applies. 

The first shows the 3GPP Release 5 functionality where a single collapsed functional entity (the GGSN) is used to control the layer 2 RAB QoS and the layer 3 access control gating functionality. 

The second scenario shows 3GPP2 with the PDSN and the Home Agent using Mobile IP.  As showed in the figure the L2 QoS is handled in the PDSN whereas layer 3 CoS/QoS is implemented on the HA. 

Finally, the third example shows a QoS aware WLAN Access Point (e.g., compliant to 802.11e HCF controlled channel access), an Access Zone Router (AZR), a Packet Data Gateway (e.g., see 23.234) providing mobile IP home agent functionality to support session continuity between different subnets and policy enforcement to the Wi interface. Again the L2 QoS and L3 access control are decoupled.


[image: image1]
Figure 1: Existing IP connectivity networks architecture

We can also note that the WLAN or 3GPP2 access is similar to the a VPN type of access, where a user session is tunnelled (e.g. via IPsec) to a Gateway offering the connection to the IMS. In this scenario L2 QoS and L3 access control are also decoupled.

Requirements for commonality

From the previous section we can recognise that other access techniques do not always provide a collapsed layer 2 QoS and layer 3 QoS/Cos entity.  Therefore to address IMS CN commonality the following requirements appear:

· policy may be applied on Layer 2 (access dependent) and layer 3 (access independent) in the IP CN, where L2 PEF and L3 PEF may be separate entities in the IP CN  

· Go is to be used as a common interface between the PEF in the IP CN and the PDF in the IMS, Go should be enhanced to support L2 policy control

· As a minimum the IP CN L3 PEF shall interface to the PDF via the Go interface, however the PDF may also interface to the L2 PEF using Go

Proposal

It is proposed to include the requirements listed in section in TR 23.864 as detailed in 

this section

**************************

Proposed Changes

**************************

4.1.1
Requirements for Service Based Local Policy

The following capabilities may be supported by the IP Connectivity network in order to enable Service Based Local Policy. (The exact capabilities that are required depend on the mode in which Service Based Local Policy is used as described below.)

1a.
The ability to inform the IMS when a resource reservation is requested in the IP Connectivity Network

1b.
The ability to act on an authorisation decision received from the IMS in response to the indication in 1a. The decision contains an upper bound on the QoS for the resource reservation.

2. The ability to provide the IMS with correlation information identifying the charging information associated with the resource reservation identified in 1a above.

3. The ability act on revocations of the authorisations sent by the IMS

4. The ability to inform the IMS when a resource reservation is removed in the IP connectivity network

The capabilities 1 to 4 exist in Release 5 for GPRS. The following capabilities are speculative: they do not exist for any 3GPP-specified IP connectivity network and are dependent on the outcome of investigations in Release 6.

5. The ability to provide Diffserv Edge Functions for individual IP flows configured based on the policy information from the IMS.

6. The ability to provide the IMS with correlation information identifying the charging information associated with an individual IP flow

7. The ability to perform policy on Layer 3 (access independent) and/or Layer 2 flows (access dependant) depending on the IP connectivity network 

Service Based Local Policy, if supported at all, may operate in several modes:

A) Authorisation & Charging Correlation
SBLP operates essentially as described in Release 5, performing resource authorisation and correlation of charging information.

B) Authorisation Only

SBLP allows resource authorisation in the IP Connectivity Network to be controlled by the IMS, but there is no support for charging correlation.

C) Charging correlation only

SBLP allows correlation of charging for IP Connectivity Network resources with the IMS session, but does not support any control of resource authorisation.

In each of these modes, the operation of SBLP could be either:

· Reservation-based, in which the granularity of authorisation and charging correlation is a single resource reservation in the IP connectivitiy network

· IP flow based, in which the granularity of authorisation and charging correlation is a single IP flow identified by the IMS

Reservation-based Authorisation requires capabilities (1), (3) and (4).

Reservation-based Charging Correlation required capabilities (1a) and (2)

IP flow based Authorisation requires capability (5)

IP flow based Charging Correlation requires capability (6)

Combinations of these SBLP functions require the appropriate combination of IP connectivity network capabilities.

Where Service Based Local Policy is used in reservation-based modes, then resource reservation signalling in the IP-connectivity network must support either:

· Complete specification of the IP flows which will use the resource (uplink and downlink) in terms of standard IP flow classifiers, or

· Carriage of Flow Ids as defined for IMS Release 5

· Carriage of Layer 2 Flow Ids
Where Service Based Local Policy is used in reservation-based modes, the IP connectivity network must support carriage of a media authorisation token (see RFC3313) in association with signalling for resource reservation/allocation.

**************************

Next Proposed Changes

**************************

4.5.3 Policy Enforcement Function

This is a logical function which is required to exist within any IP Connectivity Network which supports Service Based Local Policy. The location of the Policy Enforcement Function within the IP Connectivity Network is out of scope of this document.

The Policy Enforcement Function interacts with the IMS over the Go reference point. The capabilities of a Policy Enforcement Function are specified along with the specification of a particular IP Connectivity Network.

When a new IP Connectivity Network is identified for IMS, if there is new functionality required for this IP connectivity network, then the Go reference point and protocol may need to be extended to support the Policy Enforcement Function capabilities of that network. The IP Connectivity Network  may support L2 PEF and  L3 PEF in separate entities, the PDF may then either interacts with both L2 PEF and L3 PEF or only with the L3 PEF. The Policy Decision Function in the IMS shall be able to determine the capabilities available at a Policy Enforcement Function without requiring prior knowledge of the particular IP Connectivity Network technology (e.g. by negotiation with that PEF).

**************************

End Proposed Changes

**************************
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